Regulamin dodawania i uzytkowania kart ING Banku Slgskiego S.A.
w ramach Apple Pay - obowigzuje do 22.09.2025

§ 1 POSTANOWIENIA OGOLNE

1. Regulamin okresla zasady dodawania i uzytkowania kart w ramach Apple Pay przez
uzytkownikéw kart do rachunkéw oszczednosciowo-rozliczeniowych, ktére zostaty wydane
przez ING Bank Slgski S.A.

2. W sprawach nieuregulowanych w niniejszym Regulaminie stosuje sie Regulamin swiadczenia
przez ING Bank Slgski S.A. ustug w ramach prowadzenia rachunkéw ptatniczych dla oséb
fizycznych. Ustuga objeta niniejszym regulaminem jest oferowana wytgcznie uzytkownikom
kart w rozumieniu wyzej wskazanego regulaminu.

3. W sprawach nieuregulowanych w niniejszym Regulaminie stosuje sie Regulamin swiadczenia
ustug systemu bankowosci internetowej ING Banku Slgskiego S.A. (regulamin systemu
bankowosci internetowej), ktéry opisuje zasady udostepniania i wykorzystywania tego
systemu. Ustuga Apple Pay jest oferowana wytgcznie uzytkownikom systemu bankowosci
internetowe;.

4. Regulaminy, o ktérych mowa w ust. 2 i 3 opisujq takze zasady sktadania i rozpatrywania
reklamacji, pozasqdowego oraz sqdowego rozstrzygania sporéw, stosowania przepisow
prawa i jezyka polskiego.

§ 2 DEFINICJE

Uzyte w niniejszym Regulaminie okreslenia oznaczaja:

1. Apple Pay: cyfrowy portfel znajdujgcy sie w urzadzeniu marki Apple, ktéry umozliwia
ptatnos¢ kartg dodang do tego portfela. Ustuga ta jest $wiadczona przez spotke Apple
Distribution International z siedzibg w Irlandii, Holly Hill Industrial Estate, Corc, zwang dalej
,Dostawcq”, wytgcznie dla posiadaczy urzgdzenia marki Apple, na ktérym jest zainstalowana
aplikacja ,Wallet”. Ustuga ta swiadczona jest na podstawie odrebnej umowy zawieranej
przez Dostawce i posiadacza urzgdzenia marki Apple bedqgcego zarazem uzytkownikiem
karty. Ustuga ta pozwala na dodanie karty przez jej uzytkownika do portfela i uzytkowanie
karty w tym portfelu.

2. Bank: ING Bank Slgski Spotka Akcyjna z siedzibg w Katowicach, przy ul. Sokolskiej 34, 40-086
Katowice, wpisany do Rejestru Przedsiebiorcow w Sqgdzie Rejonowym Katowice-Wschod
Wuydziat VIII Gospodarczy Krajowego Rejestru Sgdowego pod numerem KRS 0000005459, o
kapitale zaktadowym w kwocie 130 100 000 zt oraz kapitale wptaconym w kwocie 130 100
000 zt, NIP 634-013-54-75, o miedzynarodowym kodzie identyfikacyjnym w systemie SWIFT
(BIC) - INGBPLPW i adresie poczty elektronicznej info@ing.pl, podlegajacy nadzorowi Komisji
Nadzoru Finansowego z siedzibg w Warszawie, ul. Piekna 20, 00-549 Warszawa, ktéra takze
udziela zezwolen na utworzenie bankow;

3. karta: karta ptatnicza do rachunku oszczednosciowo-rozliczeniowego wydana przez Bank w
postaci materialnej, ktéra moze by¢ dodana do Apple Pay. Rodzaje kart, ktére mozna doda¢
do Apple Pay wskazane sqg na stronie: www.ing.pl;

4. iCloud: zestaw ustug online oraz oprogramowania firmy Apple majgcych na celu
przechowywanie m.in. zdje¢, nagran wideo, dokumentéw, utworéw muzycznych, aplikacji i
innych danych synchronizujgc je na wszystkich urzgdzeniach uzytkownika;


http://www.ing.pl/

5. Kod CVV2/CVC2: trzycyfrowy kod umieszczony na odwrocie karty lub udostepniony
uzytkownikowi karty w inny sposéb okreslony przez Bank;

6. NFC: Near Field Communication (skrét NFC - [ang.] komunikacja bliskiego zasiegu) -
krotkozasiegowy, wysokoczestotliwosciowy, radiowy standard komunikacji pozwalajgcy na
bezprzewodowg wymiane danych na odlegtos¢ do 20 centymetréw;

7. organizacja ptatnicza: organizacja zajmujgca sie rozliczaniem transakcji dokonywanych
przy uzyciu karty;

8. Regulamin: niniejszy Regulamin dodawania i uzytkowania kart ING Banku Slgskiego S.A. w
ramach korzystania z Apple Pay

9. system bankowosci internetowej: jest nazwg handlowq ustugi bankowosci elektronicznej, o
ktérej mowa w Rozporzgdzeniu Ministra Rozwoju i Finanséw w sprawie wykazu ustug
reprezentatywnych powigzanych z rachunkiem ptatniczym z dnia 14 lipca 2017 (dalej:
Rozporzgdzenie). Zgodnie z Rozporzgdzeniem ustuga bankowosci elektronicznej polega na
dostepie do rachunku ptatniczego przez Internet, umozliwia ona sprawdzenie salda rachunku
ptatniczego, zmiane limitéw dla ptatnosci bezgotéwkowych i transakcji dokonywanych przy
uzyciu karty debetowej lub ztozenie innego rodzaju dyspozycji do rachunku. System
bankowosci internetowej przeznaczony jest wytqgcznie dla jego uzytkownikow i dostepny
przez urzgdzenie z przeglgdarkg internetowq i tgcza internetowe. Moze on wystepowac w
roznych wersjach, ktére mogg mie¢ rézne nazwy handlowe np.: ,Moje ING", lub inne.
Poszczegélne, oznaczone innymi nazwami, wersje systemu bankowosci internetowej mogqg
sie r6zni¢ wymogami technicznymi;

§ 3 DODANIE KARTY DO APPLE PAY - POSTANOWIENIA OGOLNE

1. Dodac karte do Apple Pay moze tylko jej uzytkownik w rozumieniu regulaminu wskazanego
w § 1 ust. 2, ktéry zgodnie z odrebnym regulacjami z Dostawcq zainstalowat Apple Pay, na
posiadanym przez siebie urzgdzeniu marki Apple oraz spetnit wszystkie przewidziane
Regulaminem warunki dodania karty do Apple Pay. Uzytkownik ma prawo uzytkowac karte
dodang do Apple Pay wytgcznie zgodnie z jej przeznaczeniem.

2. Doda¢ karte do Apple Pay moze jej uzytkownik, bedgcy klientem indywidualnym po
ukoriczeniu 18 lat albo w wieku 13 - 18 lat na podstawie zgody wyrazonej przez
przedstawiciela ustawowego reprezentujgcego takg matoletniq osobe. Przedstawiciel
ustawowy moze w kazdym czasie cofng¢ swojq zgode, co skutkuje tym, ze osoba matoletnia
nie bedzie mogta dodawa¢ nowych kart do Apple Pay natomiast nadal bedzie mogta
korzystac z Apple Pay uzytkujqc karty, ktére wezesniej zostaty juz dodane do Apple Pay.

§ 4 DODANIE KARTY DO APPLE PAY - POSTANOWIENIA SZCZEGOLtOWE

1. Dodanie karty do Apple Pay wymaga od uzytkownika karty:

1) posiadania urzgdzenia mobilnego z oryginalnym oprogramowaniem, z technologig NFC
oraz z zainstalowanym systemem operacyjnym wskazanym przez Dostawce;

2) posiadania aktywnego systemu bankowosci internetowej;
a ponadto dokonania niezaleznych od Banku czynnosci zwigzanych z rejestracjg
uzytkownika w ramach ustug Dostawcy takich jak:
3) posiadanie konta Apple ID Dostawcy,
4) zalogowanie sie do ustugi iCloud,
5) ustawienie blokady ekranu urzgdzenia mobilnego.

2. Po spetnieniu warunkéw wskazanych powyzej dodanie karty do Apple Pay, wymaga od
uzytkownika karty udzielenia w postaci elektronicznej Bankowi zgody na przekazanie
Dostawcy swoich danych i informacji objetych tajemnica bankowgq, a dotyczqgcych rozliczen
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dokonywanych kazdqg dodang kartg w celu ich wyswietlania w urzgdzeniu w ramach ustugi
Apple Pay. Zgoda jest przechowywana w postaci elektronicznej w systemie bankowosci
internetowej. Uzytkownik karty moze w kazdym czasie wycofac zgode na przekazywanie ww.
danych i informacji. W zwigzku z tym, ze przekazywanie tych danych i informacji jest
koniecznym elementem przekazywania na urzgdzenie uzytkownika informacji, w tym historii
rachunku, a przekaz tych informacji jest dokonywany poprzez system informatyczny
Dostawcy, wycofanie tej zgody skutkuje brakiem mozliwosci dodawania nowych kart oraz
korzystania z juz dodanych.

Po spetnieniu warunkéw wskazanych powyzej, dodanie karty do Apple Pay, moze wymaga¢
rowniez:

1) zeskanowania lub recznego wpisania szczegdtowych danych karty: imie i nazwisko,
numer karty, data waznosci, kod CVV2/CVC2, lub

2) otrzymania, na numer telefonu komorkowego wskazany wczesniej przez uzytkownika i
zarejestrowanego w systemie informatycznym Banku, unikalnego, jednorazowego kodu
weryfikacyjnego (cigg znakéw), stuzgcego uwierzytelnieniu uzytkownika karty, a
nastepnie wpisania tego kodu w aplikacji, lub

3) podania kodu autoryzacyjnego (w tym identyfikatora biometrycznego), o ktérym mowa
w regulaminie systemu bankowosci internetowej. Kod autoryzacyjny podawany jest w
aplikacji mobilnej Banku.

Uzytkownik moze doda¢ karte do Apple Pay pod warunkiem, ze karta bedzie aktywna tj. nie

bedzie zastrzezona ani zablokowana w rozumieniu regulaminu, o ktérym mowa w § 1 ust 2.

Uzytkownik karty ma mozliwo$¢ dodania do Apple Pay wiecej niz jednej karty.

Pierwsza dodana karta ustawi sie domyslnie do dokonywania ptatnosci. Uzytkownik

samodzielnie zarzqdza cyfrowym portfelem Apple Pay tj. moze zmienia¢ karty ustawione

domuyslnie na inne, dodawac i usuwac¢ karty.

§ 5 UZYTKOWANIE KARTY W RAMACH APPLE PAY

1.

Uzytkownika karty i Bank wigzg regulacje umowne zwigzane z uzytkowaniem karty (m.in.
regulamin, o ktérym mowa w § 1 ust. 2) w tym w zakresie wysokosci limitéw ustalonych dla
tej karty, bez wzgledu na fakt dokonywania transakcji kartg w ramach Apple Pay. Bez
wzgledu na dodanie kart do Apple Pay transakcje uzytkownika sq dokonane kartg, zgodnie z
regulaminem, o ktérym mowa w § 1 ust. 2.

Kartg dodang w ramach Apple Pay uzytkownik karty moze dokonywa¢ takich samych
transakcji kartowych jak kartg niedodang do Apple Pay. W szczegélnosci karta zapisana w
Apple Pay umozliwia dokonywanie:

1) transakcji kartowych bezgotéwkowych:

a) zblizeniowych poprzez zblizenie karty dodanej do Apple Pay w urzgdzeniu marki
Apple, w punktach akceptujgcych (akceptanci) ptatnosci kartq danej organizacji
ptatniczej w ramach korzystania z Apple Pay,

b) transakcji kartowych na odlegtos¢ (bez fizycznego przedstawienia karty) na rzecz
odbiorcow (akceptantow), ktorzy akceptujg ptatnosci kartq danej organizacji
ptatniczej w ramach korzystania z Apple Pay,

c) transakgji kartowych na odlegtos¢ (bez fizycznego przedstawienia karty), ktére sq
zainicjowane przez odbiorce (akceptanta) po uprzednim udzieleniu mu na to zgody
przez uzytkownika. W przypadku, gdy uzytkownik udzielit zgody odbiorcy
(akceptantowi) na zainicjowanie transakcji w ciezar rachunku powigzanego z jego
kartg ptatniczqg zapisang w Apple Pay, uzytkownik moze odwota¢ okreslong zgode na
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10.

11.

przysztg transakcje lub wszystkie przyszte transakcje. Do odwotania zgody
(autoryzacji) dotyczqcej kolejnej lub kolejnych przysztych transakgcji stosuje sie
postanowienia Regulaminu, o ktérym mowa w § 1 ust. 2 stosujgc odpowiednio
postanowienia dotyczqce cofniecia zgody na obcigzenie rachunku w przypadku
polecenia zaptaty,

2) transakcji gotdowkowych, o ile Bank udostepnia taki rodzaj transakgcji.

W przypadku, gdy uzytkownik karty zamierza korzysta¢ z karty w ramach Apple Pay z wiecej
niz jednego urzgdzenia marki Apple, wymagane jest uprzednie dodanie karty w kazdym
urzadzeniu marki Apple.

Korzystanie z karty w ramach Apple Pay jest mozliwe, pod warunkiem, ze karta bedzie
aktywna tj. nie bedzie zastrzezona ani zablokowana w rozumieniu regulaminu, o ktérym
mowa w § 1 ust 2.

W przypadku dodania do Apple Pay wiecej niz jednej karty, uzytkownik przed dokonaniem
transakcji moze wybra¢ karte, ktérg zamierza dokona¢ transakcji. W przypadku braku
wyboru, dokonanie transakgji nastgpi kartg ustawiong domyslnie.

Po ztozeniu przez uzytkownika dyspozycji wytgczenia transakcji zblizeniowych dla karty,
dokonywanie transakgji zblizeniowych przy uzyciu karty w ramach Apple Pay nie bedzie
mozliwe.

Autoryzacja transakcji nastepuje zgodnie z umowg o karte, w tym w regulaminie o ktérym
mowa w § 1 ust. 2. Autoryzacja transakcji niezaleznie od kwoty, kazdorazowo odbywa sig na
urzgdzeniu Apple przez uzycie kodu identyfikacyjnego zgodnie z reqgulaminem wskazanym w
§ 1 ust. 2. Uzytkowanie kart w ramach Apple Pay nie wymaga dodatkowej autoryzacji.

W przypadku, gdy uzytkownik udzielit zgody odbiorcy (akceptantowi) na zainicjowanie
kolejnych transakcji w ciezar rachunku powigzanego z dang kartg ptatniczq, ktéra to karta
jest dodana do Apple Pay, zastosowanie znajdg odpowiednie postanowienia dotyczqce
udzielania i wycofania takiej zgody na transakcje lub odwotania zlecenia ptatniczego
stosownie do regulaminu, o ktérym mowa w § 1 ust. 2. W przypadku udzielenia zgody, o
ktorej mowa powyzej, sam fakt usunigcia karty z Apple Pay nie skutkuje wstrzymaniem
dokonywania kolejnych transakgji.

Uzytkownik nie ma prawa zezwala¢ osobom trzecim na zapisywanie ich cech
biometrycznych na jego urzgdzeniu marki Apple. Bank nie ponosi odpowiedzialnosci w
przypadku, gdy uzytkownik wykorzystujqc urzgdzenie marki Apple, w tym jego funkcje np.
czytnik cech biometrycznych, dopusci do wczytania takich cech osoby trzeciej, wskutek
czego urzgdzenie zakwalifikuje dane osoby trzeciej, jako dane uzytkownika.

W ramach Apple Pay, uzytkownik karty ma dostep do historii zawierajgcej 10 ostatnich
transakcji. Petna historia transakcji dokonanych przy uzyciu karty dostepna jest po
zalogowaniu do systemu bankowosci internetowej Banku, za posrednictwem infolinii lub w
placowce bankowej realizujgcej te czynnosc.

W przypadku odnowienia karty, jej materialna postac jest dostarczana uzytkownikowi karty
jako nieaktywna i uzytkownik jest zobowigzany do jej aktywowania. Bez wzgledu na fakt
nieaktywowania odnowionej karty w postaci materialnej przez jej uzytkownika, mozliwe
bedzie dokonywanie transakgji tg kartq dodang Apple Pay (tzw. token bedzie aktywny).

§ 6 OBOWIAZKI UZYTKOWNIKA

1.

Uzytkownik zobowigzany jest do:

1) dotozenia nalezytej starannosci w celu zabezpieczenia urzgdzenia marki Apple, na
ktérym zainstalowany jest cyfrowy portfel Apple Pay z dodanymi kartami wydanymi
przez Bank, przed zagubieniem, kradziezg lub zniszczeniem,



2) przechowywac urzgdzenie marki Apple z zachowaniem nalezytej starannosci tak, aby
nie dopusci¢ do uzytkowania kart dodanych do Apple Pay przez osoby trzecie.
Uzytkownik ponosi petng odpowiedzialno$¢ za dyspozycje wykonane przez osoby,
ktérym udostepnit urzgdzenie marki Apple,

3) niezwtocznego zgtoszenia Bankowi stwierdzenia utraty, kradziezy, przywtaszczenia
urzgdzenia marki Apple, na ktérym na ktérym zainstalowany jest cyfrowy portfel Apple
Pay z dodanymi kartami wydanymi przez Bank,

4) biezqcego monitorowania transakcji dokonanych kartg dodang w cyfrowym portfelu
Apple Pay i niezwtocznego zgtaszania Bankowi wszelkich niezgodnosci i
nieprawidtowosci przez system bankowosci internetowej lub telefonicznie przez infolinie
lub w placéwce bankowej realizujgcej te czynnosc.

Zgtoszenie, o ktérym mowa w ust. 1 pkt 3 jest podstawq zastrzezenia karty. Zastrzezenie

karty jest nieodwotalne a jego skutkiem jest brak mozliwosci dokonywania transakgji kartg

w ramach korzystania z Apple Pay.

§ 7 OPLATY

1.

Bank nie pobiera optat za dodanie kart do Apple Pay. Optaty za uzytkowanie kart sq
niezalezne od ich dodania do Apple Pay i mogg by¢ naliczane i pobierane, o ile tak
przewiduje umowa o karte, regulamin wskazany w § 1 ust. 2 lub Tabela Optat i Prowizji
Banku. Bank nie pobiera odrebnych optat za uzytkowanie kart w ramach Apple Pay.
Bank informuje o tym, ze podmioty trzecie/akceptanci mogg wymagac¢ lub pobiera¢ od
uzytkownika optaty za transakcje dokonane kartg dodang do Apple Pay.

§ 8 BLOKADA APPLE PAY ORAZ WYPOWIEDZENIE UStUGI OBJETEJ REGULAMINEM

1.

Bank ma prawo zablokowa¢ karte uzytkowang w ramach Apple Pay z przyczyn
zablokowania lub zastrzezenia karty wskazanych w regulaminie, o ktérym mowa w § 1 ust.
2. Ponadto Bank blokuje karte uzytkowang w ramach Apple Pay, w nastepujgcych
przypadkach:

1) odwotania zgody na przekazywanie Dostawcy danych lub informacji objetych tajemnicg
bankowgq, ktére dotyczqg rozliczern dokonywanych kazdg dodang kartg w celu ich
wyswietlania w urzgdzeniu w ramach ustugi Apple Pay,

2) rozwigzania przez Dostawce umowy z Bankiem o ustuge Apple Pay wskutek czego
Apple Pay nie bedzie dziatac,

3) zgtoszenia przez uzytkownika faktu lub powziecia przez Bank wiarygodnej informacji o
utracie w tym kradziezy lub przywtaszczeniu, zniszczeniu lub nieuprawnionym dostepie
lub nieuprawnionym uzyciu urzgdzeniu marki Apple, na ktérym zainstalowana jest
karta w ramach Apple Pay,

o czym Bank niezwtocznie powiadomi uzytkownika.

W przypadku, gdyby Dostawca rozwigzat umowe z Bankiem skutkiem czego Bank nie bytby

w stanie $wiadczy¢ ustugi Apple Pay, Bank powiadomi uzytkownika wskazujgc date

zaprzestania $wiadczenia ustugi.

Bank ma prawo wypowiedzie¢ ustuge objetg niniejszym Regulaminem z zachowaniem

dwumiesiecznego okresu wypowiedzenia z nastepujgcych waznych przyczyn:

1) w przypadku, gdy ustuga zostata zablokowana z przyczyn wskazanych w niniejszym
Regulaminie,



2) utraty posiadania lub prawa do jego posiadania urzgdzenia marki Apple, lub rozwigzania
umowy z Dostawcg o Apple Pay,

3) wypowiedzenia przez ktérgkolwiek ze stron umowy o ostatnig dodang do Apple Pay
karte lub rozwigzania tej umowy, zgodnie z regulaminem wskazanym w § 1 ust. 2;
wypowiedzenie to moze nastgpic jednoczesnie z wypowiedzeniem danej umowy o karte,

4) wypowiedzenia przez ktérgkolwiek ze stron umowy rachunku lub rozwigzania tej
umowy, zgodnie z regulaminem wskazanym w § 1 ust. 2, o ile ostatnia dodana do Apple
Pay karta wydana zostata do tego rachunku; wypowiedzenie to moze nastgpic
jednoczesnie z wypowiedzeniem danej umowy o rachunek,

5) wypowiedzenie przez ktérgkolwiek ze stron umowy o system bankowosci internetowej,
o ktérej mowa w § 1 ust. 3,

6) o ile uprawnienie takie wynika z przepiséw prawa.

4. Wypowiedzenie ustugi objetej Regulaminem moze by¢ sporzgdzone w postaci elektroniczne;j.
5. Uzytkownik moze wypowiedzie¢ ustuge objetg niniejszym Regulaminem ze skutkiem
natychmiastowym, z tym ze do skutecznosci takiego wypowiedzenia wymagane jest

usuniecie wszystkich kart dodanych do Apple Pay. Jesli uzytkownik usunie wszystkie karty z

Apple Pay usuniecie takie uznaje sie za wypowiedzenie ustugi ze skutkiem

natychmiastowym.

§ 9 ZMIANA REGULAMINU, POSTANOWIENIA KONCOWE

1. Bank zastrzega sobie prawo zmiany niniejszego Regulaminu z waznych przyczyn okreslonych
w Regulaminie $wiadczenia przez ING Bank Slgski S.A. ustug w ramach prowadzenia rachunkéw
ptatniczych dla o0séb fizycznych i w trybie przewidzianym w tym regulaminie. Ponadto za
wazne przyczyny zmiany Regulaminu uznaje sie zmiane funkcjonalnosci ustugi Apple Pay
majqcej wptyw na zasady dodawania lub uzytkowania karty.

2. Ustuga objeta regulaminem jest $wiadczona na czas nieoznaczony. Uzytkownik ma prawo
odstgpi¢ od niniejszego Regulaminu z zachowaniem 14 dniowego terminu od dnia jego
akceptacji. W takim przypadku uzytkownik powinien usung¢ wszystkie karty z Apple Pay.

3. Regulamin wchodzi w zycie 30 stycznia 2023 r.

Regulamin dodawania i korzystania z kart ING Banku Slgskiego w
portfelach cyfrowych - obowigzuje od 23.09.2025 roku

Z tego Regulaminu dowiesz sie, jak doda¢ i korzysta¢ z kart naszego banku w portfelach
cyfrowych.

§ 1 Postanowienia ogdlne - czyli o co chodzi w tym Regulaminie

1. Regulamin okresla zasady, zgodnie z ktérymi Ty jako uzytkownik karty, ktéra jest wydana
przez ING Bank Slgski S.A. mozesz doda¢, uzytkowa¢ karty w portfelach cyfrowych
Dostawcow, ktorzy sq wskazani w Regulaminie, a takze usuwac je z tych portfeli.

2. W §2 Definicje wyjasniliémy znaczenie poje¢ uzywanych w tym Regulaminie.



3. Zgodnie z tym Regulaminem, mozesz dodawac karty i korzysta¢ z kart na urzgdzeniach
z portfelem, tylko wtedy, gdy spetniasz wszystkie te warunki:

1) jeste$ uzytkownikiem karty (w rozumieniu regulaminu rachunkowego) lub
posiadaczem karty (w rozumieniu ogoélnych warunkéw), ktéry wyrazit zgode, aby
uzytkownik karty dodat te karte i z niej korzystat;

2) jeste$ uzytkownikiem systemu bankowosci internetowej i masz do niego aktywny
dostep. Aktywny dostep oznacza, ze mozesz logowac sie do systemu;

3) naswoim urzgdzeniu mobilnym masz zainstalowang naszqg aplikacje mobilng.

4. Jesli jeste$ osobg matoletniq (ponizej 18 roku zycia), mozemy oferowac te ustuge, tylko
gdy Twoj opiekun zawrze w Twoim imieniu umowy, ktére sq wskazane w ust. 8 i wyrazi
zgode na dodanie i korzystanie z karty w portfelu cyfrowym. Dodatkowo, oferujemy naszq
ustuge tylko, gdy Dostawca oferuje swojq ustuge dla oséb w tym wieku. Jesli Dostawca
wymaga zgody opiekuna, zeby korzystac z takich ustug - opiekun musi te zgode wyrazic.

5. Regulamin dotyczy wytqgcznie dodawania i korzystania z kart w portfelach cyfrowych
Dostawcow, ktérych w nim wskazujemy.

6. Rodzaje kart, ktére mogq by¢ dodane i uzytkowane w portfelach cyfrowych Dostawcow
okresla Komunikat do Regulaminu.

7. W sprawach, ktérych nie opisuje ten Regulamin, stosujemuy:

1) dla kart wydanych do rachunkéw oszczednosciowo-rozliczeniowych: Regulamin
$wiadczenia przez ING Bank Slgski S.A. ustug w ramach prowadzenia rachunkéw
ptatniczych dla oséb fizycznych (dalej: reqgulamin rachunkowy),

2) dla kart przedptaconych wydanych dla osé6b matoletnich ponizej 13 roku zycia:
Ogolne warunki wydawania i uzytkowania kart przedptaconych ING Banku
Slgskiego S.A. dla 0s6b matoletnich ponizej 13 roku zycia (dalej: ogélne warunki).

8. Aby moc korzysta¢ z portfela cyfrowego - niezaleznie od zawarcia umowy o karte
w rozumieniu regulaminu rachunkowego lub uzytkowania tej karty jako petnomocnik albo
umowy o karte w rozumieniu ogolnych warunkéw - musisz zawrze¢ z nami - jako

uzytkownik karty - umowe o system bankowosci internetowej. Umowa musi
obowigzywa¢ przez caty czas, w ktérym korzystasz z portfela cyfrowego. Dotyczy to
rowniez posiadacza karty (opiekuna), jak

i matoletniego uzytkownika karty, ktéry bedzie korzysta¢ z portfela cyfrowego. System
bankowosci internetowej jest konieczny, ze wzgledéw bezpieczenstwa, aby uwierzytelni¢
Twojg osobe lub Twojqg karte, doda¢ karte do portfela lub autoryzowa¢ transakcje.
Wprowadzamy ten wymaog, poniewaz zaréwno uwierzytelnienie jak i autoryzacja za
pomocqg systemu bankowosci internetowej jest bezpieczniejsza w stosunku do innych
technik.

§ 2 Definicje - czyli co oznaczajg pojecia, ktdrych uzywamy w Regulaminie
1. Pojecia uzyte w Regulaminie:

1) aplikacja mobilna - nasza aplikacja przeznaczona na urzgdzenia mobilne. Jest ona
czescig systemu bankowosci internetowej. Aplikacja mobilna moze by¢ dostepna w
roznych wersjach i pod réznymi nazwami handlowymi m.in.: , Aplikacja Moje ING”"
lub ,Moje ING mobile” lub inne nazwy.



2)

3)

4)

5)

6)

7)

autoryzacja - to Twoja zgoda na transakcje lub dyspozycje. Jesli autoryzujesz, to
znaczy, ze akceptujesz dang transakcje lub dyspozycje w taki sposéb, jak to wynika
z tego Regulaminu.
Bank, my — ING Bank Slgski Spotka Akcyjna z siedzibg w Katowicach, kod pocztowy:
40-086, przy ul. Sokolskiej 34, wpisany do Rejestru Przedsigbiorcow w Sqgdzie
Rejonowym Katowice-Wschéd Wuydziat VI Gospodarczy Krajowego Rejestru
Sgdowego pod numerem KRS 0000005459, o kapitale zaktadowym w kwocie 130
100 000,00 zt oraz kapitale wptaconym w kwocie 130 100 000,00 zt, NIP 634-013-
54-75, o miedzynarodowym kodzie identyfikacyjnym w systemie SWIFT (BIC) -
INGBPLPW, adresie poczty elektronicznej: info@ing.pl ; podlegajgcy nadzorowi
Komisji Nadzoru Finansowego, z siedzibg w Warszawie, ul. Piekna 20, 00-549
Warszawa.
Dostawca - to podmioty, ktére oferujg oprogramowanie i ustuge ptatnosci kartg
w portfelu cyfrowym. Aktualnie Dostawcami sq:
a) Apple Distribution International z siedzibg w Irlandii (Republika Irlandii),
Holly Hill Industrial Estate, Corc, oferujgcy ptatnosci portfelem cyfrowym
Apple Pay w ramach aplikacji Portfel
b) Google Ireland Limited z siedzibg w Irlandii (Republika Irlandii) Gordon
House, Barrow Street, Dublin 4, oferujgcy ptatnosci portfelem cyfrowym
Google Pay w ramach aplikacji Portfel Google
c) Garmin Ltd. z siedzibg w 1200 E. 151st St., Olathe, KS, 66062, Stany
Zjednoczone Ameryki, oferujgcy ptatnosci portfelem cyfrowym Garmin
Pay w ramach aplikacji Garmin Connect.

Lista Dostawcéw moze ulec zmianie. Mozemy zawiera¢ lub rozwigzywac¢ umowy
z poszczegllnymi Dostawcami. Zmiana listy nastepuje w trybie wypowiedzenia
zmieniajgcego Regulamin.

Aby korzystac¢ z portfela cyfrowego danego Dostawcy, musisz osobno zawrze¢ z nim
umowe.

karta - wydana przez nas karta ptatnicza, ktéra jest:
a) kartg do rachunku oszczednosciowo-rozliczeniowego  zgodnie
z regulaminem rachunkowym lub
b) kartg przedptacong zgodnie z ogélnymi warunkami.

Do portfela cyfrowego mozesz dodac wytqcznie karte wskazang w Komunikacie do
Regulaminu.

karta w portfelu cyfromym - karta dodana w Twoim urzgdzeniu z portfelem
cyfrowym.

kod autoryzacyjny do karty w portfelu cyfrowym, zwany takze kodem
autoryzacyjnym, kodem urzgdzenia lub kodem - jest to:

a) cigg cyfr lub liter lub innych znakéw, ktéry zostat wybrany przez
uzytkownika jako kod dostepu do urzgdzenia z portfelem w ktérym
dodana jest karta. Kod ten jest uzyty jako kod autoryzacyjny transakgji
kartg w portfelu
albo

b) w przypadku zamiaru korzystania z czytnika cech biometrycznych, ktoéry
jest zainstalowany na urzgdzeniu z portfelem - kodem autoryzacyjnym
jest identyfikator biometryczny. Pojecia czytnika cech biometrycznych
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oraz identyfikatora biometrycznego dla celéw autoryzacji majg takie
znaczenie jak to okreslono w regulaminie rachunkowym oraz ogélnych
warunkach,
albo

c) inny cigg cyfr, liter lub innych znakéw, dla autoryzacji lub dodatkowej
autoryzacji Twojej dyspozycji. Kodem moze by¢ tez kod identyfikacyjny
zgodnie z regulaminem rachunkowym lub ogélnymi warunkami - np. PIN
do karty lub kod przekazywany w wiadomosci SMS.
albo

d) cigg cyfr lub innych znakéw lub identyfikator biometryczny, ktére
wykorzystujesz do autoryzacji logowania do aplikacji mobilne;j.

Kodem mozesz autoryzowac¢ transakcje - w Twoim urzgdzeniu z portfelem,
bankomacie, innym urzgdzeniu do wyptaty gotéwki albo w aplikacji mobilnej lub
systemie bankowosci internetowej. Kod jest niezbedny, zeby potwierdzi¢ dodanie
karty do portfela cyfrowego.

8) kod CVV2/CVC2 - kod umieszczany na Twojej karcie lub udostepniany Ci w systemie
bankowosci internetowe;j.

9) matoletni uzytkownik karty - uzytkownik karty w rozumieniu ogélnych warunkow,
ktéry ma zainstalowang na urzgdzeniu aplikacje mobilng.

10) NFC - ang. Near Field Communication - standard komunikacji, ktéry pozwala na
bezprzewodowg wymiane danych miedzy urzgdzeniem mobilnym a terminalem
ptatniczym. Dzieki temu mozesz ptaci¢ zblizeniowo swoim urzgdzeniem mobilnym.

11) opiekun - przedstawiciel ustawowy matoletniego uzytkownika karty lub inna osoba
uprawniona do reprezentacji matoletniego uzytkownika na podstawie przepisow
prawa lub orzeczenia sgdowego w tym rodzic, opiekun prawny, kurator.

12) portfel cyfrowy - ustuga danego Dostawcy, w ramach ktérej mozesz ptaci¢ kartq
dodang w Twoim urzqdzeniu z portfelem.

13) posiadacz karty - posiadacz karty w rozumieniu ogdlnych warunkoéw, ktéry jest
rowniez strong umowy o system bankowosci internetowej. Posiadacz karty jest
przedstawicielem ustawowym (opiekunem) matoletniego uzytkownika karty.

14) Regulamin - ten Regulamin dodawania i korzystania z kart ING Banku Slgskiego w
portfelach cyfrowych.

15) system bankowosci internetowej - system bankowosci internetowej, system -
nazwa handlowa, ktéra oznacza naszqg ustuge bankowosci elektronicznej. Ustuga
bankowosci elektronicznej polega na dostepie do rachunku przez internet, dzigki
ktérej mozesz: sprawdza¢ stan konta, zmienia¢ limity dla ptatnosci
bezgotéwkowych i kartg, sktada¢ inne dyspozycje do swojego rachunku. System
bankowosci internetowej moze wystepowac¢ w réznych wersjach i pod réznymi
nazwami handlowymi, m.in.: ,Moje ING", lub inne.

16) token - unikalny, losowy zestaw znakéw zastepujgcy poufny numer karty ptatniczej
(wirtualny numer karty utworzony na danym urzgdzeniu z portfelem lub w sklepie
lub aplikacji). Chroni dane ptatnicze podczas transakcji, poniewaz rzeczywiste
informacje o karcie nie sq uzywane ani przechowywane.

17) transakcja - transakcja bezgotéwkowa lub gotéwkowa, w rozumieniu regulaminu
rachunkowego lub ogélnych warunkéw, ktérg wykonasz kartg w portfelu cyfrowym.
Moze to byc¢ transakcja zblizeniowa z wykorzystaniem technologii NFC lub
transakcja realizowana w internecie.



18) urzgdzenie z portfelem - urzgdzenie mobilne uzytkownika karty (np. telefon, tablet,
zegarek lub inne), ktére spetnia warunki, w tym warunki techniczne okreslone przez
Dostawce i na ktérym zainstalowany jest portfel cyfrowy lub dodana karta
w portfelu cyfrowym.

19) uzytkowanie karty - korzystanie z karty w ramach danego portfela cyfrowego
zgodnie z jej przeznaczeniem, ktore jest opisane w tym Regulaminie oraz dla kart
debetowych w regulaminie rachunkowym, a dla kart przedptaconych - w ogélnych
warunkach. Stowa korzystac z karty oraz uzytkowac karte znaczg to samo.

20) uzytkownik karty - uzytkownik karty w rozumieniu regulaminu rachunkowego,
ktéry ma umowe o system bankowosci internetowej i zainstalowang na urzgdzeniu
aplikacje mobilng.

§ 3 Kto i na jakich zasadach moze korzystac z portfela cyfrowego

1. Karte do portfela cyfrowego mogq dodac¢:
1) osoby o petnej zdolnosci do czynnosci prawnych,
2) osoby matoletnie powyzej lat 13, ktére majg karte debetowg zgodnie
z regulaminem rachunkowym - po uzyskaniu zgody opiekuna.

2. Jesli uzytkownikiem karty przedptaconej jest osoba matoletnia ponizej 13 roku zycia, to
posiadaczem tej karty jest opiekun. Matoletni uzytkownik karty jako uzytkownik
urzqdzenia z portfelem, musi by¢ wskazany przez posiadacza karty (opiekuna).

3. Osoba matoletnia pozostanie uzytkownikiem karty przedptaconej nawet po ukonczeniu
13 lat, az do czasu na jaki zawarto umowe.

4. Jako opiekun ponosisz odpowiedzialno$¢ za to, jak matoletni uzytkownik karty
przedptaconej dodanej do portfela cyfrowego korzysta z urzgdzenia z portfelem. Matoletni
uzytkownik karty korzysta z karty w portfelu zgodnie z odpowiednio obowigzujgcym
regulaminem rachunkowym lub ogélnymi warunkami.

5. Jedli masz juz 13 lat, ale nie masz jeszcze 18 lat i jeste$ uzytkownikiem karty debetowej
w rozumieniu regulaminu rachunkowego - po uzyskaniu wczesniejszej zgody opiekuna -
mozesz samodzielnie doda¢ te karte w urzqdzeniu z portfelem i korzysta¢ z niej.
W przypadku karty debetowej, zgoda opiekuna musi dotyczyc¢ zaréwno dodania nowych
kart debetowych do urzgdzenia z portfelem, jak i zgody na samodzielng autoryzacje
transakcji kartg debetowq przez osobe matoletniq i ogélnie korzystania z karty w portfelu
cyfrowym - zgodnie z Regulaminem. W przypadku karty debetowej, nie stosuje sie zasady
autoryzacji dotyczqcej karty przedptaconej.

6. W przypadku karty debetowej, Twoj opiekun moze w kazdej chwili cofng¢ swojg zgode na
dodawanie nowych kart lub na autoryzacje transakgji. Uniemozliwi Ci to dodanie kart
debetowych do portfela cyfrowego i wykonywanie transakgcji. Jesli opiekun cofngt tylko
zgode na dodanie nowych kart, wcigz mozesz korzysta¢ z kart w portfelu cyfrowym, ktére
zostaty do niego dodane wczesniej.

§ 4 Dodatkowe kryterium wieku

Kazdy Dostawca moze okresli¢ inny minimalny wiek uzytkownika (w tym matoletniego
uzytkownika karty) - wyzszy niz 13 lat. Wtedy, aby doda¢ karte do portfela cyfrowego i z niej
korzysta¢, musisz nie tylko mie¢ zgode opiekuna, ale rowniez spetnic to kryterium wieku. Kazdy
Dostawca moze réwniez okresli¢ rodzaj transakcji, ktore umozliwia ze wzgledu na wiek
uzytkownika. Informacje na temat kto i jak moze korzysta¢ z portfela danego Dostawcy,
znajdziesz w warunkach tego Dostawcy.

§ 5 Jak doda¢ karte do portfela cyfrowego
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Aby dodac¢ karte do portfela cyfrowego, musisz miec¢: karte, aktywny system bankowosci
internetowej i aplikacje mobilng. Musisz takze spetni¢ wymagania danego Dostawcy:
poda¢ odpowiednie dane i zaakceptowac warunki umowne, spetni¢ warunki wynikajgce
z przepisbw prawa (np. zgoda opiekuna lub reprezentowanie przez opiekuna osoby
matoletniej). Umowe z Dostawcq zawierasz odrebnie od tego Regulaminu.

Kiedy dodajesz karte do portfela cyfrowego, powstaje jej token. Karta moze mie¢ wiele
tokendw, co oznacza, ze moze by¢ dodana do portfela cyfrowego na wiecej niz jednym
urzgdzeniu z portfelem. W takiej sytuacji, dodajesz i korzystasz z tych kart w portfelu
cyfrowym na kazdym urzgdzeniu - zgodnie z tymi samymi zasadami.

Przyjmujemy, ze urzqdzenie z portfelem jest Twoje - jest w Twoim wytgcznym
i faktycznym posiadaniu. Jedli masz mniej niz 18 lat, przyjmujemy, ze urzgdzenie
z portfelem, na ktérym dodajesz karte, rowniez jest Twoje - za wiedzqg opiekuna, ktéry
wskazat Cie jako osobe matoletnig.

Do urzgdzenia z portfelem mozesz doda¢ wiecej niz jedng karte.

Pierwsza karta dodana przez Ciebie do portfela cyfrowego, ustawiana jest jako domysina.
Jesli dodasz do portfela cyfrowego kolejne karty, mozesz decydowa¢, ktéra bedzie
wskazana jako domysina.

Mozesz zarzqdza¢ swoim portfelem cyfrowym: dowolnie zmienia¢ domyslng karte,
dodawac i usuwac karty, a takze - bezposrednio przed transakcjg - mozesz wybra¢ karte,
z ktérej chcesz skorzystac. Ta zasada nie moze narusza¢ uprawnien osoby matoletniej,
ktora dziata tyko za zgodq swojego opiekuna.

Karta w portfelu cyfrowym moze przesta¢ dziata¢, gdy Twoje urzgdzenie z portfelem nie
spetnia wymogoéw Dostawcy.

§ 6 Jak doda¢ karte do portfela cyfrowego - szczegétowe zasady

1.

Twoje urzqdzenie z portfelem musi spetni¢ wymogi Dostawcy dla parametrow
technicznych tego urzgdzenia, systemu operacyjnego lub aplikacji.

Skonfiguruj na urzgdzeniu z portfelem niezbedne ustugi, ktérych wymaga Dostawca.
Odpowiednio zabezpiecz urzgdzenie z portfelem zgodnie z wymogami Dostawcy np.
ustalajgc PIN lub uzywajgc czytnika zabezpieczeri biometrycznych (pozwalajg one na
identyfikacje np. linii papilarnych palca lub indywidulanych cech twarzy).

Zaakceptuj warunki umowne Dostawcy oraz odpowiednie informacje o przetwarzaniu
danych przez Dostawce.

Musisz mie¢ aktywny system bankowosci internetowej i zainstalowang aplikacje mobilng
na swoim urzgdzeniu mobilnym. To moze byc¢ to samo urzgdzenie z portfelem lub inne
(np. telefon, jesli chcesz korzysta¢ z ptatnosci w zegarku).

W przypadku matoletniego uzytkownika karty, aktywny system bankowosci internetowej
oraz aplikacje mobilng muszg mie¢ matoletni uzytkownik karty oraz posiadacz karty
(opiekun).

Ponadto, zeby dodac¢ karte do portfela cyfrowego w aplikacji Dostawcy, koniecznie:
1) wpisz w aplikacji Dostawcy szczegétowe dane karty: petny numer karty, date jej
waznosci i kod CVV2/CVC2 oraz
2) wpisz na urzgdzeniu mobilnym kod autoryzacyjny lub uzyj czytnika cech
biometrycznych. Kod autoryzacyjny podawany jest w naszej aplikacji mobilnej.
Ze wzgledodw bezpieczeristwa, mozemy réwniez wymagac wpisania dodatkowego kodu
autoryzacyjnego. Moze nim byc¢ réwniez tres¢ z SMS-a wystanego na Twoj telefon
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autoryzacyjny. Ten kod podawany jest takze w naszej aplikacji mobilnej albo w aplikacji
Dostawcy.

Mozesz doda¢ karte do portfela cyfrowego wybranych Dostawcow rowniez w aplikacji
mobilnej. Nie musisz wtedy podawa¢ szczegétowych danych karty. W aplikacji mobilnej
potwierdzasz swojg tozsamos$¢ kodem autoryzacyjnym. W przypadku matoletnich
uzytkownikoéw karty, kod autoryzacyjny podaje opiekun w swojej aplikacji mobilnej lub
aplikacji Dostawcy.

W przypadku niektoérych portfeli cyfrowych, oprécz warunkoéw, ktére opisujemy, mozemy
wymagac réowniez Twojej elektronicznej zgody, abysmy mogli przekazywa¢ Dostawcy
Twoje dane i informacje objete tajemnicg bankowq. Takg zgode mozesz wycofa¢ w
kazdym momencie. Jesli jg wycofasz, nie bedziesz méc dodawa¢ nowych kart do tych
portfeli cyfrowych oraz korzysta¢ z juz dodanych. Ze wzgledéw technologicznych
i wymogow poszczegolnych Dostawcow, wich aplikacjach zapisywane sq dane potrzebne,
aby utworzyc¢ token i ograniczona liczba danych historycznych o transakcjach (co tez
wymaga Twojej zgody). W przypadku matoletniego uzytkownika karty oraz uzytkownika
karty ponizej 18 roku zycia, takqg zgode wyraza oraz wycofuje opiekun matoletniego.

§ 7 Jak korzystac z kart w portfelu cyfrowym

1.

Karta dodana w portfelu cyfrowym (token) jest kartg tej samej organizacji kartowej, co
karta wydana w postaci fizycznej (materialnej). Jest w tej samej walucie, a w przypadku
walut obcych, obowigzujqg te same zasady przewalutowania oraz te same limity jak dla
karty w postaci fizycznej.
Transakcje kartg w portfelu cyfrowym obcigzajg Twoj rachunek zgodnie z regulaminem
rachunkowym albo ogélnymi warunkami.
Karta w portfelu cyfrowym jest - tak jak fizyczna karta - instrumentem ptatniczym. Mozesz
wykonywac takie same transakcje, jak kartg fizyczna:
1) bezgotowkowe na odlegtos¢, czyli bez fizycznego kontaktu urzgdzenia z portfelem
z czytnikiem kart lub innym urzgdzeniem,
2) bezgotowkowe zblizeniowo - przez zblizenie urzgdzenia z portfelem do urzqdzen
akceptujacych transakcje zblizeniowe,
3) gotowkowe zblizeniowo - przez zblizenie urzgdzenia z portfelem
z czytnikiem bankomatu lub urzgdzeniem z funkcjg cashback - aby wyptaci¢
gotoéwke - o ile dana karta ma takg funkcje. Opis funkcji karty znajduje sie w
regulaminie rachunkowym oraz ogélnych warunkach.
Mozesz korzystac z karty w portfelu cyfrowym, tylko wtedy, gdy jest ona aktywna - nie
moze byc¢ zastrzezona ani zablokowana (opisujemy te sytuacje w regulaminie
rachunkowym lub ogélnych warunkach).
Kartg w portfelu cyfrowym mozesz ptacic tylko w ramach limitéw okreslonych dla danej
karty. Uwzgledniajgc specyfike ptatnosci kartg w portfelu cyfrowym mamy prawo
wprowadzi¢ dodatkowe limity dotyczgce kart dodanych do portfeli cyfrowych. W takim
przypadku dodamy do regulaminu Zatgcznik. Wprowadzenie tych limitéw dokonywat sie
bedzie w Zatgczniku do Regulaminu. Zmiana Regulaminu nastgpi za 2 miesiecznym
wypowiedzeniem.
Jesli wytgczysz funkcje zblizeniowq danej karty, nie mozesz wykonywac zblizeniowych
transakcji tq kartg, réwniez w portfelu cyfrowym. Funkcje zblizeniowg mozesz wytgczy¢
w systemie bankowosci internetowej.
Odnowienie karty to wydanie nowej karty na kolejny okres waznosci. Przy odnowieniu
karty, wyslemy Ci nowgq, nieaktywnq fizyczng karte. Nawet jesli nie aktywujesz fizycznej
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10.

11.

12.

13.

karty, nowa karta bedzie zapisana w portfelu cyfrowmym. W takiej sytuacji bedzie ona
aktywna i mozesz z niej korzysta¢. Aktywna karta oznacza, ze rachunek, do ktérego
zostata wydana, bedzie obcigzony po wykonaniu transakgcji. Dotyczy to réwniez sytuacii,
w ktorej karta w portfelu cyfrowym zostata przez Ciebie wskazana jako metoda ptatnosci
odnawialnych (np. subskrypcji), na co wyrazite$ zgode (albo Twéj opiekun wyrazit zgode).
W systemie bankowosci internetowej powiadomimy Cie o nowej karcie, ktéra zostanie
przypisana do portfela cyfrowego.

Kazda transakcja kartg w portfelu cyfrowym wymaga Twojej autoryzacji. Przed kazdg
transakcjqg sprawdz, czy dyspozycja jest zgodna z Twoim zamiarem i czy jq potwierdzasz.
Niezaleznie od kwoty transakcji, autoryzacja nastepuje w przypadku transakcji:

1) na odlegtos¢, czyli bez fizycznego kontaktu urzgdzenia z portfelem z czytnikiem
kart. W tej sytuacji autoryzujesz transakcje, gdy odblokujesz swoje urzgdzenie
z portfelem i podasz kod autoryzacyjny.

2) w punkcie obstugi klienta (np. sklep) przy transakcjach bezgotéwkowych
(z fizycznym kontaktem urzgdzenia z portfelem z czytnikiem kart). W tej sytuacji
autoryzujesz transakcje, gdy wprowadzisz kod autoryzacyjny na Twoim
urzgdzeniu z portfelem i zblizysz je do czytnika kart.

3) gotowkowych - np. w bankomacie lub punkcie obstugi klienta - z fizycznym
kontaktem urzqdzenia z portfelem z czytnikiem bankomatu lub urzgdzeniem z
funkcjg cashback. W tej sytuacji, autoryzujesz transakcje, gdy podasz PIN do karty
w bankomacie/urzgdzeniu - w rozumieniu regulaminu rachunkowego albo
ogolnych warunkéw.

Jesli uzywasz identyfikatora biometrycznego, musisz uzywac jednej, wtasnej cechy
biometrycznej. Jesli w urzgdzeniu z portfelem mozesz zapisywa¢ kilka cech
biometrycznym (np. linii papilarnych kilku palcoéw), dla takiej transakcji musisz zapisac
tylko jedng, wtasng ceche.

Jesli korzystasz z urzqdzania z portfelem takim jak zegarek, Dostawca okresla czas lub
warunki, w ktérych urzgdzenie bedzie wymagac autoryzagji dla transakcji kartg w portfelu
cyfrowmym (np. co 24 godziny albo zawsze, gdy urzgdzenie z portfelem przestanie
wyczuwac¢ puls). W zwigzku z tym, autoryzacja transakcji kartg w portfelu cyfrowym na
takim urzagdzeniu, jest autoryzacjq ciqgtq i dotyczy wszystkich kart, ktére masz dodane do
portfela na tym urzgdzeniu. Oznacza to, ze Twoja jedna autoryzacja (zgoda) dotyczy tej
transakgji i wszystkich kolejnych, ktére wykonujesz przez okres wskazany przez Dostawce
(np. 24 godziny) lub przez okres w ktérym spetnisz warunki techniczne okreslone przez
Dostawce (np. zdejmiesz zegarek i urzgdzenie przestanie wyczuwac¢ puls). Jesli
wykonujesz transakcje zblizeniowe, w okresie autoryzacji ciggtej, aby autoryzowac
transakcje, wystarczy, ze zblizysz urzgdzenie z portfelem - np. zegarek - do czytnika kart.
Czasem jednak, ze wzgledéw bezpieczenstwa, mozemy wymaga¢ dodatkowej Twojej
autoryzacji za pomocq kodu autoryzacyjnego. Ten sposéb autoryzacji dotyczy tylko oséb
petnoletnich oraz oséb matoletnich korzystajgcych z kart debetowych powyzej lat 13,
ktore uzyskaty zgode opiekuna.

Jedliz karty w urzgdzeniu z portfelem, korzysta matoletni uzytkownik karty przedptacone;j,
kazda transakcja realizowana tym urzgdzeniem wymaga wczesniejszej autoryzacji
(zgody) opiekuna.

Jesli raz uzytkownik autoryzuje dang transakcje (wyrazi na nig zgode), nie moze jej
odwota¢. Od tej zasady istniejg wyjatki, gdy:

1) autoryzacja dotyczy transakgji, ktére miaty by¢ wykonane w przysztosci,

2) opiekun wycofa zgode na samodzielng autoryzacje przez osobe matoletnig
transakcji kartg debetowq lub opiekun - posiadacz karty przedptaconej - wycofa
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autoryzacje w stosunku do transakcji jeszcze niewykonanych przez osobe
matoletnig.

14. Jesli zgodzisz sie, aby odbiorca ptatnosci (np. gdy uruchamiasz subskrypcje) mogt
inicjowa¢ transakcje Twojg kartg w portfelu cyfrowym, a nastepnie usuniesz karte
z portfela cyfrowego, to samo usuniecie karty nie oznacza, ze wycofujesz takq zgode. Jesli
chcesz, aby odbiorca ptatnosci nie mogt inicjowa¢ takich transakcji - musisz wycofac
zgode u danego odbiorcy ptatnosci.

15. W przypadku, gdy Dostawca lub odbiorca ptatnosci oferujg takg mozliwos¢ Twoja
jednorazowa autoryzacja (zgoda) moze dotyczy¢ wiecej niz jednej transakcji ptatniczej
(np. jedna zgoda na zakup réznych towardéw lub ustug od réznych podmiotéw). W takim
przypadku Dostawca lub odbiorca ptatnosci wskazuje wszystkie transakcje, ktérych
dotyczy zgoda, odbiorcéw ptatnosci kazdej z transakcji oraz tgczng kwote tych transakcji.

16. W ramach portfeli cyfrowych Dostawcéw Apple i Google, mozesz mie¢ dostep do historii
swoich transakcji (o ile Dostawca udostepnia takq funkcje w swojej aplikacji). Petng historie
swoich transakcji kartq z portfela cyfrowego znajdziesz w systemie bankowosci
internetowe;.

§ 8 Jak bezpiecznie korzystac z karty w portfelu cyfrowym

1. Kiedy zaakceptujesz ten Regulamin, zobowigzujesz sie, aby uzywa¢ karty w portfelu
cyfrowym zgodnie z jej przeznaczeniem i regulaminem rachunkowym lub ogdlnymi
warunkami. Zobowiqzujesz sie nie podejmowac dziatan, przez ktére osoby trzecie mogqg
mie¢ dostep do Twojej karty (nawet jesli osoba trzecia jest innym uzytkownikiem).

2. Jako uzytkownik lub posiadacz karty w portfelu cyfrowym, zobowigzujesz sie, ze:

1) Zachowasz w poufnosci wszystkie dane i informacje stuzgce do uwierzytelnienia
i autoryzacji zwigzanych z dodaniem karty w portfelu cyfrowym.

2) Zachowasz w poufnosci wszystkie dane i informacje stuzgce do uwierzytelnienia
i autoryzacji wszelkich transakcji tg kartg - w tym kody autoryzacyjne.

3) Bedziesz dodawac ikorzystac z kart w portfelu cyfrowym z zachowaniem nalezytej
starannosci i zgodnie z ich przeznaczeniem. Pamietaj, ze za pomocg takiej karty
mozesz obcigzy¢ swoj rachunek bankowy, ktory jest z nig powigzany.

4) Nie bedziesz udostepnia¢ osobom trzecim swojego urzgdzenia z portfelem -
szczegolnie jesli osoba trzecia mogtaby uzyska¢ dane do uwierzytelniania,
autoryzowac lub wykonac transakcje kartg w portfelu cyfrowym.

5) Nie zainstalujesz ani nie pozwolisz na instalowanie oprogramowania ani narzedzia
w urzqgdzeniu z portfelem, jesli mogtoby to doprowadzi¢ do nieautoryzowanej
przez Ciebie transakcji kartg w portfelu cyfrowym.

6) Nie powiqgzesz urzgdzenia z portfelem z oprogramowaniem, za pomocqg ktérego
inne osoby/podmioty otrzymajg dostep do Twojego urzgdzenia z portfelem lub
karty lub przejmg nad nim kontrole (wszelkie sposoby podszywania sie pod
uzytkownika).

7) Zobowiqzujesz sie zabezpiecza¢ urzqdzenie z portfelem przed ztosliwym
oprogramowaniem lub dostepem 0s6b trzecich - zgodnie z ponizszymi zasadami:

a) Instaluj tylko legalne oprogramowanie na urzqdzeniu z portfelem.

b) O ile to mozliwe, zainstaluj na urzgdzeniu z portfelem oprogramowanie
antywirusowe (moze byc bezptatne).

c) Ustal kod, hasta, PIN lub inne zabezpieczenie dostepu do urzgdzenia
z portfelem.

d) Nie dopu$¢, aby na urzgdzeniu z portfelem byty zapisane cechy
biometryczne osoéb trzecich (np. cechy twarzy lub linii papilarnych,
obrazu naczyn krwionosnych), aby unikng¢ ryzyka, ze urzgdzenie
z portfelem zakwalifikuje dane osoby trzeciej jako dane uzytkownika.
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8) Usuniesz karty z urzgdzenia z portfelem, z ktérego juz nie korzystasz. Informujemy,
ze niektdrzy Dostawcy portfeli cyfrowych mogq zastrzec w swoich warunkach
uzywania portfela uprawnienie do usuwania karty z urzqdzen z portfelem zgodnie
z warunkami umownymi okreslonymi przez Dostawce (np. gdy przez okreslony
czas nie ma zadnych transakgji).

§ 9 Jak zgtosic¢ utrate i zastrzezenie karty oraz karty w portfelu cyfrowym

1.

Jedli Twoje urzgdzenie z portfelem zostanie skradzione, utracone, przywtaszczone albo
stwierdzisz, ze kto$ nieuprawniony uzywa lub uzyskat dostep do karty w portfelu
cyfrowym - musisz nas o tym poinformowac od razu, gdy sie o tym dowiesz. Jedli to
mozliwe, w takich sytuacjach musisz usunqg¢ karte (token) z urzqdzenia z portfelem.
Kiedy otrzymamy takie zgtoszenie, zastrzezemy Twojq karte. W tej sytuacji nie mozesz
korzysta¢ z karty fizycznej jak i dodanej do portfela cyfrowego. Karte mozesz réwniez
zastrzec w systemie bankowosci internetowej. Zastrzezenie karty jest nieodwotalne.
Zgtoszenia przyjmujemy catg dobe. Jak to zrobi¢, opisujemy w Komunikacie do
regulaminu rachunkowego oraz ogélnych warunkéw. Otrzymasz od nas potwierdzenie
zgtoszenia.

Jesli otrzymamy wiarygodng informacje o opisanych sytuacjach (np. informacje
o kradziezy przekaze policja lub organizacja ptatnicza), zastrzezemy karte. Poinformujemy
Cie o tym przez system bankowosci internetowe;.

Zgodnie z Regulaminem, musisz przestrzega¢ Twoich obowigzkéw dotyczgcych karty.
Opisujemy je w regulaminie rachunkowym i ogélnych warunkach.

§ 10 Nieautoryzowane transakcje - co musisz zrobi¢

1.

Jako uzytkownik lub posiadacz karty, musisz nas jak najszybciej poinformowac
o wszystkich nieautoryzowanych, nieprawidtowych, niewykonanych lub nienalezycie
wykonanych transakcjach kartg w portfelu cyfrowym.

Musisz nas takze poinformowac o fakcie, ze osoby trzecie mogty lub probowaty wykonac
transakcje kartg w portfelu cyfrowmym. Musisz to zrobi¢ takze, jedli masz uzasadnione
podstawy podejrzewa¢, ze nastgpito naruszenie zabezpieczeni lub naruszenie poufnosci
kodéw autoryzacyjnych (w tym identyfikatora biometrycznego).

Takie zawiadomienie mozesz ztozy¢ przez system, naszq infolinie lub w placéwce bankowe;j
realizujgcej te czynnosc.

3.

Sprawdzaj na biezgco w swojej bankowosci internetowej, czy wszystkie transakcje kartg
w portfelu cyfromym sg zgodne z rzeczywistymi transakcjami. Jesli zauwazysz
jakiekolwiek nieprawidtowosci (réwniez techniczne np. awarie) - ktére w Twojej ocenie
mogq zagrozi¢ bezpieczeristwu karty w portfelu cyfrowym lub urzgdzeniu z portfelem -
zgto$ je nam. Takie zawiadomienie mozesz ztozyc¢ przez system, naszq infolini¢ lub
w placéwce bankowej realizujgcej te czynnosc.

§ 11 Jakie sq optaty

1.

Nie pobieramy optat za dodanie i uzytkowanie kart w portfelach cyfrowych. Optaty za
uzytkowanie kart sq niezalezne od ich dodania do portfeli cyfrowych. Mogg by¢ naliczane
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i pobierane zgodnie z umowq o karte, regulaminem rachunkowym, ogélnymi warunkami
lub Tabelg Optat i Prowizji.

2. Podmioty trzecie lub akceptanci mogg wymagac¢ lub pobiera¢ od Ciebie optaty za
transakcje.

3. Nie odpowiadamy za ewentualne optaty ustalone miedzy Tobg a Dostawcg.

§ 12 Blokada portfela cyfrowego

1. Jesli Dostawca lub my rozwigzalibysmy lub wypowiedzieliby$smy umowe, na mocy ktoérej
nasze karty mogqg by¢ dodawane i uzytkowane w okreslonym portfelu cyfrowym,
usuniemy Twoje karty z danego portfela cyfrowego. W takim przypadku poinformujemy
Cie o terminie wycofania danego portfela cyfrowego z naszej oferty oraz wprowadzimy
zmiane do Regulaminu za dwumiesiecznym okresem wypowiedzenia.

2. Jedli Dostawca rozwigze z nami umowe z krétszym okresem wypowiedzenia niz 3
miesigce, uznajemy taki przypadek za nadzwyczajng sytuacje. W tej sytuacji usuniemy
karty w ostatnim mozliwym dniu, w ktérym mozesz korzystac z kart w danym portfelu.

3. Nie mozesz korzystac z karty w portfelu cyfrowym, jesli odmowimy wykonania transakcji
kartowej lub czasowo uniemozliwimy transakcje kartg, korzystanie z rachunku karty,
zablokujemy lub zastrzezemy karte. Sytuacje, w ktérych mozemy to zrobi¢, opisujemy
w regulaminie rachunkowym lub ogélnych warunkach.

§ 13 Wypowiedzenie ustugi objetej Regulaminem

1. Masz prawo rozwigza¢ umowe i zrezygnowac z ustugi - ze skutkiem natychmiastowym,
bez okresu wypowiedzenia. Dyspozycje rozwigzania umowy mozesz ztozy¢ w formie
pisemnej (pod rygorem niewaznosci) lub elektronicznie przez system (o ile umozliwiamy
taki sposob).

2. Mamy prawo zakoriczy¢ $wiadczenie ustugi za dwumiesiecznym okresem wypowiedzenia.
Po tym okresie stosunek prawny objety Regulaminem rozwiqzuje sie.

3. Mamy prawo, aby rozwigza¢ umowe z zachowaniem okresu wypowiedzenia, jesli:

1) Otrzymamy informacje, co do ktérych istnieje uzasadnione podejrzenie, ze
uzytkownik lub posiadacz karty popetnit przestepstwo z uzyciem karty w portfelu
cyfrowym lub na szkode naszego banku.

2) Uzytkownik lub posiadacz karty poda nieprawdziwe i niezgodne ze stanem
faktycznym dane lub informacje. Dotyczy to tez sytuacji, w ktérych uzytkownik
lub posiadacz karty postuguje sie dokumentami nieaktualnymi, niewaznymi,
nieprawdziwymi, przerobionymi lub podrobionymi.

3) Ztozymy oswiadczenie o rozwigzaniu lub wypowiedzeniu umowy o ostatni
rachunek lub inny produkt czy ustuge, ktérg udostepniamy w systemie
bankowosci internetowej. Dotyczy to tez sytuacji, w ktérej uzytkownik lub
posiadacz karty utraci uprawnienia, aby dysponowa¢ ostatnim z rachunkéw lub
innymi produktami czy ustugami.

4) Nie zaptacisz naleznych optat i prowizji (zgodnie z Tabelg Optat i Prowizji) za
uzytkowanie karty debetowej lub przedptaconej - przez co najmniej 2 kolejne
miesigce.

5) Mamy uzasadnione podejrzenie, ze uzytkownik lub posiadacz karty maégt utracic
login i hasto do systemu bankowosci internetowej. Przyjmujemy, ze uzytkownik
lub posiadacz karty, ktéry nie logowat sie do systemu przez co najmniej 12
miesiecy - mogt utracic login i hasto.
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6) Nie bedziemy mogli wykonywa¢ obowigzkéw w ramach stosowania $rodkéw
bezpieczeristwa finansowego, o ktérych mowa w przepisach prawa. Te zasady
okresla ustawa o przeciwdziataniu praniu pieniedzy oraz finansowaniu
terroryzmu.

4. Umowa o tresci okreslonej tym Regulaminem, wygasa z dniem:

1) Rozwigzania umowy o ostatniqg karte dodang do portfela cyfrowego.

2) Utraty waznosci ostatniej wydanej karty debetowej lub przedptaconej i gdy
odpowiednio zgodnie z regulaminem rachunkowym lub ogélnymi warunkami nie
zostanie wydana inna karta.

3) Rozwigzania umowy o system bankowosci internetowej uzytkownika,
matoletniego uzytkownika karty lub posiadacza karty.

5. Kiedy rozwigzemy umowe, usuniemy wszystkie karty z portfela cyfrowego. Powiadomimy
Cie o tym przez system bankowosci internetowej, o ile bedziesz uzytkownikiem systemu.

6. Jedli chcesz wypowiedzie¢ ustuge ze skutkiem natychmiastowym, musisz usung¢
wszystkie karty dodane do portfela cyfrowego. Zrobisz to w aplikacji Dostawcy lub
w aplikacji mobilne;.

7. Umowa ulega rozwigzaniu z dniem $mierci uzytkownika lub posiadacza karty. Fakt $mierci
powinien by¢ potwierdzony wiarygodnym dokumentem. W tej sytuacji stosujemy
odpowiednie postanowienia regulaminu rachunkowego lub ogélnych warunkow.

§ 14 Odstgpienie od ustugi — informacja prawna

Kiedy dodajesz karte do portfela cyfrowego, zgadzasz sie, abysmy zaczeli swiadczy¢ Ci takg
ustuge (objetq tym Regulaminem). W tej sytuacji, nie bedzie przystugiwa¢ Ci prawo odstgpienia.
Jednak jesli po dodaniu karty, usuniesz jg - do 14 dni - stosunek prawny objety tym Regulaminu
rozwigzuje sie. Za odstgpienie uznajemy sytuacje, w ktérej w tym terminie (do 14 dni) usuniesz
wszystkie karty z portfela cyfrowego.

Uzytkownik karty nie ponosi kosztéw zwigzanych z dodaniem karty do portfela.
§ 15 Jak mozemy zmieni¢ Regulamin

1. Mamy prawo zmieni¢ Regulamin z waznych przyczyn, ktére wymieniamy w ust. 3 oraz
w regulaminach, o ktérych mowa w § 1 ust. 7 i w trybie wskazanych w tych regulaminach.
Dodatkowo, za wazne przyczyny zmiany Regulaminu uznajemy réwniez zmiane
funkcjonalnosci danego portfela cyfrowego, ktéra ma wptyw na zasady dodawania i
uzytkowania karty, zmiane zasad dziatania Dostawcy, o ile dziatanie Dostawcy ma
bezposredni wptyw na zasady $wiadczenia przez nas ustugi objetej tym Regulaminem lub
zmiane wytycznych okreslanych przez organy nadzoru (regulatoréw), pod ktoére
podlegamy my lub Dostawca.

2. Ustugi objete Regulaminem $wiadczone sq na czas nieokreslony, z tym, ze dane karty
bedq dziata¢ w portfelach cyfrowych nie dtuzej niz przez okres ich waznosci. Data waznosci
jest wypisana na karcie.

3. Mamy prawo zmieni¢ Regulamin z waznych przyczyn. Sq to sytuacje, w ktérych:

1) Zostaty wprowadzone nowe lub zmienity sie przepisy prawa, ktére okreslajg
zasady, w jaki sposob swiadczymy ustugi lub w jaki sposéb korzysta z nich
uzytkownik.

2) Zmieni sie umowa Banku z Dostawcg, w taki sposéb, ze ma to wptyw na zasady
$wiadczenia ustug przez Bank.
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3) Organ nadzorczy lub inny uprawniony podmiot wyda decyzje, rekomendacje
zalecenie, stanowisko, orzeczenie lub inny dokument, ktéry okresla zasady, w jaki
sposob $wiadczymy ustugi lub w jaki sposoéb korzysta z nich uzytkownik.

4) Rozszerzymy, zmienimy, wprowadzimy nowe sposoby jej wykonywania albo
zaprzestaniemy $wiadczenia ustugi.

5) Nastgpig zmiany w naszym systemie informatycznym. Zmiany te:

a) majqg udoskonali¢ ten system i rozwijajg go technologicznie,

b) sq wynikiem obligatoryjnych zmian wprowadzonych
w miedzybankowych systemach rozliczeniowych dla uczestnikéw tych
systemow,

c) sg wynikiem zmian dostawcéw oprogramowania lub zmian naszego
systemu informatycznego - a co za tym idzie wptywajg na sposéb w jaki
$wiadczymy ustugi lub w jaki sposoéb korzysta z nich uzytkownik.

6) Zmieniamy zasady $wiadczenia ustugi, ktére wynikajg z wymogoédw technicznych
lub technologicznych oraz wymogoéw bezpieczeristwa, ktére wynikajg z zasad
przeciwdziatania popetnieniu przestepstw z uzyciem kart ptatniczych zapisanych
w portfelach cyfrowych lub przeciwdziatania praniu pieniedzy lub finansowaniu
terroryzmu.

4. O zmianach Regulaminu zawiadomimy Cie przez system bankowosci internetowe;.
Musimy to zrobi¢ nie p6zniej niz dwa miesiqce przed proponowang datg wejscia w zycie
tych zmian.

5. W przypadku zawiadomienia o zmianie Regulaminu, masz prawo - przed dniem
proponowanego wejscia w zycie zmian:

1) Wypowiedzie¢ umowe bez ponoszenia optat - ze skutkiem od dnia
poinformowania Cie o zmianie. Mozesz to zrobi¢ nie pdzniej niz do dnia, w ktérym
zmienimy Regulamin.

2) Zgtosi¢ sprzeciw wobec proponowanych zmian. Jezeli przed proponowang datg
wejécia w zycie zmian, nie ztozysz sprzeciwu, uwazamy, ze sie na nie zgadzasz.
Jedli ztozysz sprzeciw, ale nie wypowiesz umowy, umowa wygasa dzier przed
dniem wejscia w zycie proponowanych zmian (bez ponoszenia optat).

6. Jedli zmienimy funkcjonalno$¢ samej ustugi, ktéra jest spowodowana rozwojem
technologicznym, nie musimy zmienia¢ Regulaminu. O ile to nie zmieni zasad ustug, ktére
$wiadczymy dla Ciebie.

§ 16 Reklamacje i rozstrzyganie sporéw

1. W sprawach reklamacji i rozwigzywania sporéw, w tym dotyczqgcych zlecen ptatniczych,
jezyka komunikacji, wtasciwego prawa oraz sqdu dla:
1) uzytkownikéw kart, o ktérych mowa w regulaminie rachunkowym - stosujemy
postanowienia regulaminu rachunkowego,
2) posiadaczy kart, o ktérych mowa w ogélnych warunkach - stosujemy postanowienia
ogolnych warunkéw
2. Petnomocnictwo do warunkowego uznania rachunku albo obcigzenia go kwotqg z
reklamacji, ktére jest udzielone przez uzytkownika zgodnie z umowgq rachunku, obejmuje
takze transakcje kartg w portfelu cyfrowym zgodnie z Regulaminem.
3. Mozesz ztozyc reklamacje dotyczqcg nieautoryzowanych, nieprawidtowo zainicjowanych
lub nienalezycie wykonanych lub niewykonanych transakcji swojg kartg w portfelu
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cyfrowym. Reklamacje zt6z jak najszybciej, nie pdzniej niz 13 miesiecy po terminie takiej
transakcji lub dyspozycji.

§ 17 Przepisy przejsciowe i koricowe

1.

Jesli pomiedzy tym Regulaminem, a - odpowiednio dla danej karty - regulaminem
rachunkowym lub ogélnymi warunkami wystgpig rozbieznosci, ten Regulamin ma
pierwszenstwo. llekro¢ w ogélnych warunkach mowa o kliencie rozumie sie przez to
posiadacza karty.

Zasady autoryzacji transakcji kartg w portfelu cyfrowym sq opisane w tym Regulaminie.
W zwigzku z tym, dla kart debetowych nie stosuje sie § 61 ust. 2 regulaminu
rachunkowego, a dla kart przedptaconych nie stosuje sie § 9 Ogélnych warunkow.

Ten Regulamin zastepuje Regulamin dodawania i uzytkowania kart debetowych ING
Banku Slgskiego S.A. w ramach Apple Pay, ktéry traci moc.

Jesli jeste$ juz strong umowy o karte i masz karte debetowg dodang do portfela
cyfrowego, ten Regulamin wchodzi w zycie po uptywie 2 miesiecy od dnia, w ktérym
otrzymasz ten Regulamin.

Jesli jeste$ strong umowy o karte przedptacong, ten Regulamin wchodzi w zycie po
uptywie 2 miesiecy od dnia, w ktérym otrzymasz ten Regulamin.

Mozliwos¢ dodania karty do portfela zalezy od tego, czy dany Dostawca umozliwi osobie
matoletniej dodanie karty do portfela cyfrowego zgodnie z kryterium wieku, za zgodg
opiekuna oraz wyrazenia przez posiadacza karty (opiekuna) zgéd przewidzianych tym
Regulaminem.

Jedli jestes$ strong umowy o system bankowosci internetowej, Regulamin otrzymasz za
pomocgq elektronicznego systemu doreczania korespondencji, w ramach tego systemu.
Jesli nie jestes strong umowy o system bankowosci internetowej, Regulamin otrzymasz
pocztq, na znany nam Twoj adres. W takiej sytuacji, postanowienia Regulaminu, ktére
okreslajg obowigzek posiadania systemu bankowosci internetowej, wchodzg w zycie
z dniem 16 stycznia 2026 roku.

Jesdli do dnia 16 stycznia 2026, uzytkownik karty albo matoletni uzytkownik karty
przedptaconej reprezentowany przez opiekuna lub posiadacz karty, ktérzy posiadajqg
karte w portfelu cyfrowym, nie bedzie strong odpowiedniej umowy o system bankowosci
internetowej, rozwigzemy stosunek prawny opisany tym Regulaminem z zachowaniem
2 miesiecznego (dwu miesiecznego) okresu wypowiedzenia, a po uptywie tego okresu
usuniemy jego karty z portfeli cyfrowych.

Regulamin wchodzi w zycie 23 wrze$nia 2025 r.
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