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Nowe i zmienione tresci oznaczylismy fioletowq kropka. .

1. Postanowienia ogélne

§1

1. System bankowosci internetowej ING Banku Slgskiego S.A. dla posiadaczy Konta dla Uchodzcéw jest nazwg
handlowq ustugi bankowosci elektronicznej, o ktérej mowa w Rozporzgdzeniu Ministra Rozwoju i Finanséw w
sprawie wykazu ustug reprezentatywnych powigzanych z rachunkiem ptatniczym z dnia 14 lipca 2017 r.
(dalej: Rozporzgdzenie). Zgodnie z Rozporzgdzeniem ustuga bankowosci elektronicznej polega na dostepie
do rachunku ptatniczego przez Internet, ktéra umozliwia sprawdzenie salda rachunku ptatniczego, zmiane
limitéw dla ptatnosci bezgotowkowych i transakcji dokonywanych przy uzyciu karty debetowej lub ztozenie
innego rodzaju dyspozycji do rachunku. System bankowosci internetowej ING Banku Slgskiego S.A. dla
posiadaczy Konta dla UchodZzcow moze obejmowac takze ustugi nie powigzane z rachunkami ptatniczymi.
Dalej w Regulaminie bedg uzywane nazwy handlowe (tj. System bankowosci internetowej, System) na
okreslenie ustugi bankowosci elektroniczne).

2. Uzyte w Regulaminie terminy i skréty oznaczaja:

1) adres do doreczen elektronicznych - adres elektroniczny podmiotu korzystajgcego z publicznej ustugi
rejestrowanego doreczenia elektronicznego lub publicznej ustugi hybrydowej albo z kwalifikowanej
ustugi rejestrowanego doreczenia elektronicznego, opisany w ustawie z dnia 18 listopada 2020 r. o
doreczeniach elektronicznych, umozliwiajgcy jednoznaczng identyfikacje nadawcy lub adresata
danych przesytanych w ramach tych ustug;

2) aplikacja mobilna - aplikacja Banku przeznaczona na urzgdzenia mobilne. Jest ona czescig Systemu
bankowosci internetowej i umozliwia takze dostep do niego po jej zainstalowaniu na urzgdzeniu
mobilnym uzytkownika. Aplikacja mobilna moze by¢ dostepna w réznych wersjach i pod réznymi
nazwami handlowymi m.in.: ,Aplikacja Moje ING” lub ,Moje ING mobile” lub inne nazwy. Wykaz aplikacji
mobilnych przeznaczonych dla danego typu urzgdzern mobilnych, wymogi techniczne, zakres ich
funkcjonalnosci, w tym rodzaje dyspozycji, jakie mogq zosta¢ ztozone przy ich pomocy opisuje
Komunikat;

3) Bank - ING Bank Slgski Spotka Akcyjna z siedzibg w Katowicach, przy ul. Sokolskiej 34, 40-086 Katowice,
wpisany do Rejestru Przedsiebiorcéw w Sgdzie Rejonowym Katowice-Wschod Wydziat VIII Gospodarczy
Krajowego Rejestru Sgqdowego pod numerem KRS 0000005459, o kapitale zaktadowym w kwocie 130
100 000 zt oraz kapitale wptaconym w kwocie 130 100 000 zt, NIP 634-013-54-75, o miedzynarodowym
kodzie identyfikacyjnym w systemie SWIFT (BIC) - INGBPLPW i adresie poczty elektronicznej: info@ing.pl
podlegajgcy nadzorowi Komisji Nadzoru Finansowego z siedzibg w Warszawie, ul. Piekna 20, 00-549
Warszawa, prowadzqgcy na podstawie zezwoler Komisji Nadzoru Finansowego, dziatalno$¢ maklerskg w
wyodrebnionym organizacyjnie Biurze Maklerskim ING Banku Slgskiego S.A.;

4) czytnik cech biometrycznych - funkcja urzgdzenia mobilnego udostepniona przez jego producenta lub
producenta zainstalowanego na nim oprogramowania. Stuzy on do odczytywania cech biometrycznych
i ich zapisania w urzgdzeniu w celu utworzenia odpowiadajgcego im cyfrowego klucza uzytkownika;

5) dyspozycja - kazde oswiadczenie, ktére ztozyt uzytkownik, zlecenie ptatnicze jest tez dyspozycjg;

6) dzien roboczy - dzien inny niz sobota lub inny niz dzien ustawowo wolny od pracy;

7) hasto - cigg znakéw, ktéry ustala uzytkownik. Stuzy ono do logowania si¢ do Systemu bankowosci
internetowej oraz do nadania kodu PIN do aplikacji mobilnej. Liczbe i typ znakéw hasta wskazuje
system w chwili jego ustalanig;
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8) identyfikator biometryczny - utworzony w urzgdzeniu mobilnym i zapisany w nim cyfrowo klucz
uzytkownika, generowany dla jednej, okreslonej cechy biometrycznej uzytkownika i odpowiadajqgcy
unikatowemu kodowi, ktéry tworzy Bank. Dla przyktadu cechg biometryczng moze byc¢ odcisk palca lub
indywidualne cechy twarzy. Unikatowy kod jest stale powigzany z loginem uzytkownika. Kod ten
tworzony jest po akceptacji przez uzytkownika metody uwierzytelniania lub autoryzacji dyspozycji za
pomocgq identyfikatora biometrycznego. Uzytkownik moze cofng¢ zgode na jego uwierzytelnianie lub
autoryzacje dyspozycji za pomocg identyfikatora biometrycznego wytqczajgc te metode w aplikacji
mobilnej. Cecha biometryczna i ww. klucz uzytkownika nie sq przekazywane Bankowi ani przez niego
zapisywane;

9) identyfikator uzytkownika (zwany takze loginem) - indywidualny cigg znakéw nadawany
uzytkownikowi przez Bank, ktéry stuzy do logowania sie uzytkownika do Systemu bankowosci
internetowej. Sktada sie on z szesciu liter oraz czterech cyfr i moze byc¢ konieczny do uwierzytelnienia
uzytkownika;

10) infolinia - linia telefoniczna przeznaczona do udzielania informacji, obstugi wybranych produktow i
ustug bankowych, a takze ustugi lub produktéw podmiotéw, ktére sq oferowane przez Bank lub sq
zwiqgzane z dziatalnoscig Banku. Wykaz czynnosci realizowanych na infolinii jest udostepniany na
tablicy ogtoszen w placéwkach bankowych oraz na stronie internetowej Banku;

11) jednorazowy kod aktywacyjny - cigg liter i cyfr generowany losowo przez Bank. Stuzy on do nadania
hasta do Systemu bankowosci internetowej i ustalenia telefonu do autoryzagji;

12) klucz zabezpieczen - urzgdzenie zgodne ze standardem opisanym w Komunikacie, podtgczane do
komputera lub urzgdzenia mobilnego, uzywane w procesie uwierzytelniania lub autoryzacji w Systemie
bankowosci internetowej. Uwierzytelnianie oraz autoryzacja za pomocq tego klucza zabezpieczen jest
mozliwa, gdy Bank udostepnia takg funkcjonalnos;

13) kod autoryzacyjny, kod do autoryzacji (kod) - cigg cyfr lub liter lub innych znakéw, ktéry stuzy do
uwierzytelnienia uzytkownika, w tym podczas aktywacji Systemu lub aplikacji mobilnej, lub
jednorazowej autoryzacji dyspozycji sktadanych przez uzytkownika, w tym dyspozycji ptatniczych,
przekazywany np. w postaci tekstowej lub gtosowej. Kod ten moze by¢ wymagany takze do dostepu do
Systemu, w tym aplikacji mobilnej lub urzgdzenia lub ztozenia dyspozycji. Kod ten jest generowany
przez Bank, chyba ze dany rodzaj kodu ustala uzytkownik. Rodzajem kodu autoryzacyjnego moze by¢
np. kod SMS, kod BLIK, kod PIN, kod przekazywany gtosowo podczas automatycznego potqgczenia
telefonicznego. Za kazdym razem, gdy Regulamin pozwala na uwierzytelnianie lub autoryzacje za
pomocgq identyfikatora biometrycznego, a uzytkownik wigczyt metode uwierzytelniania lub autoryzagiji
za pomocgq identyfikatora biometrycznego, jest on kodem autoryzacyjnym w rozumieniu Regulaminu;

14) kod PIN - wielocyfrowy kod do logowania sie do aplikacji mobilnej, autoryzacji dyspozycji lub zlecen
ptatniczych. Ustala go i zmienia uzytkownik. W chwili jego ustalania lub zmiany Bank informuje
uzytkownika o wymaganej ilosci cyfr w kodzie PIN;

15) Komunikat - wydany przez Bank Komunikat dla uzytkownikéw Systemu bankowosci internetowej dla
posiadacza Konta dla Uchodzcow;

16) Konwencja - konwencja z 5 pazdziernika 1961 r. znoszqgca wymag legalizacji zagranicznych
dokumentow urzedowych;

17) lista kluczy zabezpieczen - zawiera wszystkie klucze, ktére uzytkownik uznaje za bezpieczne i ktére
spetniajg wymogi techniczne okreslone w Komunikacie. Uzytkownik moze modyfikowac¢ liste
aktywowanych kluczy przez dodawanie lub usuwanie z niej poszczegélnych kluczy. Lista moze zawierac
jeden lub wiecej kluczy;
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18) lista zaufanych przeglgdarek (dalej lista przeglgdarek) - zawiera wszystkie przegladarki, ktére
uzytkownik uznaje za bezpieczne i ktére spetniajg wymogi techniczne okreslone w Komunikacie i za
pomocgq ktérych decyduje sie korzysta¢ z bankowosci internetowej. Uzytkownik moze modyfikowac
liste przeglgdarek przez dodawanie lub usuwanie z niej poszczegolnych przeglgdarek. Lista przeglgdarek
moze zawierac¢ jedng lub wiecej przeglgdarek (maksymalnie 5). Przeglgdarka wpisywana jest na liste w
momencie logowania do bankowosci internetowej za pomocg przeglgdarki internetowej. Przed
zapisaniem danej przeglgdarki internetowej jako zaufanej przeglgdarki Bank moze wymaga¢ podania
lub potwierdzenia danych lub informacji w celu potwierdzenia tozsamosci uzytkownika. Mogg to by¢
takze takie informacje, ktére, wedtug wiedzy Banku, sq znane wytgcznie uzytkownikowi. Taka
przeglgdarka internetowa nazywana jest dalej zaufang przeglgdarkg;

19) lista zaufanych urzgdzer mobilnych (dalej lista) - zawiera wszystkie urzqdzenia mobilne, ktére
uzytkownik uznaje za bezpieczne i ktére spetniajg wymogi dotyczqce zasad bezpieczeristwa okreslone
Regulaminem i za pomocgq ktérych decyduje sie korzystac z aplikacji mobilnej . Lista moze zawiera¢
jedno lub wiecej urzgdzen. Urzgdzenie mobilne wpisywane jest na liste w momencie aktywacji na nim
aplikacji mobilnej. Przed zapisaniem danego urzgdzenia jako zaufanego urzgdzenia mobilnego, Bank
moze wymaga¢ podania lub potwierdzenia danych lub informacji w celu potwierdzenia tozsamosci
uzytkownika. Mogq to byc takze takie informacje, ktére, wedtug wiedzy Banku, sq znane wytgcznie
uzytkownikowi. Takie urzgdzenie nazywane jest dalej zaufanym urzgdzeniem mobilnym;

20) NFC - Near Field Communication (skrét NFC - [ang.] komunikacja bliskiego zasiegu) -
krotkozasiegowy, wysokoczestotliwosciowy, radiowy standard komunikacji pozwalajgcy na
bezprzewodowq wymiane danych na odlegtos¢ do 20 centymetrow;

21) odbiorca - osoba fizyczna, osoba prawna oraz jednostka organizacyjna niebedgca osobg prawng, ktérej
ustawa przyznaje zdolnos¢ prawng, bedgca odbiorcq srodkéw pienieznych stanowigcych przedmiot
transakcji ptatnicze;j;

22) oddziat - zgrupowanie jednostek lub placéwek zajmujqgcych sie bezposredniq obstugg klienta lub
obstugq operacyjng w Banku;

. 23) okres ochronny - okres, w ktérym mozemy nie przyjg¢ do wykonania zleconej przez Ciebie dyspozycji
ze wzgledow bezpieczeristwa. Okres ochronny moze zosta¢ aktywowany po wigczeniu niektorych
funkcji w Systemie, ktére wymagajq dodatkowej kontroli bezpieczenstwa, np. po znaczgcym
podwyzszeniu limitéw transakcyjnych lub po aktywowaniu przelewéw wrazliwych. Okres ochronny
moze maksymalnie wynosi¢ 6 godzin. O uruchomieniu okresu ochronnego poinformujemy Cie w Moim
ING;

24) placéwka bankowa - miejsce, w ktérym klient obstugiwany jest przez specjaliste albo pracownika
partnera Banku. Placéwkg bankowq jest miejsce spotkari, punkt obstugi kasowej, punkt sprzedazy.
Placéwki bankowe sq zlokalizowane w oddziale albo poza nim. Informacja o zakresie obstugi w danej
placéwce bankowej znajduje sie w Wykazie czynnosci realizowanych w placéwkach i na infolinii Banku.
Wykaz jest dostepny na tablicy ogtoszen w placéwkach bankowych oraz na stronie internetowej Banku;

25) ptatnik - osoba fizyczna, osoba prawna oraz jednostka organizacyjna niebedgca osobg prawng, ktorej
przepisy przyznajq zdolnos¢ prawng, sktadajqgca zlecenie ptatnicze;

26) powiadomienie PUSH/ push - rodzaj komunikatu, ktéry wyswietlany jest na zaufanym urzgdzeniu
mobilnym z zainstalowang aplikacjg mobilng. Aby uzytkownik maégt otrzymywa¢ push-e, musi mie¢
wigczong te funkcje w urzgdzeniu mobilnym, na ktérym aplikacja mobilna jest zainstalowana oraz
wyrazi¢ zgode na ich otrzymywanie. Systemy operacyjne, dla ktérych Bank udostepnia push-e podane
sq w Komunikacie;

. 27) przelewy wrazliwe - ptatnosci, ktére wymagajg aktywacji przez Ciebie w Moim ING. Ze wzgledow
bezpieczeristwa mogg byc¢ one objete okresem ochronnym po wigczeniu. Przelewami wrazliwymi sq:
przelewy walutowe i przelewy ekspresowe. Funkcjonalnosc¢ przelewdw wrazliwych mozemy wytgezyc
jesli nie korzystasz z nich przez okres 90 dni;
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28) przycisk akceptacji - przycisk, ktérym uzytkownik potwierdza ztozenie dyspozycji. Moze by¢ oznaczony
znakami graficznymi lub nazwami, np. ,\Wuyslij", ,,Zatwierdz", ,Potwierdz", ,Zamow", ,Akceptuj”. W
zaleznosci od dyspozycji moze by¢ zamieszczony w réznym miejscu Systemu bankowosci internetowej;

29) punkt sprzedazy - placéwka bankowa, w ktorej klient obstugiwany jest przez pracownika partnera
Banku. W punkcie sprzedazy wykonywane sq czynnosci bankowe lub czynnosci faktyczne, ktére sq
zwiqzane z dziatalnoscig bankowq na rzecz Banku przez partnera Banku lub jego pracownikéw;

30) rachunek ptatniczy - to rachunek ptatniczy w rozumieniu ustawy o ustugach o ptatniczych. Wigzqce
klienta regulacje umowne, ktére dotyczg danego rachunku zawierajqg informacje, czy dany typ
rachunku prowadzonego przez Bank jest rachunkiem ptatniczym;

31) rachunek oszczednosciowy - rachunek ptatniczy w rozumieniu Regulaminu rachunkéw dla klientéw
indywidualnych;

32) rachunek oszczednosciowo-rozliczeniowy - rachunek ptatniczy w rozumieniu Regulaminu posiadaczy
Konta dla Uchodzcow;

33) Regulamin - niniejszy Regulamin;

34) Regulamin rachunkéw dla klientéw indywidualnych - Regulamin $wiadczenia przez ING Bank Slgski
S.A. ustug w ramach prowadzenia Konta dla Uchodzcéw;

35) silne uwierzytelnianie uzytkownika (zwane silnym uwierzytelnianiem) - oznacza procedure
uwierzytelniania, ktérg stosujemy zgodnie z przepisami prawa i ktéra zapewnia ochrone poufnosci
danych oraz wymaga potwierdzenia co najmniej dwoéch sposrdd elementéw nalezgeych do réznych
kategorii: wytqcznej wiedzy uzytkownika, posiadania wytgcznie przez uzytkownika okreslonej rzeczy lub
cechy uzytkownika Potwierdzenie to musi by¢ niezalezne w taki sposdb, ze naruszenie jednego z jej
elementéw nie ostabia wiarygodnosci pozostatych. Potwierdzenie tych okolicznosci wymaga¢ bedzie
podania przez uzytkownika takich elementéw jak na przyktad:

a) hastalub

b) karty ptatniczej niezaleznie od jej postaci, w tym dane karty takie, jak numer karty, data waznosci
lub

c) kodu identyfikacyjnego lub autoryzacyjnego, lub

d) cech biometrycznych, takze podawanych na urzgdzeniach zawierajgcych ich czytnik jak np.
telefon lub inne urzgdzenie posiadajqce czytnik odcisku palca lub cech biometrycznych twarzy,

e) uzycia kluczy zabezpieczen

lub innych informacji potwierdzajgcych posiadanie przez uzytkownika okreslonej rzeczy, urzgdzenia

bgdz cechy. Element ten uzngje sie za spetniony takze wéwczas, gdy urzgdzenie nalezqgce do

uzytkownika zostaje uznane za zweryfikowane. Weryfikacji mozna dokona¢ przez zdalne ustalenie

przez Bank cech sprzetowych lub oprogramowania urzgdzenia. Urzgdzeniami zweryfikowanymi sg np.

zaufane urzgdzenie mobilne, inne urzgdzenia lub rzeczy, na ktérych zainstalowano karte ptatniczg

wydang przez Bank;

36) sita wyzsza - niezalezne od Banku zdarzenie zewnetrzne, ktéremu Bank nie mégt zapobiec lub ktérego
nie mogt przewidzie¢ i ktére bezposrednio lub posrednio doprowadzito do niewykonania lub
nienalezytego wykonania Umowy przez Bank. Za site wyzszg uznajemy zdarzenia spetniajgce powyzsze
przestanki takie jak:

a) powdd?, trzesienie ziemi, wytadowania atmosferyczne, huragan, trgby powietrzne, wybuch
wulkanu lub inne podobne zjawiska atmosferyczne,

b) wuytgczenie dostaw prgdu przez dostawce energii elektrycznej, z przyczyn pozostajgcych poza
wptywem Banku.

Postanowienia o sile wyzszej stosuje sie takze w przypadku dziatania bedgcego aktem wtadczym

paristwa (takiego jak umowa miedzynarodowa, ustawa, rozporzqdzenie, zarzqgdzenie, uchwata

uprawnionego organu wtadzy/administracji), na mocy ktérego dana transakcja lub transakcje

okreslonego typu/rodzaju lub z okreslonymi podmiotami, lub transakcje w okreslonym czasie nie mogqg

by¢ przeprowadzane przez Bank. Bank poda do wiadomosci publicznej fakt wystgpienia sity wyzszeji- o

ile jest to mozliwe - przewidywany czas jej trwania;
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37) System bankowosci internetowej, bankowos¢ internetowa, System - nazwy handlowe, ktére uzyte w
Umowie, Regulaminie i Komunikacie oznaczajq ustuge bankowosci elektronicznej dla posiadaczy Konta
dla UchodZcow. System bankowosci internetowej dla posiadaczy Konta dla Uchodzcéw przeznaczony
jest wytqgcznie dla jego uzytkownikéw i dostepny przez urzgdzenie z przeglgdarkg internetowq i tgcza
internetowe lub aplikacje mobilng. Moze on wystepowac w réznych wersjach, ktére mogg miec rézne
nazwy handlowe, np.: ,Moje ING" lub inne. Poszczegdlne, oznaczone innymi nazwami, wersje Systemu
moggq sie rézni¢ wymogami technicznymi;

38) telefon do autoryzacji - numer telefonu komérkowego uzytkownika przeznaczony do otrzymywania
kodéw autoryzacyjnych lub wykonywania ustug objetych Umowg lub Regulaminem. Telefon ten moze
stuzyc takze do otrzymywania z Banku informacji lub zawiadomien. Mogg one dotyczy¢ m.in.
bezpieczenstwa transakcji lub zmian Regulaminu lub innych warunkéw umownych. Telefon do
autoryzacji wskazywany jest przez uzytkownika podczas wnioskowania o udostepnienie Systemu lub
zawierania Umowy lub nadawania hasta do Systemu. Uzytkownik moze w trybie okreslonym przez
Bank zmieni¢ numer telefonu do autoryzacgiji;

39) transakcja ptatnicza/ transakcja - zainicjowana przez ptatnika lub odbiorce wptata, transfer lub
wyptata srodkéw pienieznych, powodujgca zmiane stanu $rodkéw na rachunku;

40) transakcja zblizeniowa - rodzaj transakcji, ktéra jest wykonana przy uzyciu technologii zblizeniowej w
terminalu akceptanta (terminalu w Punkcie Obstugi Sprzedazy) lub bankomacie wyposazonym w
czytnik zblizeniowy;

. 41) tryb ograniczonego dostepu do Mojego ING - tryb, ktéry mozesz aktywowac samodzielnie w Systemie
wigczajqc funkcje ograniczania dostepu do Mojego ING. Aktywacja tego trybu powoduje, ze nie mozesz
ztozy¢ dyspozycji w Systemie. Nadal bedzie aktywna mozliwos¢ podgladu danych i kontaktu z bankiem.
Tryb ograniczonego dostepu mozesz wytgczy¢ w Moim ING po uptynigciu okresu ochronnego
wskazanego przez nas w trakcie wigczania lub wczesniej w placowce bankuy;

42) Umowa - zawarta pomiedzy uzytkownikiem a Bankiem Umowa o korzystanie z systeméw bankowosci
elektronicznej dla posiadacza Konta dla Uchodzcéw , ktorej przedmiotem jest Swiadczenie ustugi
Systemu bankowosci internetowej. Takg umowgq jest Umowa o korzystanie z systemédw bankowosci
elektronicznej dla posiadaczy Konta dla Uchodzcow. Za kazdym razem, gdy w innych dokumentach, w
tym umowach lub aneksach mowa o umowie o korzystanie z systemoéw bankowosci elektronicznej dla
posiadacza Konta dla Uchodzcow, rozumie sie Umowe;

43) unikatowy identyfikator - kombinacja liter, liczb lub symboli okreslona przez Bank, ktéra jest
dostarczana przez ptatnika/ odbiorce w celu jednoznacznej identyfikacji drugiego biorgcego udziat w
transakcji ptatniczej ptatnika/ odbiorcy lub jego rachunku. Regulamin opisuje unikatowy identyfikator
dla poszczegoélnych typow transakgji. Jesli Umowa lub Regulamin nie stanowi inaczej unikatowym
identyfikatorem jest numer rachunku bankowego odbiorcy lub numer telefonu komérkowego. Aby
numer telefonu komérkowego odbiorcy lub osoby upowaznionej do dziatania w jego imieniu byt
unikatowym identyfikatorem musi on by¢ uprzednio powigzany z jednym numerem rachunku
bankowego odbiorcy albo powigzany z odbiorcg w sposéb umozliwiajgcy jednoznaczng identyfikacje
tego odbiorcy. Zasady tego powigzania opisuje Regulamin;

44) ustawa o ustugach ptatniczych, ustawa - ustawa z dnia 19 sierpnia 2011 r. o ustugach ptatniczych;

45) urzgdzenie mobilne - wielofunkcyjne urzqgdzenie przenosne z dostepem do internetu, integrujgce w
sobie funkcje komputera i/lub telefonu komdrkowego. Lista systemodw operacyjnych dla urzqdzen
mobilnych przeznaczonych do korzystania z aplikacji mobilnej wskazana jest w § 28 ust. 3 Regulaminu,
w Komunikacie oraz na stronie internetowej Banku;

46) uwierzytelnianie - procedura, ktéra umozliwia Bankowi zweryfikowanie tozsamosci uzytkownika lub
waznosci stosowania danego instrumentu ptatniczego, w tym jego indywidualnych danych
uwierzytelniajgcych. Regulamin okresla jakie dane lub informacje majg zosta¢ podane w celu
weryfikacji tozsamosci;

47) uzytkownik - to osoba, ktora jest strong Umowy;
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48) Wykaz - wykaz czynnosci realizowanych w placéwkach i na infolinii Banku, zawierajgcy informacje o
zakresie obstugi wykonywanej w danej placéwce bankowej. Wykaz jest udostepniany na tablicy
ogtoszert w placéwkach bankowych oraz na stronie internetowej Banku i ma charakter informacyjny;

49) zlecenie ptatnicze - oswiadczenie woli ptatnika lub odbiorcy skierowane do Banku, zawierajqce
polecenie wykonania transakgji ptatnicze;.

3. llekro¢ w Umowie jest mowa o oddziale/ placoéwce bankowej w odniesieniu do danej czynnosci, nalezy przez
to rozumiec¢ te placéwke bankowq, w ktdérej dana czynnos¢ jest realizowana. Informacja, w jakiej placéwce
bankowej ta czynnos¢ jest realizowana znajduje sie w Wykazie. Wykaz jest udostepniany na tablicy
ogtoszert w placéwkach bankowych oraz na stronie internetowej Banku.

4. llekro¢ w Regulaminie jest mowa o placéwce bankowej w odniesieniu do danej czynnosci, informacja, w
jakiej placéwce bankowej ta czynnosé jest realizowana, znajduje sie w Wykazie. Wykaz jest udostepniany
na tablicy ogtoszert w placéwkach bankowych oraz na stronie internetowej Banku.

5. Informacje o tym, w jaki sposéb spetniamy wymagania dostepnosci, publikujemy na naszej stronie
internetowej www.ing.pl/bank-bez-barier.

[Podstawa prawna: ustawa o zapewnianiu spetniania wymagan dostepnosci niektérych produktow i ustug
przez podmioty gospodarcze]

§2

1. Regulamin okresla warunki, na jakich Bank $wiadczy ustugi Systemu bankowosci internetowej dla
posiadaczy Konta dla Uchodzcow.

2. Przedmiotem $wiadczenia sq opisane w Regulaminie ustugi Systemu bankowosci internetowej
umozliwiajgce wykonywanie, za pomocqg tego Systemu, ustug finansowych przez Bank.

3. Za pomocqg Systemu uzytkownik ma dostep wytgcznie do ustug, w tym rachunkéw, do ktérych jest
uprawniony. Przez osobe uprawniong rozumie sie osobe umocowang do ztozenia okreslonej dyspozycji
zgodnie z odrebng umowa.

4, Jesli okreslone ustugi finansowe dostepne w systemie, bedq wigza¢ sie z ryzykiem wynikajgcym z ich
szczegoélnych cech lub charakteru czynnosci lub wynagrodzenia zaleznego od ruchu cen na rynku
finansowym, opis tego ryzyka znajduje sie w umowach lub regulaminach (ogélnych warunkach uméw)
dotyczgcych danej ustugi. Ryzyka zwigzane z ustugami Systemu bankowosci internetowej mogq polega¢
na naruszeniu opisanych w Regulaminie zasad bezpieczenstwa, w szczegélnosci opisanych zasad
bezpiecznego korzystania z Systemu w rozdziale 16 lub ryzyka udostepnienia urzgdzen lub aplikacji
osobom nieupowaznionym.

5. System bankowosci internetowej jest dostepny przez 24 godziny na dobe, przez 7 dni w tygodniu. Czasem
witasciwym dla wykonania zlecen ptatniczych i innych dyspozycji sktadanych przez System jest czas
Srodkowoeuropejski (CET) albo czas letni srodkowoeuropejski w okresie jego wprowadzenia do odwotania.

6. Propozycja zawarcia Umowy, ktorej tres¢ obejmuje Regulamin nie ma charakteru wigzqcego, chyba, ze taki
charakter wyraznie jest przewidziany w propozycji Banku.

7. Istnieje Bankowy Fundusz Gwarancyjny, ktéry dziata na zasadach okreslonych w ustawie o tym Funduszu.
Arkusz informacyjny dotyczqgcy tego Funduszu Bank przekazuje posiadaczowi rachunku, zgodnie z odrebng
umowq rachunku. Przestanie arkusza informacyjnego oraz potwierdzenie jego otrzymania przez
uzytkownika, bedgcego posiadaczem rachunku, moze nastgpi¢ przez System.

8. Jezykiem stosowanym w relacjach Banku z klientem, takze wéwczas, gdy Bank dziata w imieniu innego
podmiotu jako posrednik, agent lub petnomocnik jest jezyk polski.

9. Prawem wiasciwym, ktore stanowi podstawe stosunkéw Banku z klientem przed zawarciem Umowy oraz
prawem witasciwym do zawarcia i wykonania Umowy jest prawo polskie (prawo Rzeczypospolitej Polskiej).

10. W przypadku, gdy uzytkownik bedgcy strong Umowy jest takze strong umowy o okreslony rachunek
bankowy lub strong innych uméw zawartych z Bankiem lub za posrednictwem Banku a dostep do tych
rachunkoéw, ustug lub produktéw odbywa sie za pomocg Systemu bankowosci internetowej, w sprawach
nieuregulowanych Regulaminem stosuje sie postanowienia zawartych przez klienta umoéw, w tym
regulaminéw.
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11. Uzytkownik za posrednictwem Systemu moze, o ile przepisy prawa dajg takg mozliwos¢ dokonac:
identyfikacji i uwierzytelniania w elektronicznej platformie ustug administracji publicznej, autoryzacji
zwigzanych z wykorzystaniem profilu zaufanego oraz potwierdzania profilu zaufanego.

12. Uzycie w innych requlacjach obowigzujgcych dla produktéow i ustug Banku nazwy Regulamin swiadczenia
ustug Systemu bankowosci internetowej ING Banku Slgskiego S.A. oznacza niniejszy Regulamin.

13. Komunikat nie jest integralng czescig Reqgulaminu i ma charakter informacyjny. Zmiana tresci Komunikatu
nie skutkuje zmiang Regulaminu i nie powoduje koniecznosci wypowiedzenia Regulaminu.

14. Bank udostepnia petng tres¢ Komunikatu:

1) w placéwkach bankowych - na tablicy ogtoszen,
2) na stronie internetowej Banku.

15. Zmiana tresci Wykazu nie skutkuje zmiang Regulaminu i nie powoduje koniecznosci wypowiedzenia
Wykazu. Aktualna tres¢ Wykazu jest udostepniania na tablicy ogtoszert w placéwkach bankowych oraz na
stronie internetowej Banku.

2. Zawarcie umowy
§3

1. Umowa zawierana jest na czas nieokreslony.

2. Umowa moze byc¢ zawarta w placéwce bankowej realizujgcej te czynnos¢, przy czym Bank zastrzega sobie
prawo wytgczenia mozliwosci zawierania Umoéw w poszczegoélnych placoéwkach bankowych.

3. Umowe moze zawrze¢ klient bedgcy osobgq fizyczng o petnej zdolnosci do czynnosci prawnych.

4. Bank nie udostepnia Systemu bankowosci internetowej osobom ubezwtasnowolnionym czesciowo i
osobom ubezwtasnowolnionym catkowicie.

5. Bank, w przypadku, gdy przepisy prawa tego wymagajq, przed udostepnieniem uzytkownikowi niektérych
wskazanych w Komunikacie funkcjonalnosci/ ustug dokonuje weryfikacji tozsamosci uzytkownika z
przedtozonym przez niego dokumentem tozsamosci podczas jego fizycznej obecnosci w placdwce
bankowej. Postanowienie to nie ma zastosowania w przypadku, gdy weryfikacja taka zostata dokonana w
procesie zawierania Umowy.

3. Udostepnianie Systemu
8§84

1. W trakcie wnioskowania o udostepnienie Systemu lub najpézniej po zawarciu Umowy Bank nadaje
kazdemu uzytkownikowi login oraz przekazuje jednorazowy kod aktywacyjny lub kod autoryzacyjny.

2. Uzytkownik, aby korzystac¢ z Systemu bankowosci internetowej musi go najpierw aktywowac. Aktywacja
Systemu oznacza nadanie ustalonego przez siebie hasta, ktérym uzytkownik bedzie logowat sie do
Systemu.

3. Do nadania hasta do Systemu niezbedny jest kod autoryzacyjny, przekazywany w wiadomosci SMS
wystanej przez Bank na podany przez uzytkownika telefon do autoryzacji lub jednorazowy kod aktywacyjny
przekazywany w placéwce bankowej realizujgcej te czynnos¢ lub przesytkg pocztowq na wskazany przez
uzytkownika adres do korespondencji. Kod autoryzacyjny oraz jednorazowy kod aktywacyjny moze byc¢
przekazany w innej formie uzgodnionej przez Bank i uzytkownika.

4. Czas waznosci kodu autoryzacyjnego moze zosta¢ ograniczony ze wzgledéw bezpieczeristwa Systemu.
Standardowy czas waznosci jest ograniczony do czasu trwania sesji tj. czasu potgczenia uzytkownika z
Bankiem. Jednorazowy kod aktywacyjny jest wazny 30 dni liczonych od daty zamoéwienia go przez
uzytkownika.

5. Jesli uzytkownik otrzymat jednorazowy kod aktywacyjny przesytkg pocztowq zobowiqgzany jest zadzwoni¢
na infolinie celem potwierdzenia jej dostarczenia. Jesli uzytkownik nie potwierdzi telefonicznie faktu
doreczenia jednorazowego kodu aktywacyjnego nie bedzie mégt nada¢ hasta i korzysta¢ z Systemu.

6. Jesli przesytka z jednorazowym kodem aktywacyjnym jest uszkodzona lub gdy jednorazowy kod
aktywacyjny jest nieczytelny, uzytkownik powinien niezwtocznie ztozy¢ reklamacje.
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8§85

1. Bank powiadamia uzytkownika o sposobie przekazania loginu podczas zawierania Umowy lub podczas
wnioskowania o udostepnienie Systemu bankowosci internetowe;.

§6

1. W celu nadania hasta do Systemu uzytkownik zobowigzany jest wypetni¢ odpowiedni wniosek, znajdujqcy
sie na stronie internetowej Banku. Uzytkownik moze réwniez zosta¢ poproszony o ustalenie hasta do
Systemu podczas wnioskowania o udostepnienie Systemu bankowosci internetowe;j.

2. Ze wzgledu na bezpieczenstwo informatyczne Systemu lub bezpieczeristwo zdeponowanych srodkéw, Bank
moze uzalezni¢ ztozenie wnioskow od podania przez uzytkownika okreslonych danych osobowych lub
informacji dotyczqcych danej ustugi.

3. Jezeli uzytkownik nie wykorzystat jednorazowego kodu aktywacyjnego/ kodu autoryzacyjnego w okresie
jego waznosci, powinien zwrdéci¢ sie o jego powtdrne nadanie przez Bank.

4. Uwierzytelnianie uzytkownika

§7

1. Uzytkownik loguje sie do Systemu bankowosci internetowej osobiscie, uzywajgc wytgcznie wiasnych
danych, ktére go uwierzytelniajq (np. loginu, ktéry nadat mu Bank).

2. Uwierzytelnienie uzytkownika jest wymagane zaréwno podczas logowania sie do Systemu, jak i podczas
inicjowania elektronicznej dyspozycji ptatniczej. Z zastrzezeniem ust. 3,4 i 5 uwierzytelnianie uzytkownika
podczas logowania do Systemu bankowosci internetowej obejmuje nastepujgce czynnosci:

1) podanie poprawnego loginu,

2) podanie hasta w formie maskowanej, co oznacza podanie przez uzytkownika losowo wskazanych
przez System znakéw sktadajgcych sie na hasto,

3) aw przypadku, gdy jest to wymagane prawem lub wynika ze wzgledéw bezpieczeristwa dodatkowo
takze - podanie odpowiedniego kodu autoryzacyjnego lub potwierdzenia w aplikacji mobilnej, gdy
uzytkownik posiada aplikacje mobilng lub uzycia klucza zabezpieczen, gdy uzytkownik posiada
aktywny klucz na liscie kluczy zabezpieczen.

Jezeli podczas logowania sie uzytkownika do Systemu, Bank wymaga podania wszystkich informacgji, o

ktorych mowa w pkt 1) - 3) nazywa sig to silnym uwierzytelnianiem. Bank stosuje silne uwierzytelnianie,

gdy jest to wymagane przepisami prawa.

3. Uwierzytelnianie uzytkownika podczas logowania do aplikacji mobilnej wymaga wykonania nastepujgcych
czynnosci na zaufanym urzgdzeniu mobilnym:

1) podania poprawnego loginu - przy pierwszym logowaniu,

2) podania hasta w formie maskowanej - przy pierwszym logowaniu, a przy kolejnych logowaniach -
podania kodu PIN,

3) w przypadku, gdy aplikacja mobilna zainstalowana jest na urzgdzeniu mobilnym wyposazonym w
czytnik cech biometrycznych, kolejne logowania mogg odbywac sie za pomoca:

a) identyfikatora biometrycznego, o ile uzytkownik wybrat takg metode uwierzytelniania,

b) aw przypadku, gdy jest to wymagane prawem lub wynika ze wzgledéw bezpieczenstwa
dodatkowo takze moze by¢ wymagane podanie odpowiedniego kodu autoryzacyjnego, nie
bedgcego identyfikatorem biometrycznym (np. kodu SMS lub kodu PIN).

4) w przypadku, gdy jest to wymagane prawem lub wynika ze wzgledéw bezpieczenstwa dodatkowo
takze uzycia klucza zabezpieczen, gdy uzytkownik posiada aktywny klucz na liscie kluczy
zabezpieczen. Uwierzytelnianie nazywa sie silnym uwierzytelnianiem, jesli, podczas logowania do
aplikacji mobilnej, Bank wymaga posiadania zaufanego urzgdzenia mobilnego, a nadto podania,
wszystkich informagiji, o ktérych mowa w pkt 1) i 2) albo informagji, o ktérych mowach w pkt 3). W celu
przeciwdziatania nieuprawionym logowaniom Bank ma prawo wprowadzi¢ dodatkowe $rodki lub
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sposoby uwierzytelniania uzytkownika podczas logowania do Systemu. Bank moze wprowadzi¢
dodatkowe srodki uwierzytelniania, réwniez, gdy bedzie to wynikato z przepiséw prawa.

4. Uwierzytelnienie uzytkownika za pomocq klucza zabezpieczert wymaga od uzytkownika:

1) rejestracji klucza zabezpieczen w systemie bankowosci internetowej,

2) aktywagji klucza zabezpieczen w placéwce banku, infolinii banku lub w systemie bankowosci
internetowej, o ile bank udostepnia takg mozliwos¢ oraz wyrazenia zgody na takg metode
uwierzytelnienia.

5. Zzastrzezeniem ust. 7, w celu wyboru metody uwierzytelniania za pomocg identyfikatora biometrycznego
uzytkownik zobowigzany jest najpierw:

1) aktywowac lub skonfigurowa¢ funkcje czytnika cech biometrycznych na urzgdzeniu mobilnym
zgodnie z zaleceniami producenta urzgdzenia lub zainstalowanego na nim oprogramowania,

2) wprowadzi¢ do pamieci tego urzgdzenia jedng, wtasng ceche biometryczng, ktéra bedzie podstawg
utworzenia identyfikatora biometrycznego uzytkownika,

3) wyrazi¢ zgode na metode uwierzytelniania w oparciu o identyfikator biometryczny.

6. Jedli Bank uzna, ze stosowane przez producenta urzgdzenia mobilnego techniczne lub technologiczne
rozwigzanie korzystania z czytnika cech biometrycznych stanowi ryzyko zagrazajqce bezpieczenstwu
informatycznemu Banku lub jego klientéw, zastrzega on sobie prawo odmowy uwierzytelniania
uzytkownika na podstawie identyfikatora biometrycznego. Wéwczas uwierzytelnienie uzytkownika odbywa
sie na zasadach opisanych w ust. 3 pkt 1) i pkt 2).

7. W przypadku, gdy uzytkownik korzysta z zaufanego urzgdzenia mobilnego Bank przyjmuje, ze kazda
dyspozycja wydana za pomocq tego urzqdzenia zostata wydana przez uzytkownika, przy wykonaniu
czynnosci uproszczonego uwierzytelnienia. Wobec powyzszego z chwilg dodania urzgdzenia do listy,
uzytkownik jest zobowigzany do szczegoélnej, podwyzszonej starannosci w przechowywaniu takiego
urzqdzenia i nieudostepnianiu go osobom trzecim. Wykaz rodzajéw dyspozycji, ktére sq realizowane przez
Bank w oparciu o uwierzytelnienie uzytkownika dokonywane przez powigzanie jego osoby z urzqdzeniem
mobilnym, ktére dodat do listy zawiera Komunikat

8. Poprawne uwierzytelnienie uzytkownika, dokonane zgodnie z ust. 2 i 3, umozliwia uzytkownikowi dostep do
informacji o rachunkach lub innych ustugach udostepnionych w ramach Systemu i umozliwia sktadanie
dyspozycji w zakresie tych rachunkéw oraz produktéw lub ustug.

9. Btedne uwierzytelnienie uzytkownika podczas logowania do Systemu, polegajgce na pieciokrotnym z rzedu
wprowadzeniu btednego hasta, powoduje automatyczne zablokowanie dostepu do Systemu. Licznik prob
btednego logowania jest zerowany po poprawnym zalogowaniu sie.

10. Btedne uwierzytelnienie uzytkownika podczas logowania do aplikacji mobilnej przez trzykrotne z rzedu
wprowadzenie btednego kodu PIN powoduje jego zablokowanie oraz moze powodowa¢ zablokowanie
dostepu do Systemu. Licznik préb btednego podania kodu PIN jest zerowany po poprawnym zalogowaniu
sie. Ponowne nadanie kodu PIN jest mozliwe po poprawnym podaniu hasta w formie maskowanej.

11. W przypadku gdy uzytkownik podczas logowania do aplikacji mobilnej uzyt czytnika cech biometrycznych i
nie doszto do jego uwierzytelnienia w oparciu o identyfikator biometryczny, zalogowanie do aplikacji
mobilnej bedzie mozliwe po podaniu prawidtowego kodu PIN lub innego kodu autoryzacyjnego.

5. Sktadanie oswiadczen woli i wiedzy w postaci elektronicznej

§8

1. Na podstawie zawartej Umowy uzytkownik i Bank mogq przez System bankowosci internetowej sktada¢
oswiadczenia woli lub wiedzy w postaci elektronicznej zwigzane z dokonywaniem:
1) czynnosci bankowych lub
2) innych czynnosci zgodnie z statutem Banku.
Oswiadczenia te mogq by¢ sktadane z tym zastrzezeniem, iz z uwagi na staty rozwaj technologii
informatycznej poszczegdlne funkcjonalnosci udostepniane za pomocqg Systemu bankowosci internetowej
mogq ulega¢ zmianie albo tez zosta¢ udostepniane w réznych terminach. Informacje dotyczgce mozliwosci
ztozenia w danym czasie, okreslonych oswiadczeri woli lub wiedzy opisane sqg w Komunikacie.
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2. Za oswiadczenia woli w postaci elektronicznej zwigzane z dokonywaniem czynnosci, o ktérych mowa w ust.
1 pkt 1) i pkt 2) uzngje sie takie oswiadczenia, ktére sq zwigzane z powstaniem, wykonywaniem, zmiang,
wypowiedzeniem, rozwigzaniem lub wygasnieciem stosunkéw prawnych dotyczqcych tych czynnosci.
Oswiadczeniem takim jest takze udzielenie, zmiana lub odwotanie petnomocnictwa zwigzanego z
dokonywaniem czynnosci, o ktérych mowa w ust. 1 pkt 1) i pkt 2).

3. Oile ztozone w postaci elektronicznej oswiadczenia woli spetniajg wymogi przepiséw prawa przewidziane
dla uznania ich za ztozone w formie pisemnej, przyjmuje sig, ze zostaty ztozone w formie pisemnej, takze
wtedy, gdy jest ona zastrzezona pod rygorem niewaznosci. W przypadku dyspozycji, w tym takze
wymagajgcych formy pisemnej, podpis moze byc¢ ztozony w postaci elektronicznej, gdy spetnia on
wymagania postaci elektronicznej réwnowaznej formie pisemnej, stosownie do odpowiednich przepisow
prawa. Podpis taki w postaci elektronicznej moze zosta¢ ztozony jako kwalifikowany podpis elektroniczny,
zaawansowany podpis elektroniczny lub inny podpis elektroniczny w rozumieniu przepiséw prawa
powszechnie obowigzujgcego, w tym:

1) w postaci przestania drugiej stronie danych identyfikujgcych uzytkownika lub Bank, lub
2) inny sposéb dopuszczalny przez przepisy prawa.

4. Oile przepisy prawa pozwalajg na uznanie danego sposobu autoryzacji dyspozycji za podpis w postaci
elektronicznej, uzytkownik moze ztozy¢ taki podpis dokonujqc autoryzacji. W przypadku, gdy Bank sktada
podpis w postaci elektronicznej poprzez przestanie drugiej stronie danych identyfikujgcych, podpis
przestany za pomocg Systemu zawiera dane identyfikujgce osobe reprezentujgcg Bank. Bank i uzytkownik
w drodze oswiadczen woli ztozonych za pomocg Systemu bankowosci internetowej mogq, w drodze aneksu
do umowy zawartego w postaci elektronicznej, wprowadzi¢ inny sposoéb sktadania podpisu w postaci
elektronicznej, o ile przepisy prawa bedq uznawac, ze ztozenie podpisu w danej postaci spetnia wymogi
formy pisemnej.

5. Bank oraz uzytkownik mogq dokona¢ czynnosci lub zawrze¢ umowy/ aneksy do umow lub ztozyc
oswiadczenie wymagajgce formy pisemnej w postaci elektronicznej rownowaznej formie pisemnej. O ile
przepisy prawa bedg na to zezwala¢ Bank oraz uzytkownik mogq za pomocg Systemu sktada¢ inne
oswiadczenia wymagajgce formy pisemnej w postaci elektronicznej réwnowaznej formie pisemne;.

6. W przypadku, gdy z dostepnej w Systemie informacji, oswiadczenia lub dokumentu wynika, ze
oswiadczenie woli lub wiedzy Banku lub uzytkownika odnosi sie do wiecej niz jednej dyspozycji lub wiece;j
niz jednego oswiadczenia lub dokumentu, przyjmuje sie, ze jeden podpis ztozony w postaci elektroniczne;j
dotyczy wszystkich przestanych dyspozycji lub wszystkich oswiadczen lub dokumentoéw.

7. Bank przesyta uzytkownikowi korespondencje, w tym wszelkie oswiadczenia woli lub wiedzy, wzory
dokumentoéw, a takze zawarte przez uzytkownika umowy wraz z regulaminami, oraz innymi dokumentami
za pomocg Systemu bankowosci internetowej, o ile przepisy prawa powszechnie obowigzujgcego nie
stanowiq inaczej. Korespondencja, w tym oswiadczenia woli lub wiedzy przesytane przez Bank mogg by¢
opatrywane kwalifikowang pieczecig elektroniczng, zaawansowang pieczeciq elektroniczng lub inng
pieczeciq elektroniczng o jakiej mowa w przepisach prawa powszechnie obowigzujgcego.

8. Bank moze umozliwi¢ uzytkownikowi doreczanie Bankowi korespondencji drogq elektroniczng przez System.
Ze wzgledu na rozwoj technologii informatycznej poszczegélne rodzaje oswiadczen (korespondencji)
udostepniane za pomocg Systemu mogq ulega¢ zmianie albo tez zosta¢ udostepniane w r6znych
terminach. Informacje dotyczgce mozliwosci ztozenia w danym czasie okreslonych rodzajéw oswiadczen
(korespondencji) opisane sq w Komunikacie.

9. Bank bedzie przesytat uzytkownikowi elektronicznie, w tym za pomocg Systemu, komunikaty
potwierdzajgce fakt zawarcia okreslonej umowy lub przyjecie dyspozycji do wykonania.

6. Elektroniczne doreczanie korespondenc;ji

§9

1. W ramach Systemu bankowosci internetowej Bank udostepnia uzytkownikowi:
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1) skrzynke ,wiadomosci”, ktéra stuzy do kontaktu Banku z uzytkownikiem,

2) Elektroniczny system doreczania korespondencji, w ktérym Bank umieszcza¢ bedzie zmiany requlacji
umownych, ktére zgodnie z prawem majqg by¢ dostarczone na trwatym nosniku informacji. Uzycie w
innych requlacjach obowigzujgcych dla produktéw i ustug Banku nazwy Elektroniczny system
doreczania korespondencji oznacza niniejszq ustuge. Uzytkownikom w Elektronicznym systemie
doreczania korespondencji Bank bedzie umieszcza¢ réwniez wycigg z rachunku, zestawienie transakcji z
karty kredytowej oraz inne dokumenty, ktére zgodnie z prawem majq by¢ dostarczane na trwatym
nosniku informagji.

2. Bank nie ponosi odpowiedzialnosci za skutki niezapoznania sie z dokumentami/ wiadomosciami/
korespondencjq przestang za pomocg Systemu bankowosci internetowej. Uzytkownik jest zobowigzany do
zapoznawania sie z wiadomosciami przesytanymi mu przez Bank za pomocg Systemu. Powyzsze nie
narusza prawa Banku do wystania uzytkownikowi korespondencji pocztg na podany przez uzytkownika
adres lub doreczenia mu korespondencji osobiscie w placéwce bankowej realizujgcej te czynnosé.

3. 0d dnia udostepnienia przez Bank Elektronicznego systemu doreczania korespondencji zmiany regulacji
umownych, ktére zgodnie z prawem muszq by¢ wystane na trwatym nosniku informacji, Bank bedzie
doreczat uzytkownikom bedgcym strong Umowy, w Elektronicznym systemie doreczania korespondencji.
Umozliwia on uzytkownikowi przechowywanie adresowanych do niego informacji od Banku w sposéb
umozliwiajgcy dostep do nich przez okres odpowiedni do celéw sporzgdzenia tych informagji i pozwalajgcy
na odtworzenie przechowywanych informacji w niezmienionej postaci. Przestrzer ta jest integralng czesciq
Systemu i moze wystepowac pod rézng nazwg handlowg. Dostep do niej nie wymaga zawarcia odrebnej
umowy.

4. Uzytkownik bedzie miat dostep do Elektronicznego systemu doreczania korespondencji do czasu
rozwigzania Umowy. Przed rozwigzaniem Umowy klient moze wydrukowac lub zapisa¢ na innym trwatym
nosniku informacji dokumenty, ktére doreczyt mu Bank w Elektronicznym systemie doreczania
korespondengji.

5. Po rozwigzaniu Umowy Bank zapewni uzytkownikowi dostep do zawartosci Elektronicznego systemu
doreczania korespondencji przez archiwum dokumentéw (dalej: Archiwum), o ile Bank udostepnia takg
mozliwos¢, lub przekaze takiemu uzytkownikowi zawartosc tego systemu na innym trwatym nosniku
informagji.

6. Logowanie do Archiwum wymaga podania Bankowi przez uzytkownika jego adresu e-mail oraz numeru
telefonu do autoryzacji. Dane te sq konieczne do zalogowania sig przez klienta do Archiwum.

7. Korzystajqc z Archiwum uzytkownik powinien przestrzega¢ zasad bezpieczenstwa przewidzianych
Regulaminem. W przypadku podejrzenia, ze osoba nieuprawniona uzyskata dostep do jego Archiwum,
uzytkownik jest zobowigzany niezwtocznie zablokowa¢ dostep do swojego Archiwum lub zmieni¢ dane
konieczne do korzystania z Archiwum (e-mail, telefon do autoryzacji).

8. Bank ma prawo zablokowa¢ dostep do Archiwum zgodnie z przestankami do zablokowania Systemu.
Uzytkownik réwniez moze sam zablokowa¢ dostep do Archiwum.

9. Uzytkownik moze ztozy¢ dyspozycje odblokowania Archiwum lub zmiany danych do logowania do
Archiwum wytgcznie w placéwce bankowej realizujgcej te czynnose.

10. Szczegoéty zwigzane z korzystaniem przez uzytkownika z Archiwum znajdujq sie w Komunikacie.

7. Sktadanie dyspozycji, ich autoryzacja i wykonywanie

§10

1. Bank wykonuje dyspozycje tylko takiego uzytkownika, ktéremu nadat login.

2. Uzytkownik nie moze sktada¢ za pomocg Systemu dyspozycji zwigzanych z uczestnictwem w grach
hazardowych, ktérych przedmiotem bytoby wykonywanie przez Bank ustug ptatniczych, chyba ze gra jest
prowadzona zgodnie z ustawq o grach hazardowych. Bank ma prawo odméwic¢ realizacji takich dyspozycji.

Strona: 13 z 37. Reqgulamin $wiadczenia ustug Systemu bankowosci internetowej ING Banku Slgskiego S. A. dla posiadaczy Konta dla Uchodzcow



Ztozenie dyspozycji w aplikacji mobilnej bedzie mozliwe, o ile w chwili jej ztozenia urzgdzenie mobilne jest
na liscie zaufanych urzgdzert mobilnych.

Bank ma prawo ustali¢ limity kwotowe i ilosciowe dla transakcji ptatniczych realizowanych na podstawie
zlecen ptatniczych, ktére sg wykonywane za pomocg Systemu bankowosci internetowe;.

Ze wzgleddw bezpieczenstwa Bank moze wprowadzi¢ okres ochronny dla dyspozycji sktadanych przez
Uzytkownika w Systemie, ktdre opisujemy w Regulaminie.

Bank zastosuje tryb ograniczonego dostepu jesli Uzytkownik go wiqczy.

Uzytkownik moze ustawi¢ limit transakcyjny w Systemie. Dla nowego klienta limit transakcyjny wynosi 5
tys. ztotych. Limit jest taki sam dla bankowosci internetowej jak i mobilnej. Nie czesciej niz raz na kwartat
Bank moze obnizy¢ limit transakcyjny na podstawie analizy wydatkéw Uzytkownika. O zmianie Bank
informuje w Systemie. Uzytkownik moze w kazdej chwili samodzielnie zmieni¢ wysokos¢ limitu.

Do limitu transakcyjnego nie wliczamy:

1) przelewédw pomiedzy rachunkami wtasnymi ptatnika, ktére sq prowadzone przez nas,

2) przelewow na rachunki ZUS / US.

W przypadku zlecen ptatniczych, w ktérych kwota wyrazana jest w walucie obcej dla celu ustalenia
wysokosci limitu wyrazonego w ztotych (PLN) przelicza sie, wyrazong w walucie obcej kwote na ztote (PLN)
wedtug $redniego kursu NBP aktualnego w momencie otrzymania przez nas zlecenia ptatniczego.

W przypadku, gdy jest to wymagane przepisami prawa Bank uzaleznia wykonanie dyspozycji, w tym zlecen
ptatniczych, od silnego uwierzytelniania uzytkownika. W przypadku, gdy Bank wymaga, aby silne
uwierzytelnianie uzytkownika nastgpito przez aplikacje mobilng uzytkownik zobowigzany jest podczas
wykonywania danej czynnosci posiada¢ zaufane urzgdzenie mobilne.

§11

Bank wykonuje transakcje ptatnicze po ich autoryzacji przez uzytkownika. Autoryzacja zlecenia ptatniczego

przez uzytkownika oznacza jego zgode na wykonanie transakcji ptatniczej. Zgody na wykonanie transakcji

ptatniczej uzytkownik moze réowniez udzieli¢ za posrednictwem odbiorcy, dostawcy odbiorcy albo dostawcy

$wiadczgcego ustuge inicjowania transakgji ptatnicze).

Autoryzacja dyspozycji, w tym zlecen ptatniczych sktadanych przez uzytkownika za pomocg Systemu

bankowosci internetowej obejmuje:

1) wuybranie przycisku akceptacji - gdy Bank uzna, ze dana dyspozycja, ze wzgledu na zasady
bezpieczerstwa moze zosta¢ w ten sposéb autoryzowana, albo

2) wybranie przycisku akceptacji w aplikacji mobilnej (autoryzacja mobilna) - gdy Bank uzna, ze dana
dyspozycja powinna zosta¢ autoryzowana w aplikacji mobilnej. Ten sposéb autoryzacji wymaga
jednoczesnie fizycznego posiadania przez uzytkownika zaufanego urzgdzenia mobilnego, na ktérym
jest zainstalowana i aktywowana aplikacja mobilna, lub

3) podanie poprawnego kodu lub kodéw autoryzacyjnych, w tym identyfikatora biometrycznego i
wybranie przycisku akceptagji - gdy Bank uzna, ze dana dyspozycja ptatnicza, ze wzgledu na przepisy
prawa lub zasady bezpieczenstwa, wymaga autoryzacji przez podanie kodu lub kodéw
autoryzacyjnych, lub

4) podanie poprawnego kodu lub kodéw autoryzacyjnych, w tym identyfikatora biometrycznego oraz
zblizenie urzgdzenia mobilnego do terminalu, lub

5) uzycie klucza zabezpieczen, gdy uzytkownik posiada aktywny klucz na liscie kluczy zabezpieczen oraz
gdy Bank uzna, ze dana dyspozycja, ze wzgledu na zasady bezpieczeristwa moze zostac¢ w ten sposéb
autoryzowana, lub

6) uzycie karty ptatniczej w postaci materialnej, z wtgczong funkcjqg ptatnosci zblizeniowych, poprzez
zblizenie do urzgdzenia mobilnego z zainstalowang aplikacjg mobilng oraz wigczong funkcjg NFC.

Autoryzacja dyspozycji za pomocgq identyfikatora biometrycznego wymaga najpierw od uzytkownika:

1) aktywacji lub konfiguracji funkgji czytnika cech biometrycznych na urzgdzeniu mobilnym zgodnie z
zaleceniami producenta urzgdzenia lub zainstalowanego na nim oprogramowania,
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2) wprowadzenia do pamieci tego urzqgdzenia okreslonej cechy biometrycznej uzytkownika, ktéra bedzie
podstawg utworzenia jego identyfikatora biometrycznego, oraz wyrazenia zgody na dodatkowg
metode uwierzytelniania i metode autoryzacji dyspozycji za pomocgq identyfikatora biometrycznego.

4. Ze wzgledodw bezpieczenstwa Bank zastrzega sobie prawo odmowy autoryzacji dyspozycji dokonywanej na
podstawie identyfikatora biometrycznego. Powodem tego moze by¢ uznanie przez Bank, ze stosowane
przez producenta urzgdzenia mobilnego techniczne lub technologiczne rozwigzanie korzystania z czytnika
cech biometrycznych stanowi ryzyko zagrazajqce bezpieczeristwu informatycznemu Banku lub jego
klientow. Wéwczas autoryzacja dyspozycji odbywa sie na zasadach opisanych w ust. 2, z wytgczeniem
mozliwosci wykorzystania w tym celu identyfikatora biometrycznego.

5. Kazda dyspozycja sktadana przez uzytkownika, ktéra ma zosta¢ wykonana przez System, a ktéra
powodowa¢ bedzie zmiane w stanie $rodkéw pienieznych na rachunkach, lub bedzie wnioskiem o zawarcie
przez Bank nowej umowy lub wykonanie ustugi, lub bedzie z takim wnioskiem zwigzana, wymaga
autoryzacji przez uzytkownika zgodnie z ust. 2.

6. Autoryzacja dyspozycji za pomocg klucza zabezpieczert wymaga od uzytkownika:

1) rejestracji klucza zabezpieczert w systemie bankowosci internetowej,

2) aktywacji klucza zabezpieczen w placéwce bankowej, infolinii banku lub w systemie bankowosci
internetowej, gdy bank udostepnia takg mozliwos¢ oraz wyrazenia zgody na takg metode autoryzagji
dyspozyciji.

7. Stosujqc zasady bezpieczenstwa Bank weryfikuje fakt autoryzacji uzytkownika podczas sktadania
dyspozycji przez:

1) sprawdzenie poprawnosci danych podanych przez uzytkownika podczas logowania do Systemu, o
ktérych mowaw § 7 ust. 21i 3,

2) sprawdzenie czy uzytkownik wybrat przycisk akceptacji dyspozycji, ktéra zostata uznana przez Bank,
jako niewymagajgca autoryzacji przez podanie kodu autoryzacyjnego,

3) weryfikacje poprawnosci kodu lub kodéw autoryzacyjnych udostepnionych przez Bank i podanych
przez uzytkownika, w tym identyfikatora biometrycznego lub weryfikacje uzycia klucza zabezpieczen,
gdy uzytkownik posiada aktywny klucz na liscie kluczy zabezpieczen.

Jesli wynik weryfikacji, o ktérej mowa powyzej jest negatywny, Bank uznaje, ze dyspozycja nie jest

autoryzowana przez uzytkownika i odmawia jej wykonania.

8. Bank dostarcza uzytkownikowi kody autoryzacyjne, ktére sqg kodami SMS, w wiadomosci SMS na wskazany
wczesniej przez uzytkownika telefon do autoryzaciji.

9. (zas waznosci przekazanego przez Bank kodu autoryzacyjnego moze zosta¢ ograniczony ze wzgledow
bezpieczenstwa Systemu. Standardowy czas waznosci jest ograniczony do czasu trwania sesji tj. czasu
potqczenia uzytkownika z Bankiem przez System. Kod autoryzacyjny jest generowany do ztozonej
dyspozycji i moze postuzy¢ do autoryzacji wytgcznie tej dyspozycji. Wraz z kodem autoryzacyjnym
uzytkownik otrzymuje informacje o szczegoétach dyspozyciji.

10. W przypadku pieciokrotnego podania btednego kodu autoryzacyjnego, ktéry przekazat Bank do
zatwierdzenia danej dyspozycji, dostep do Systemu bankowosci internetowej zostaje zablokowany. W
przypadku trzykrotnego podania btednego kodu PIN w celu zatwierdzenia dyspozycji w aplikacji mobilnej,
Bank moze zablokowa¢ dostep do Systemu bankowosci internetowe;.

11. Dyspozycje odblokowania dostepu do Systemu mozna ztozy¢ w placéwce bankowej realizujgcej te
czynnos¢, przez strone internetowg Banku lub w Systemie, o ile Bank dopuszcza takg funkcjonalnose. W
kazdym przypadku do odblokowania konieczne jest ponowne ustalenie hasta lub kodu PIN do aplikag;ji
mobilnej przez uzytkownika.

12. Majqgc na uwadze wzgledy bezpieczeristwa, Bank zastrzega sobie, w stosunku do kazdej dyspozycji, prawo
zqdania jej dodatkowej autoryzacji, np. za pomocq kodéw autoryzacyjnych, kluczy zabezpieczen, gdy
uzytkownik posiada aktywny klucz na liscie kluczy zabezpieczen.

§12
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1. Dyspozycja ztozona przez uzytkownika w Systemie bankowosci internetowej jest nieodwotalnym i
ostatecznym wyrazeniem woli uzytkownika, z zastrzezeniem ust. 5.

2. Dyspozycje sktadane przez System mogq dotyczy¢ wytgcznie rachunkéw oraz produktéw lub ustug
bankowych, ktérymi dany uzytkownik dysponuje za pomocqg tego Systemu.

3. Informacja w sprawie trybu realizacji poszczegoélnych dyspozycji ztozonych za pomocg Systemu
bankowosci internetowej dostepna jest w zatgczniku 1 oraz na stronie internetowej Banku, w czesci
dotyczqcej Systemu.

4. Za moment otrzymania przez Bank zlecenia ptatniczego ztozonego przez System bankowosci internetowej
1) w dniu roboczym lub w sobote do godziny granicznej okreslonej w zatgczniku 1, z zastrzezeniem pkt 3),

uznaje sie moment dokonania autoryzacji zlecenia ptatniczego, o ktérej mowa w § 11 ust. 2,

2) w dniu roboczym lub w sobote po godzinie granicznej okreslonej w zatgczniku 1 lub w dniu ustawowo
wolnym od pracy, z zastrzezeniem pkt 3), uznaje sie pierwszy dzier roboczy nastepujgcy po dniu
ztozenia zlecenia ptatniczego, z zastrzezeniem zlecen ptatniczych wskazanych w zatgczniku 1, dla
ktorych brak jest godzin granicznych przyjmowania zlecen ptatniczych, w przypadku ktérych za
moment otrzymania zlecenia ptatniczego uznaje moment okreslony w pkt 1),

3) zodroczong datg ptatnosci (przelew, ktérego wykonanie rozpoczyna sie w innym dniu niz dzieri ztozenia
zlecenia ptatniczego):

a) uzngje sie dziert wskazany przez uzytkownika do obcigzenia rachunku,

b) jezeli wskazany przez uzytkownika dzieri do obcigzenia rachunku nie jest dniem roboczym (z
wyjgtkiem soboty) uznaje sie, ze zlecenie ptatnicze zostato otrzymane w pierwszym dniu roboczym
nastepujgcym po dniu wskazanym przez uzytkownika do obcigzenia jego rachunku, z
zastrzezeniem zlecen okreslonych w pkt c),

c) jezeliwskazany przez uzytkownika dzien do obcigzenia rachunku nie jest dniem roboczym (z
wyjgtkiem soboty) to w przypadku zlecen ptatniczych okreslonych w zatgczniku 1, dla ktérych brak
jest godzin granicznych przyjmowania zlecen ptatniczych, za moment otrzymania tych zlecen
ptatniczych przez Bank, uznaje sie dzieri wskazany przez uzytkownika do obcigzenia jego rachunku,

d) jezeli wskazany przez uzytkownika dzien do obcigzenia rachunku przypada w sobote uznaje sie, ze
zlecenie ptatnicze zostato otrzymane w tym dniu, z zastrzezeniem zlecen okreslonych w pkt e),

e) jezeli wskazany przez uzytkownika dzieri do obcigzenia rachunku przypada w sobotg, to w
przypadku zlecen ptatniczych okreslonych w zatgczniku 1, dla ktérych wystepujg godziny graniczne
przyjmowania zlecen ptatniczych, za moment otrzymania tych zlecen ptatniczych przez Bank,
uznaje sie pierwszy dzieri roboczy nastepujgcy po dniu wskazanym przez uzytkownika do
obcigzenia jego rachunku.

5. Zzastrzezeniem ust. 6 uzytkownik nie moze odwotac zlecenia ptatniczego od momentu jego otrzymania
przez Bank, chyba ze inne regulaminy lub odrebnie zawarte umowy stanowiq inaczej.

6. W przypadku zlecenia ptatniczego wychodzgcego wskazanego w zatgczniku 1, uzytkownik moze je odwotac
do dnia i godziny okreslonych w zatgczniku 1.

7. W przypadku gdy transakcja ptatnicza jest inicjowana przez dostawce $wiadczgcego ustuge inicjowania
transakcji ptatniczej lub przez odbiorce lub za jego posrednictwem, za wyjgtkiem zlecenia ptatniczego z
odroczong datg ptatnosci okreslonego w ust. 4 pkt 3), ptatnik nie moze odwotac zlecenia ptatniczego po
udzieleniu dostawcy $wiadczgcemu ustuge inicjowania transakcji ptatniczej zgody na zainicjowanie
transakcji ptatniczej albo po udzieleniu odbiorcy zgody na wykonanie transakgji ptatniczej.

§13

1. Bank realizuje dyspozycje, w tym zlecenia ptatnicze sktadane przez System bankowosci internetowej na
zasadach przewidzianych Regulaminem, a w sprawach nieuregulowanych w nim, na zasadach
przewidzianych odrebnymi i wigzgcymi uzytkownika regulacjami dotyczgcymi wtasciwych rachunkoéw, lub
innych ustug, ktérych dana dyspozycja dotyczy.

2. W przypadku rozwigzania Umowy, ztozone wczesniej przez System zlecenie ptatnicze z odroczong datq
ptatnosci zostanie wykonane zgodnie ze ztozonq przez uzytkownika dyspozycjg.
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3. Zzastrzezeniem ust. 5, Bank odmawia wykonania dyspozycji, w tym zlecenia ptatniczego z przyczyn
wskazanych w umowie lub regulaminie, ktéry wigze uzytkownika i dotyczy wtasciwego rachunku, a nadto
dyspozycji, ktéra jest:

1) niekompletna lub niepoprawna z powodu podania btednego unikatowego identyfikatora lub innych
btednych informadiji, ktére sq niezbedne do wykonania danej dyspozycji,

2) sprzeczna z inng ztozong juz dyspozycjq,

3) nie moze zosta¢ zrealizowana z powodu niewystarczajgcych srodkéw na rachunku wiasciwym dla jej
wykonania,

4) nieautoryzowana w sposéb opisany w Regulaminie,

5) zinnych przyczyn wyraznie przewidzianych Regulaminem, Umowg lub powszechnie obowigzujgcymi
przepisami prawa.

Powyzsze dotyczy wszystkich zlecen ptatniczych, w tym zainicjowanych przez odbiorce lub za

posrednictwem odbiorcy.

4. Uzytkownik niezwtocznie otrzyma powiadomienie o odmowie wykonania dyspozycji przez System. Jezeli
bedzie to mozliwe, otrzyma on réwniez informacje o przyczynach odmowy lub procedurze sprostowania
bteddw, ktére spowodowaty odmowe, chyba ze powiadomienie takie jest niedopuszczalne z mocy
odrebnych przepisow.

5. W przypadku braku aktualizacji w Banku dokumentu tozsamosci przez osobe sktadajgcq zlecenie w
Systemie bankowosci internetowej Bank ma prawo odméwi¢ wykonania zlecenia ptatniczego.

6. Bank wykonuje transakcje ptatnicze na tych samych zasadach bez wzgledu na to czy zlecenie ptatnicze
zostato ztozone przez uzytkownika bezposrednio w Banku, czy zostato zainicjowane przez dostawce
$wiadczgcego ustuge inicjowania transakgji ptatniczej, chyba ze postanowienia Regulaminu stanowig
inacze;j.

§14

1. Informacje wymagane na podstawie ustaw udostepniane sq okresowo, co najmniej raz w miesigcu,
bezptatnie w Systemie - chyba, ze inaczej przewidziano w odrebnie wigzgcej uzytkownika regulacji lub
Regulaminie.

§15

1. W przypadku, gdy uzytkownik sktada dyspozycje bedqgcq zleceniem ptatniczym w placéwce bankowe;j
realizujgcej te czynnose lub przez infolinie moze, o ile Bank udostepnia takg mozliwos¢, autoryzowac takg
dyspozycje, podajgc w tej placéwce lub przez infolinie kod autoryzacyjny otrzymany za pomocg
wiadomosci SMS wystanej przez Bank na jego numer telefonu do autoryzacji bgdz autoryzuje takg
dyspozycje w aplikacji mobilne;j.

2. W przypadku, gdy uzytkownik sktada dyspozycje niebedgcq zleceniem ptatniczym w placéwce bankowej
realizujgcej te czynnos¢ lub przez infolinie, moze, o ile Bank udostepnia takg mozliwos¢, ztozyc takq
dyspozycje, z zastrzezeniem dyspozycji, dla ktérych Regulamin przewiduje ztozenie wytgcznie w formie
pisemnej lub poprzez System bankowosci internetowej, podajqc w tej placéwce lub przez infolinie kod
autoryzacyjny otrzymany za pomocg wiadomosci SMS wystanej przez Bank na jego numer telefonu do
autoryzacji bgdz autoryzuje takqg dyspozycje w aplikacji mobilnej. Wykaz dyspozycji okresla Komunikat.
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3. W przypadku, gdy Bank udostepnia takg mozliwos¢, uzytkownik moze ztozy¢ dyspozycje bedqcg zleceniem
ptatniczym lub dyspozycje niebedgcq zleceniem ptatniczym oraz dokona¢ ich autoryzacji sktadajgc w
placéwce bankowej realizujgcej te czynnos¢ podpis na urzgdzeniu elektronicznym, zgodnie z art. 7 ust. 1
Prawa bankowego, po uprzednim podaniu Bankowi swoich danych identyfikacyjnych oraz potwierdzeniu
przez pracownika Banku tozsamosci sktadajgcego oswiadczenie. Dokumenty, na podstawie ktérych Bank
potwierdza tozsamos¢ okreslone sqg w Komunikacie dla posiadaczy rachunkéw okreslonych w Regulaminie
$wiadczenia przez ING Bank Slgski S.A. ustug w ramach prowadzenia Konta dla Uchodzcéw. Urzgdzenie
elektroniczne zapewnia utrwalenie i integralnos¢ tresci oswiadczenia, ztozonego podpisu oraz daty i czasu
ztozenia o$wiadczenia. W przypadku, gdy oswiadczenie woli klienta zwigzane jest z powstaniem,
wykonywaniem, zmiang, wypowiedzeniem, rozwigzaniem lub wygasnieciem stosunkéw prawnych
tagczgeych go z Bankiem i wymaga ztozenia o$wiadczenia woli przez Bank, Bank sktada podpis w postaci
elektronicznej poprzez umieszczenie w jego tresci danych identyfikujgcych swojego reprezentanta tj.
imienia i nazwiska oraz numeru identyfikacyjnego pracownika.

8. Ustugi wspierajgce zarzgdzanie finansami

§16

1. W ramach Systemu Bank $wiadczy ustugi wspierajqgce zarzgdzanie finansami (dalej: zarzgdzanie
finansami). Ustugi te majg charakter ustug konsultacyjno-doradczych i sq zwigzane w szczegdélnosci z
ptatnosciami.

2. Bank, w celu $wiadczenia tych ustug, udostepnia funkcjonalnosci Systemu, ktére dostosowane sq do
indywidualnych potrzeb uzytkownika. Aby Bank magt wykonywa¢ zarzgdzanie finansami niezbedne jest
kategoryzowanie informacji finansowych oraz profilowanie danych osobowych dotyczgecych uzytkownika
rozumieniu Rozporzgdzenia Parlamentu Europejskiego i Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016 . -
ogolne rozporzgdzenie o ochronie danych. Profilowanie moze nastepowac tylko w zakresie koniecznym do
wykonania zarzgdzania finansami. Bank wykonujqc zarzgdzanie finansami nie podejmuje decyzji w
sprawach finansowych za uzytkownika.

3. Zarzgdzanie finansami nie obejmuje ustug doradztwa, zarzgdzania portfelami, sporzgdzania analiz
inwestycyjnych, finansowych oraz innych rekomendacji w rozumieniu art. 69 ust. 2 oraz ust. 4 ustawy o
obrocie instrumentami finansowymi, ktére mogqg by¢ swiadczone przez Bank na podstawie innych umoéw/
regulacji, nawet gdy sq one $wiadczone zdalnie przez System.

4. Zarzqdzanie finansami jest wykonywane w postaci:

1) informacji lub powiadomien o:
a) terminologii finansowej oraz wiedzy z tych dziedzin,
b) przysztych ptatnosciach, w tym realizowanych okresowo przez uzytkownika oraz przysztych
zdarzeniach lub terminach,
c) mozliwych do ztozenia przez uzytkownika przysztych ptatnosciach, w tym realizowanych okresowo,
2) prezentacji sytuacji finansowej uzytkownika przez wskazywanie:
a) rodzaju transakgji przez niego wykonywanych lub przynaleznosci transakgji do okreslonej grupy lub
typu transakgji,
b) rodzaju lub kategorii wptywoéw, wydatkéw lub kontrahentow biznesowych,

5. Informacje, prezentacje i konsultacje, o ktérych mowa w ust. 4 mogqg miec rézne formy graficzne lub
tekstowe.

6. Zarzgdzanie finansami bedzie wykonywane zgodnie z nastepujgcymi zasadami:

1) informacje o terminologii przekazywane sq w Systemie na biezqco, natomiast powiadomienia o
przysztych transakcjach/ zdarzeniach lub terminach nie pézniej niz 48 godzin przed wskazang w
Systemie transakcja/ zdarzeniem lub terminem,
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2) prezentacje sytuacji finansowej przygotowane sq w ujeciu miesiecznym lub rocznym na podstawie
dokonanych lub przewidywanych ptatnosci. Prezentacje te mogg takze uwzglednia¢ informacje podane
przez uzytkownika w Systemie lub inne podmioty dziatajgce z upowaznienia uzytkownika. System
moze umozliwi¢ inne ustawienie okresu danej prezentacji.

7. Zarzqdzanie finansami jest integralng czescig Systemu, z tym, ze w ramach tych ustug poszczegélne ich
funkcjonalnosci mogg wymaga¢ samodzielnego uruchomienia przez uzytkownika.

8§17

1. Za nalezyte wykonywanie zarzgdzania finansami Bank ponosi odpowiedzialno$¢ za udowodnione straty
uzytkownika, z zastrzezeniem ust. 2.

2. Bank nie odpowiada za ustalony przez uzytkownika cel, przedsiewziecie lub limit wydatkéw, ani za ich
realizacje czy poziom wykonania.

3. Bank nie ponosi odpowiedzialnosci za podejmowane przez uzytkownika decyzje zwigzane z zarzqgdzaniem
finansami, w tym za decyzje dotyczqce nabycia poszczegdlnych ustug lub dotyczgce lokowania srodkdw.
Wuytgczenie odpowiedzialnosci nie obejmuje sytuacji naruszenia przez Bank obowigzku dziatania z nalezytg
starannoscig ani nie narusza bezwzglednie wigzqcych przepiséw prawa.

4. Bank przygotowuje konsultacje wedtug swojej najlepszej woli i wiedzy, i z dochowaniem nalezytej
starannosci, w oparciu o znany Bankowi stan faktyczny istniejgcy w chwili jej udzielania, w szczegdlnosci o
informacje podane przez uzytkownika. Bank nie weryfikuje czy informacje podane przez uzytkownika sq
prawdziwe. W celu otrzymania wiarygodnej konsultacji uzytkownika zobowigzany jest podawac¢ prawdziwe
informacje, w szczegdlnosci dotyczqce sytuacji finansowe;.

5. W przypadku, gdy w ramach zarzgdzania finansami dana funkcjonalnos¢ jest uruchamiana przez
uzytkownika samodzielnie, Bank - niezaleznie od obowigzkéw informacyjnych wynikajgcych z przepiséw
prawa - moze przekaza¢ dodatkowg informacje o ryzykach zwigzanych z ustugami. Uzytkownik jest
zobowiqzany zapozna¢ sie z takg informacjq i rozsgdnie podejmowac¢ decyzje dotyczqce lokowania
Srodkéw.

6. Zuwagina staty rozwdj technologii informatycznej, poszczegélne funkcjonalnosci udostepniane w ramach
zarzgdzania finansami mogqg ulega¢ zmianie lub mogg by¢ uruchamiane w Systemie w réznych terminach.
Informacje dotyczqce ich dostepnosci znajdujg sie w Komunikacie. Funkcjonalnosci te mogg mie¢ rézne
oznaczenia i nazwy.

7. Zarzgdzanie finansami jest $wiadczone do chwili wygasniecia lub rozwigzania Umowy. Po tej chwili
uzytkownik nie ma dostepu do przygotowanych przez Bank rezultatéw Swiadczenia ustug wspierajgcych
zarzgdzanie finansami, w szczegolnosci informadcji, prezentacji, konsultacji oraz celéw lub przedsiewzie¢
finansowych, ktore uzytkownik ustalit. Przed dniem wygasniecia lub rozwigzania Umowy uzytkownik moze
wydrukowa¢ rezultaty konsultacji finansowej lub zapisa¢ je i przechowywaé na nosniku elektronicznym - o
ile System umozliwia przygotowanie konsultacji w formie pliku tekstowego.

9. Elektroniczny sejf w Systemie bankowosci internetowej

§18

1. Elektroniczny sejf (dalej: sejf) to ustuga, ktéra polega na przechowywaniu, zapisanych przez uzytkownika,
elektronicznych dokumentow (nazywanych takze: plikami), w specjalnie wydzielonej przestrzeni Systemu
bankowosci internetowej. Przestrzen ta jest integralng czescig Systemu i moze wystepowa¢ pod rézng
nazwqg handlowg.

2. Bank udostepnia ustuge sejfu uzytkownikom, ktérzy zawarli Umowe. Korzystanie z tej ustugi nie wymaga
zawarcia odrebnej umowy. W przestrzeni sejfu uzytkownik moze zapisa¢ pliki, pobra¢ albo usung¢
uprzednio zapisane przez niego pliki. Uzytkownik nie ma mozliwosci edycji zapisanych plikéw ani zmiany ich
formatow.

3. Katalog formatéw plikéw, ktére mozna zapisywac w Systemie podany jest w Komunikacie.
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4, Uzytkownik uzyskuje dostep do sejfu z chwilg zalogowania sie do Systemu. Uzytkownik moze korzystac z
sejfu wéwczas, gdy jest zalogowany do Systemu.

5. Sejf jest powigzany z loginem uzytkownika. Jesli uzytkownik posiada kilka loginéw, ustuga dostepna jest
osobno dla kazdego loginu. Nie ma mozliwosci korzystania z jednego, tego samego sejfu w ramach kilku
loginéw.

6. Informacja o dostepnej pojemnosci sejfu jest podana w Systemie.

7. Uzytkownik jest odpowiedzialny za tre$¢ zapisanych plikéw oraz ich format. Uzytkownik moze zapisywac w
sejfie jedynie takie pliki, do ktérych posiada stosowne uprawnienia, ktére nie naruszajqg przepiséw
powszechnie obowigzujgcego prawa, zostaty utworzone lub pozyskane zgodnie z prawem i nie naruszajg
praw o0séb trzecich, w tym doébr osobistych, praw autorskich, praw wtasnosci przemystowej, ani tajemnic
handlowych tych oséb. Uzytkownik moze zapisywac tylko takie pliki, ktére nie zawierajq jakichkolwiek
wirusow elektronicznych ani jakichkolwiek czesci niebezpiecznego oprogramowania.

8. Bank ma prawo odméwic¢ uzytkownikowi zapisania w sejfie dokumentu, ktéry nie spetnia wymogéw
technicznych, zagrazatby bezpieczenstwu Banku, systeméw elektronicznych Banku lub innych
uzytkownikéw, lub srodkéw gromadzonych w Banku. Z chwilg powzigcia wiadomosci o naruszeniu
postanowien § 27 ust. 7 Bank odmowi uzytkownikowi umieszczenia plikow. W przypadku, gdyby naruszenie
bezpieczenstwa lub naruszenie obowigzkéw wskazanych w ust. 7 mogto doprowadzi¢ do powaznej straty
dla Banku lub innych uzytkownikéw, Bank ma prawo wdrozyc¢ dziatanie odpowiedniego oprogramowania
zabezpieczajgcego, a w przypadkach nagtego ryzyka odizolowa¢, a gdyby to byto niemozliwe - skasowac
przechowywane pliki.

9. Bank nie ma dostepu do plikéw i dokumentéw umieszczonych przez uzytkownika w sejfie, nie sprawdza i
nie weryfikuje danych i tresci w nich zawartych. Bank ponosi odpowiedzialno$¢ przewidziang Regulaminem
od chwili zapisania danego pliku w sejfie.

10. Przechowujqc pliki, zapisane przez uzytkownika, przy dochowaniu nalezytej starannosci Bank nie ponosi
odpowiedzialnosci za:

1) tresciidane zawarte w plikach i dokumentach umieszczonych w Systemie,

2) zmiane nazwy pliku, ktérg dokonat uzytkownik,

3) pliki pobrane z sejfu z chwilg ztozenia dyspozycji,

4) konsekwencje spowodowane naruszeniem przez uzytkownika praw opisanych w ust. 8 lub ust. 9,

5) pozostawienie w sejfie pliku z chwilg wygasniecia lub rozwigzania umowy o System,

6) straty i koszty poniesione w wyniku jakichkolwiek uszkodzen pliku, catkowitego jego uszkodzenia lub
przechwycenia pliku w czasie transferu do Systemu, chyba, ze wynikty one z funkcjonowania systemu
informatycznego Banku,

7) nie wykrycie przez Bank, w momencie zapisywania pliku w Systemie, czy ma jakiekolwiek elementy
zawirusowane,

8) opoznienia w wykonaniu lub niewykonaniu dyspozycji uzytkownika w ramach sejfu, gdy byto to
spowodowane sitq wyzszg.

11. Organom uprawnionym na mocy przepiséw prawa Bank udostepni zawartos$¢ sejfu bez analizy
znajdujgcych sie w nim plikéw, w trybie przewidzianym wtasciwymi przepisami prawa bankowego.

12. Bank nie ponosi odpowiedzialnosci za szkode wynikajgcq z ujawnienia zawartosci sejfu osobom lub
instytucjom upowaznionym do zgdania od Banku udzielania tych informacji.

13. Uzytkownik traci dostep do sejfu i zapisanych w nim plikow/ dokumentoéw, z chwilg wygasniecia lub
rozwigzania Umowy. W momencie zamkniecia Systemu, pliki/ dokumenty przechowywane w sejfie sq
automatycznie i trwale usuwane przez Bank. Bank nie przechowuje kopii tych plikéw/ dokumentéw. Przed
wypowiedzeniem/ rozwigzaniem Umowy Bank powiadomi uzytkownika o koniecznosci pobrania zapisanych
plikdw. Powiadomienie moze nastgpi¢ w dowolny sposéb takze za pomocg komunikatu, ktéry zostanie
wyswietlony uzytkownikowi w Systemie.
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14. Ze wzgleddéw technicznych, rozwoju technologii oraz oprogramowania stosowanego w obstudze sejfu lub ze
wzgleddéw bezpieczenstwa, Bank ma prawo ograniczy¢ mozliwos¢ korzystania z zapisywania okreslonych
formatéw plikéw w przestrzeni sejfu lub ograniczy¢ funkcjonalnosci sejfu. W takim przypadku, przed
dokonaniem okreslonej czynnosci, uzytkownik otrzyma w Systemie stosowng informacje.

10. Korzystanie z ustug ptatniczych swiadczonych przez uprawnione
podmioty trzecie

§19

1. Uzytkownik moze, w zakresie posiadanych uprawnien, korzystac z ustug ptatniczych podmiotéw trzecich
takich, ktore swiadczq ustuge dostepu do informacji o rachunku lub ustuge inicjowania transakcji ptatnicze;j:
1) ustuga dostepu do informagji o rachunku - wykonywana przez dostawce $wiadczgcego ustuge dostepu

do informacgji o rachunku, polega na przestaniu przez Bank - na zgdanie tego dostawcy - informacji o
rachunku prowadzonym w Banku,

2) ustuga inicjowania transakgji ptatniczej - wykonywana przez dostawce $wiadczgcego ustuge
inicjowania transakgji ptatniczej, polega na zainicjowaniu przez tego dostawce, dziatajgcego na wniosek
uzytkownika, zlecenia ptatniczego z rachunku ptatniczego prowadzonego w Banku, do ktérego
uzytkownik jest uprawniony.

2. Korzystanie z ustugi dostepu do informacji o rachunku jest mozliwe pod warunkiem, ze prowadzony przez
Bank rachunek jest rachunkiem ptatniczym dostepnym on-line i uzytkownik zostanie uwierzytelniony przez
Bank, zgodnie z wymogami prawa i postanowieniami Regulaminu.

3. Korzystanie z ustugi inicjowania transakcji ptatniczej jest mozliwe pod warunkiem, ze zgodnie z wigzgcq
uzytkownika requlacjq jest to elektroniczna transakcja bezgotéwkowa dotyczqgca rachunku ptatniczego
dostepnego on-line, jej inicjowanie nastepuje wytgcznie wskutek dyspozycji uzytkownika, a nadto
uzytkownik zostanie uwierzytelniony przez Bank, zgodnie z wymogami prawa i postanowieniami
Regulaminu.

4. Dostawcy $wiadczgcemu ustuge dostepu do informagji o rachunku Bank udostepnia informacje o
wyznaczonych rachunkach i zwigzanych z nimi transakcjach, w tym historii tych rachunkéw - z tym, ze
okres za ktéry Bank dostarcza historie rachunkéw moze byc¢ ograniczony ze wzgledéw technologicznych.

5. Bank nie odpowiada za nalezyte wykonywanie ustug, o ktérych mowa w ust. 1, przez uprawnione podmioty
trzecie.

6. Uzytkownik moze w Systemie wyrazi¢ zgode na udzielanie przez Bank odpowiedzi na wnioski dostawcy
wydajgcego instrumenty ptatnicze oparte na karcie ptatniczej, ze kwota odpowiadajgca okreslonej
transakcji ptatniczej realizowanej w oparciu o te karte jest dostepna na rachunku ptatniczym.

7. Rachunek ptatniczy jest dostepny on-line, gdy spetnione sq tqcznie nastepujgce warunki:

1) uzytkownik jest strong Umowy,

2) uzytkownik ma aktywny dostep do Systemu bankowosci internetowe;j,

3) dany rachunek ptatniczy jest dostepny przez System w chwili otrzymania przez Bank stosownego
wniosku lub zgdania wtasciwego dostawcy, w sprawie wykonania czynnosci w celu realizacji ustugi
wskazanej w ust. 1.

8. Rachunek ptatniczy nie jest dostepny online, gdy w chwili otrzymania przez Bank stosownego wniosku lub
zgdania wykonania czynnosci:

1) uzytkownik nie ma aktywnego Systemu bankowosci internetowej lub

2) gdy dostep do Systemu jest zablokowany lub

3) gdy uzytkownik skorzystat z funkcji ukrycia danego rachunku w Systemie i nie cofngt tej dyspozycji.
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9. Bank moze odmdéwic¢ dostawcy swiadczgcemu ustuge dostepu do informacji o rachunku lub dostawcy
$wiadczgcemu ustuge inicjowania transakcji ptatniczej - dostepu do danego rachunku ptatniczego z
obiektywnie uzasadnionych i nalezycie udokumentowanych przyczyn zwigzanych z nieuprawnionym lub
nielegalnym dostepem do rachunku ptatniczego przez takiego dostawce, w tym nieuprawnionym
zainicjowaniem transakcji ptatniczej. W takim przypadku Bank poinformuje uzytkownika przez System o
odmowie dostepu do rachunku ptatniczego i jej przyczynach. Informacja ta, o ile jest to mozliwe, jest
przekazywana uzytkownikowi przed odmowq dostepu, a najpézniej bezzwtocznie po takiej odmowie, nie
pozniej jednak niz w dniu roboczym nastepujgcym po dniu takiej odmowy, chyba ze jej przekazanie nie
bytoby wskazane z obiektywnie uzasadnionych wzgledéw bezpieczenstwa lub jest sprzeczne z odrebnymi
przepisami.

11. Odpowiedzialnos$é banku

§20

1. Bank zobowigzuje sie do:

1) zachowania poufnosci wszystkich danych stuzgcych do uwierzytelniania i autoryzagji, ktérymi
postuguje sie uzytkownik,

2) zapewnienia uzytkownikowi dostepu za pomocg Systemu bankowosci internetowej do biezgcych
informacji o rachunkach, do ktérych jest uprawniony, w sposéb umozliwiajgcy state monitorowanie
transakcji dokonywanych na tych rachunkach.

2. Bank odpowiada za udowodnione straty uzytkownika, spowodowane przez niezrealizowanie dyspozycji lub
jej nieprawidtowe lub nieterminowe realizowanie, chyba ze sq nastepstwem okolicznosci, za ktére Bank nie
ponosi odpowiedzialnosci.

. 3. Bank ponosi odpowiedzialnos$¢ za ewentualne skutki wykonania transakcji przez osoby trzecie, po
dokonaniu zgtoszenia, o jakim mowa w § 22a ust. 4 i 5 i ztozeniu przez uzytkownika dyspozycji blokady
dostepu do Systemu, lub wigczeniu trybu ograniczonego dostepu do Systemu, poczqwszy od:

1) wptlyniecia dyspozycji do Banku - w przypadku, gdy dyspozycje ztozono przez System,

2) pisemnego potwierdzenia przez Bank faktu ztozenia takiej dyspozycji - w przypadku, gdy dyspozycje

ztozono w placéwce bankowej realizujgcej te czynnose,

3) uzyskania przez uzytkownika ustnego potwierdzenia ze strony infolinii blokady dostepu do Systemu -

w przypadku, gdy dyspozycje ztozono przez infolinie,

- chyba ze uzytkownik doprowadzit umyslnie do nieautoryzowanej transakgji.

4. Bank ponosi odpowiedzialnos¢ za ochrone poufnosci danych uzytkownika stuzgcych do uwierzytelniania i
autoryzacji za pomocqg Systemu bankowosci internetowej tylko wowczas, gdy uzytkownik postuguje sie
tymi danymi zgodnie z zasadami okreslonymi w Regulaminie, chyba ze poufnos¢ zostata naruszona z winy
Banku.

5. Bank nie ponosi odpowiedzialnosci za niewykonanie lub nienalezyte wykonanie Umowy, w przypadku, gdy
powodem niewykonania lub nienalezytego wykonania Umowy, w tym transakgji, jest sita wyzsza.

6. Bank nie ponosi odpowiedzialnosci za niewykonanie Umowy, w przypadku, gdy odmowa wykonania
zobowigzar wynikajgcych z Umowy, nastepuje na podstawie przepiséw powszechnie obowigzujgcego
prawa, upowazniajgcych lub zobowigzujgcych Bank do odmowy wykonania takich zobowigzan lub
dyspozyciji.

7. Bank nie ponosi odpowiedzialnosci za:

1) niezrealizowane dyspozycje - w przypadku nieprawidtowych lub niepetnych informacji dotyczgcych
unikatowego identyfikatora, albo niepodania przez ptatnika lub odbiorce informacji niezbednych dla
wykonania danej dyspozycji lub transakgji, w zakresie w jakim niezrealizowanie dyspozycji wynika z
niepodania informacji niezbednych do jej wykonania,
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2) skutki wynikte z funkcjonowania urzqdzen telekomunikacyjnych uzytkownika w zwigzku z
otrzymywaniem wiadomosci SMS, o ile opdznienie w otrzymaniu wiadomosci nie nastgpito z winy
Banku,

3) szkody uzytkownika powstate wskutek nieprzestrzegania przez uzytkownika zasad bezpieczenstwa
Systemu bankowosci internetowe;.

8. W stosunku do uzytkownikéw bedgcych strong umowy o rachunek ptatniczy w rozumieniu ustawy, Bank
ponosi odpowiedzialno$¢ za niewykonanie lub nienalezyte wykonanie prawidtowo zleconej transakgji,
chyba ze udowodni, ze rachunek odbiorcy zostat uznany w terminie wymaganym przepisami prawa lub
gdy:

1) roszczenia uzytkownika wygasty wskutek braku zgtoszenia w wymaganym w Regulaminie 13
miesiecznym terminie o nieautoryzowanych, niewykonanych lub nienalezycie wykonanych
transakcjach, lub

2) niewykonanie lub nienalezycie wykonanie transakcji byto skutkiem sity wyzszej lub wynikato z
przepisow prawa.

9. Jesli zgodnie z Regulaminem Bank ponosi odpowiedzialno$¢ wobec ptatnika lub odbiorcy bedgcego
uzytkownikiem - zobowigzuje sie zwréci¢ mu kwote niewykonanej lub nienalezycie wykonanej transakgji, a
gdy taki uzytkownik jest posiadaczem rachunku ptatniczego w rozumieniu ustawy - przywréci¢ rachunek do
stanu, jaki istniatby, gdyby nie miato miejsce nienalezyte wykonanie lub niewykonanie transakcji. Powyzsze
dotyczy takze optat lub odsetek, ktérymi uzytkownik zostat obcigzony w razie niewykonania lub
nienalezytego, w tym opdznionego, wykonania transakcji ptatnicze;j.

10. W przypadku niewykonanej lub nienalezycie wykonanej transakgji ptatniczej zainicjowanej przez ptatnika
lub przez odbiorce lub za jego posrednictwem, Bank na wniosek ptatnika lub odbiorcy podejmuje
niezwtocznie dziatania w celu bezptatnego przesledzenia transakgji ptatniczej i - o ile przepisy prawa na to
zezwalajg - powiadamia ptatnika o ich wyniku.

11. W sprawach nieuregulowanych w Regulaminie, a dotyczgcych odpowiedzialnosci Banku z tytutu
wykonywania zlecen ptatniczych, w tym transakcji ptatniczych inicjowanych za posrednictwem dostawcy
$wiadczqgcego ustuge inicjowania transakgji ptatniczej oraz zgdan zwrotu kwot nieautoryzowanych
transakcji, w stosunku do posiadaczy rachunkéw oszczednosciowo - rozliczeniowych oraz rachunkow
oszczednosciowych stosuje sie postanowienia Regulaminu $wiadczenia przez ING Bank Slgski S.A. ustug w
ramach prowadzenia Konta dla Uchodzcow.

12. Bank w $wiadczeniu ustugi Systemu bankowosci internetowej zgodnie z niniejszym Regulaminem,
zachowuje nalezytg starannos¢ w rozumieniu Kodeksu cywilnego.

13. Bank nie ponosi odpowiedzialnosci za bezpieczeristwo i dziatanie zaufanego urzgdzenia mobilnego, w tym
wszystkich jego funkgiji.

§21

Wszystkie dyspozycje ztozone przez uzytkownika w Systemie bankowosci internetowej sq zabezpieczone w
sposob trwaty przez Bank i stanowig dowody w przypadku sytuacji spornych.

12. Odpowiedzialnos¢ uzytkownika

§22

1. Bank w $wiadczeniu ustugi Systemu bankowosci internetowej zgodnie z niniejszym Regulaminem,
zachowuje nalezytg starannos¢ w rozumieniu Kodeksu cywilnego.

2. Bank nie ponosi odpowiedzialnosci za bezpieczeristwo i dziatanie zaufanego urzgdzenia mobilnego, w tym
wszystkich jego funkgji.

§22a

1. Uzytkownik zobowigzuje sie nie podejmowa¢ dziatan, ktére spowodowatyby otrzymanie dostepu do
Systemu przez osoby trzecie, nawet jesli jest to osoba bedgca innym uzytkownikiem.
2. Uzytkownik jest zobowigzany przestrzega¢ nastepujgcych zasad korzystania z Systemu:
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1)

2)

3)

4)

5)

6)

zachowa¢ w poufnosci wszystkie dane i informacje stuzqce do:

a) uwierzytelnienia i autoryzacji wszelkich dyspozycji (ptatniczych albo nie ptatniczych) (np. login,
kody, hasto, PIN), ktére stuzqg do korzystania z Systemu lub jego czesci,

b) korzystania z Systemu, z aplikacji Moje ING lub z ich funkcji lub funkcjonalnosci.

Tych danych i informacji nie wolno uzytkownikowi ujawnia¢ osobie trzeciej, nawet jesli ta osoba jest

inng uprawniong do korzystania z ustug za pomocg Systemu,

zapamieta¢ hasto lub inne dane stuzgce do uwierzytelniania i autoryzacji, a w przypadku niemoznosci

ich zapamietania, przechowywac to hasto i dane w wybrany przez siebie bezpieczny sposéb i w

bezpiecznym miejscu, ktdre nie jest dostepne dla 0séb trzecich. Uzytkownik zobowigzany jest w taki

sam sposob przechowywac urzgdzenia stuzgce do logowania, uwierzytelniania lub autoryzacji (np.
klucz U2F). Niedopuszczalne jest przechowywanie w jednym miejscu razem hasta oraz danych, ktére
umozliwiajqg uwierzytelnienie lub autoryzacje (np. przechowywanie hasta wraz z innymi danymi,
uzytkownik zobowigzuje sie nie udostepnia¢ osobom trzecim zaufanego urzgdzenia mobilnego,
ktérego skutkiem bytoby umozliwienie osobie trzeciej uzyskania danych do uwierzytelnienia lub
autoryzagji lub ztozenie dyspozycji w Systemie,

uzytkownik zobowigzuje sie:

a) nie instalowa¢ ani nie zezwala¢ na instalowanie oprogramowania ani narzedzia w urzgdzeniu
zaufanym lub innym urzqdzeniu, z ktérego uzytkownik korzysta, aby tgczyc sie z Systemem,
ktore umozliwi osobie

b) nietgczyc urzgdzenia zaufanego lub innego urzgdzenia, z ktérego uzytkownik korzysta, aby
tqczyc sig z Systemem z oprogramowaniem, ktére umozliwi innym osobom/ podmiotom
uzyskanie dostepu do Systemu, w tym przejecia kontroli nad urzgdzeniem uzytkownika lub
kierowaniem jego funkcjami (wszelkie sposoby podszywania sie pod uzytkownika),

uzytkownik zobowigzuje sie zabezpiecza¢ urzqgdzenie zaufane oraz urzgdzenia, z ktérych uzytkownik

korzysta, aby tgczyc sie z Systemem (np. komputer, telefon komérkowy, inne urzgdzenia mobilne)

przed ztosliwym oprogramowaniem lub dostepem oséb trzecich poprzez:

a) instalowanie wytgcznie legalnego oprogramowania na urzqdzeniu zaufanym oraz innych
urzqdzeniach, z ktérych tgczy sie z Systemem,

b) zainstalowanie oprogramowania antywirusowego, z tym, ze moze byc¢ ono bezptatne na
urzqdzeniu zaufanym oraz innych urzgdzeniach, z ktérych tgczy sie z Systemem,

c) ustalenie kodu, hasta lub PINu lub innego zabezpieczenia dostepu do urzgdzenia zaufanego lub
innego urzgdzenia, z ktérego uzytkownik tgczy sie z Systemem,

d) niedopuszczanie do zapisania - na urzqgdzeniu zaufanym lub innym urzgdzeniu
wykorzystywanym do uwierzytelnienia lub autoryzacji - cech biometrycznych oséb trzecich, np.
zapisania cech twarzy (funkcja face ID) lub linii papilarnych, obrazu naczyn krwionosnych (funkcja
touch ID), albowiem rodzi to ryzyko zakwalifikowania przez urzqdzenie danych osoby trzeciej jako
danych uzytkownika,

uzytkownik jest zobowigzany regularnie instalowa¢ aktualizacje (w tym nowe wersje i poprawki)

aplikacji mobilnej - nie pézniej niz w terminach okreslonych przez Bank. W przypadku, gdy

aktualizacja, nowa wersja lub poprawka jest krytyczna, Bank powiadamia uzytkownika o koniecznosci
jej zainstalowania, wdrozenia bezposrednio przed zalogowaniem. Ponadto w przypadku, gdy

uzytkownik zainstalowat aplikacje mobilng lub stale uzywa tego samego urzgdzenia, korzystajgc z

Systemu to uzytkownik jest zobowigzany regularnie aktualizowa¢ oraz instalowa¢ poprawki i nowe

wersje, co najmniej oprogramowania systemu operacyjnego (np. Android, iOS), ktére sq zalecane przez

producentéw urzgdzen lub oprogramowania, o ile dany producent przewiduje takie wsparcie. Brak
instalacji aktualnych wersji lub poprawek w powyzszym zakresie moze mie¢ wptyw na bezpieczenstwo

Systemu.

3. Uzytkownik jest zobowiqzany przestrzega¢ nastepujgcych zasad zwigzanych z uwierzytelnieniem i
autoryzacjg dyspozycji:
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1) przed kazdg autoryzacjq uzytkownik zobowigzany jest sprawdzi¢, czy dyspozycja jest zgodna z
zamiarem uzytkownika, a w przypadku, gdy uzytkownik przed autoryzacjqg otrzymuje informacje od
Banku, zobowigzany jest zapoznac¢ sie z tq informacjg. W przypadku, gdy dyspozycja dotyczy dodania
urzqdzenia do listy urzqgdzen zaufanych, uzytkownik przed ztozeniem dyspozycji powinien sie upewnic,
ze faktycznie je posiada (rzeczywiscie wtada urzgdzeniem),

2) uzytkownik zobowigzany jest niezwtocznie zawiadomi¢ Bank o przypadkach nieautoryzowanych,
nieprawidtowo zainicjowanych, niewykonanych lub nienalezycie wykonanych transakcjach ptatniczych
wskutek dyspozycji ztozonych za pomocg Systemu. Zawiadomienie to uzytkownik moze ztozyc¢ przez
System, telefonicznie przez infolinie lub w placéwce bankowej,

3) w przypadku, gdy uzytkownik zamierza korzysta¢ z metody uwierzytelniania lub autoryzacji opartej na
identyfikatorze biometrycznym, zobowigzany jest uzywac jednej, wytgcznie witasnej cechy
biometrycznej, ktéra stanowi podstawe do utworzenia identyfikatora biometrycznego. W przypadku,
gdy urzgdzenie mobilne umozliwia zapis kilku egzemplarzy danej cechy biometrycznej (np. linii
papilarnych kilku palcow) uzytkownik zobowigzany jest zapisa¢ wytgcznie jedng wtasng ceche
biometryczng, albowiem ta cecha zostanie nastepnie przyporzgdkowana do klucza uzytkownika, o
ktéorym mowa w § 1 ust. 2 pkt 8).

4, Uzytkownik zobowigzany jest takze do niezwtocznego zgtoszenia Bankowi utraty, kradziezy,
przywiaszczenia albo nieuprawnionego uzycia danych stuzgcych do uwierzytelnienia lub autoryzacji przez
System, jak réwniez nieuprawnionego dostepu do Systemu.

5. Uzytkownik zobowigzany jest takze do niezwtocznego powiadomienia Banku w przypadku stwierdzenia:

1) utraty kradziezy, przywtaszczenia lub stwierdzenia nieuprawnionego uzycia urzqdzenia zaufanego lub
telefonu komorkowego lub innego urzqdzenia, ktére jest powigzane z numerem telefonu oznaczonym,
jako telefon do autoryzacji lub urzgdzenia stuzgcego do logowania, uwierzytelniania lub autoryzacji (np.
klucz U2F),

2) jakiegokolwiek incydentu technicznego lub innej awarii zwigzanej z korzystaniem z Systemu, ktéra
moze w ocenie uzytkownika zagrozi¢ bezpieczeristwu Systemu lub bezpiecznemu korzystaniu przez
uzytkownika z Systemu,

3) Ze osoby trzecie podjety probe logowania do Systemu. Obowigzek niezwtocznego zawiadomienia Banku
istnieje takze w przypadku uzasadnionego, w opinii uzytkownika, podejrzenia, ze nastgpito naruszenie
zabezpieczen lub naruszenie poufnosci stosowanych przez uzytkownika indywidualnych danych
uwierzytelniajgcych takich jak np. kody, kody autoryzacyjny lub identyfikatory biometryczny.

6. W przypadkach, o ktérych mowa w ust. 4 lub ust. 5 oraz w przypadku ujawnienia lub podejrzenia, ze
nastgpito ujawnienie osobom trzecim danych stuzgcych do uwierzytelnienia lub autoryzacji dyspozycji lub
dostepu do Systemu przez inne osoby, uzytkownik powinien niezwtocznie:

1) powiadomi¢ Bank i dokona¢ blokady dostepu do Systemu lub zleci¢ Bankowi dokonanie blokady
dostepu do Systemu. Dyspozycje blokady Systemu mozna ztozy¢ w placéwce bankowej realizujgcej te
czynnos¢, przez System albo infolinie,

2) zmieni¢ wszystkie dane stuzgce do uwierzytelnienia lub autoryzacji, ktére sq mozliwe do zmiany.

7. W przypadku, gdy uzytkownik stwierdzi, ze:

1) doszto do popetnienia przestepstwa, w tym kradziezy tozsamosci lub dziatania skutkujgcego dostepem

do Systemu przez osobe nieuprawniong lub

2) doszto do uzycia przez osobe trzecig innych instrumentoéw ptatniczych lub danych, do ktérych dostep

umozliwia System lub jakakolwiek jego czes¢, lub

3) pozyskanie przez osoby trzecie cech biometrycznych lub identyfikatoréw biometrycznych

zarejestrowanych na zaufanym urzgdzeniu mobilnym moze prowadzi¢ do nieuprawnionego dostepu
tych osoéb do aplikacji mobilnej i nieuprawnionej autoryzacji dyspozycji

- uzytkownik zobowigzany jest niezwtocznie podjq¢ dziatania przewidziane w ust. 5 oraz zastrzec w

odpowiednich instytucjach okreslone dane lub numery instrumentéw ptatniczych. Ponadto w przypadku

podejrzenia przestepstwa, uzytkownik zobowigzany jest zawiadomi¢ wtasciwy organ, w szczegoélnosci

Prokurature lub Policje.
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8. Postanowienia dotyczqgce dostepu do Systemu 0s6b trzecich nie dotyczq sytuagiji:

1) gdy w imieniu uzytkownika wystepujq dostawca swiadczqcy ustuge inicjowania transakgcji ptatniczej lub
dostawca $wiadczgey ustuge dostepu do informacji o rachunku, o ile dostawcy ci dziatajg za zgodg
uzytkownika w celu i w zakresie wykonywania tych ustug,

2) gdy innym uzytkownikiem systemu jest osoba matoletnia, w imieniu ktérej uzytkownik bedqcy
przedstawicielem ustawowym tej osoby matoletniej zawart umowe o System. Powyzsze nie narusza
zasady, ze kazdy z uzytkownikéw moze sktada¢ tylko wtasne dyspozycja, a osoba matoletnia moze
sktadac¢ dyspozycje jedynie w takim zakresie w jakim jest do tego upowazniona przez przedstawiciela
ustawowego lub uprawniona na mocy przepiséw prawa.

9. W celu ograniczenia ryzyka skorzystania przez uzytkownika ze stron internetowych podobnych do strony
Banku uzytkownik podczas logowania zobowigzany jest sprawdzi¢ czy strona, ktéra zostata wyswietlona
posiada certyfikat strony Banku. Sposob weryfikacji tego certyfikatu jest informacjg ogélnie dostepng i jest
podany na stronie internetowej Banku oraz na stronie logowania do Systemu Banku. Informacyjnie
podajemy obecng nazwe strony Banku - www.ing.pl. Nazwa strony moze ulec zmianie, Bank podaje jg w
Komunikacie.

10. Uzytkownik nie powinien:

1) logowac sie z urzqdzenia zaufanego lub innego urzgdzenia, ktérego stale uzywa podczas korzystania z
Systemu do stron internetowych, ktére sqg oznaczane jako niezabezpieczone lub niebezpieczne (w
takich przypadkach producenci oprogramowana stosujq takze praktyke wyswietlania na urzgdzeniu
uzytkownika komunikatu przy nazwie wyszukanej strony internetowej np. ,potgczenie nie jest
bezpieczne” lub oznaczenia/ znaku ,!"),

2) bezkrytycznie zezwala¢ aplikacjom instalowanym na urzgdzeniu zaufanym lub urzgdzeniu, ktérego
stale uzywa podczas korzystania z Systemu na dostep do innych aplikacji, a takze posiadanych zdjeg,
filmow lub kontaktow,

- albowiem takie praktyki zwiekszajg ryzyko dostepu oséb nieuprawnionych do urzgdzenia zaufanego lub

urzqdzenia, ktore uzytkownik stale uzywa podczas korzystania z Systemu.

11. Uzytkownik moze przekazac¢ zgtoszenia lub powiadomienia, o ktérych mowa w Regulaminie przez System,
telefonicznie przez infolinie lub w placéwce bankowe;.

§22b

1. Bank rozpoznaje zgtoszenie uzytkownika dotyczgce nieautoryzowanej transakcji przeprowadzajgc
wszechstronne badanie okolicznosci zwigzanych z transakcjg. Celem badania jest ustalenie czy dyspozycja
uzytkownika zostata prawidtowo ztozona i przez niego autoryzowana. Badanie obejmuje takze ustalenie czy
dyspozycja jest dyspozycjq uzytkownika, czy tez zostata ztozona przez osobe trzeciq, ztozonqg takze za
pomocg oprogramowania lub innego urzgdzenia.

2. W przypadku, gdy okaze sie, ze zgoda na wykonanie transakgji nie zostata ztozona przez ptatnika uznaje sie,
ze taka dyspozycja nie byta autoryzowana. Powyzsze nie narusza zasad odpowiedzialnosci opisanych
niniejszym Regulaminem.

§22c

1. W przypadku, gdy uzytkownik naruszy, co najmniej jedno zobowigzanie opisane w § 22a przyjmuje sie, ze
uzytkownik nie korzysta z Systemu zgodnie z Regulaminem.

2. Uzytkownik jest odpowiedzialny za nieautoryzowane transakcje w petnej wysokosci, jezeli byty
nastepstwem umyslnego lub bedgcego skutkiem razgcego niedbalstwa naruszenia przynajmniej jednego z
zobowigzan uzytkownika wskazanych w § 22a ust. 1-9.

3. Za wyjgtkiem ust. 2, odpowiedzialnos¢ uzytkownika za nieautoryzowane transakcje ogranicza sie do
rownowartosci w walucie polskiej kwoty 50 euro przeliczonej wedtug sredniego kursu euro ogtaszanego
przez NBP, ktory obowigzywat w dniu dokonania transakgji, jezeli transakcja nieautoryzowana jest
skutkiem:
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1) postuzenia sie utraconymi przez uzytkownika albo skradzionymi mu danymi stuzgcymi do
uwierzytelnienia lub autoryzacji,

2) przywiaszczenia przez osobe trzecig danych stuzgcych do uwierzytelniania lub autoryzacji. Uzytkownik
nie odpowiada za nieautoryzowane transakcje, w przypadku, gdy:

3) nie miat mozliwosci stwierdzenia utraty, kradziezy lub przywtaszczenia danych stuzgcych do
uwierzytelniania lub autoryzacji przed wykonaniem transakcji ptatniczej, z wyjgtkiem przypadku, gdy
uzytkownik dziatat umyslnie, lub

4) utrata danych stuzgcych do uwierzytelniania lub autoryzacji przed wykonaniem transakcji zostata
spowodowana dziataniem lub zaniechaniem ze strony Banku lub podmiotéw wskazanych w art. 6 pkt
10) w ustawie o ustugach ptatniczych.

4. Za wyjgtkiem sytuacji opisanych w ust. 2 i ust. 3 w przypadku wystgpienia nieautoryzowanej transakgji
Bank zwroci ptatnikowi kwote nieautoryzowanej transakcji niezwtocznie - nie pézniej jednak niz do korica
dnia roboczego nastepujgcego po dniu stwierdzenia wystgpienia nieautoryzowanej transakgji lub po dniu
otrzymania zgtoszenia - z wyjgtkiem przypadku, gdy Bank ma uzasadnione i nalezycie udokumentowane
podstawy, aby podejrzewac¢ oszustwo i poinformuje, o tym w formie pisemnej organy powotane do
$cigania przestepstw. W przypadku, gdy ptatnik korzysta z rachunku ptatniczego a zwrot wedtug powyzszej
zasady jest nalezny Bank przywroéci obcigzony rachunek do stanu, jaki istniatby, gdyby nie miata miejsca
nieautoryzowana transakcja ptatnicza.

5. Platnik nie odpowiada za nieautoryzowane transakcje po dokonaniu zgtoszenia Bankowi utraty, kradziezy,
przywiaszczenia albo nieuprawnionego uzycia danych stuzgcych do uwierzytelniania lub autoryzacji przez
System, jak réwniez nieuprawnionego dostepu do Systemu, o ktérym mowa w § 22a ust. 4 chyba, ze dziatat
umyslnie.

6. W przypadku, gdy transakcja byta nieautoryzowana, a Bank nie wymagat od uzytkownika silnego
uwierzytelniania, uzytkownik nie ponosi odpowiedzialnosci za nieautoryzowane transakcje ptatnicze, chyba
ze dziatat umyslnie. Powyzsze nie dotyczy sytuacji, gdy zgodnie z przepisami prawa Bank byt uprawiony do
rezygnacji z wymogu silnego uwierzytelniania. W przypadku, gdy odbiorca lub dostawca odbiorcy nie
akceptujg silnego uwierzytelniania uzytkownika odpowiadajg oni za szkode poniesiong przez Bank.

7. Niezaleznie od postanowien powyzszych, jezeli uzytkownik nie powiadomi o nieautoryzowanych,
nieprawidtowo zainicjowanych, niewykonanych, lub nienalezycie wykonanych transakcjach ptatniczych, w
terminie 13 miesiecy od dnia obcigzenia rachunku albo od dnia, w ktérym transakcja miata by¢ wykonana,
wygasajq roszczenia uzytkownika z tytutu nieautoryzowanych, niewykonanych lub nienalezycie
wykonanych transakgcji ptatniczych.

§22d

W przypadku, gdy uzytkownik naruszy, co najmniej jedno z zobowigzan okreslonych w § 22 lub § 22a oraz

gdy w zwigzku z tym naruszeniem okaze sie, ze:

1) osoba trzecia - korzystajqc z catosci lub czesci danych do uwierzytelnienia lub autoryzacji uzytkownika
- Ztozyta lub autoryzowata dyspozycje nie ptatniczqg, a Bank wykonat te dyspozycje lub ztozyt
odpowiadajqce jej o$wiadczenie (np. 0 zawarciu umowy), oraz

2) Bank ponidst szkode wskutek wykonania dyspozycji lub ztozenia odpowiadajgcego jej oswiadczenia,
bowiem dyspozycja ta nie pochodzita od uzytkownika,

to uzytkownik bedzie odpowiedziany za naprawienie szkody wyrzgdzonej Bankowi z tytutu naruszenia

zobowigzan przewidzianych w § 34 oraz § 34a odpowiednio do stopnia naruszenia tych zobowigzan.

2. Odpowiedzialnos¢ uzytkownika ogranicza sie do szkody rzeczywistej Banku powstatej wskutek naruszenia

zobowigzan przewidzianych w § 22 oraz 22a. Odpowiedzialno$¢ uzytkownika nie wytgcza dochodzenia przez

Bank odszkodowania wobec osoby trzeciej az do catkowitego pokrycia szkody.

=
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13. Pozostate zasady i rekomendacje bezpiecznego korzystania
z Systemu

§23

1. Bank powiadamia uzytkownika o biezgcych zagrozeniach tj. wystgpieniu oszustwa lub podejrzeniu jego
wystgpienia lub innych zagrozen dla bezpieczenstwa korzystania z Systemu. Powiadomienia te mogq by¢:
1) przekazywane uzytkownikowi przed logowaniem do Systemu,

2) przekazywane uzytkownikowi wewngtrz Systemu (np. po zalogowaniu, w wiadomosciach),

3) przekazywane innym bezpiecznym kanatem komunikacji uzgodnionym pomiedzy uzytkownikiem i
Bankiem.

Dodatkowo informacje w tej sprawie sq publikowane na stronie internetowej Banku.

2. Uzytkownik powinien zapoznac sie z powiadomieniami dot. zagrozen, o ktérych mowa w ust. 1 oraz
przestrzega¢ rekomendacji w nich wskazanych. Niezapoznanie sie z powiadomieniami o zagrozeniach i
nieprzestrzeganie rekomendacji moze wigzac sie m.in. z ryzykiem:

1) wystgpienia atakéw socjotechnicznych, podczas ktérych osoby trzecie mogq - podszywajgc sie pod
Bank lub inng instytucje - naktania¢ uzytkownika do udostepnienia danych identyfikacyjnych, kodéow
autoryzacyjnych lub kodu PIN,

2) autoryzacji przez uzytkownika dyspozycji, ktérej nie przygotowat,

3) wykorzystania urzgdzen, nad ktérymi kontrole przejety osoby trzecie.

3. Zaleca sie, aby uzytkownik upewnit sie, czy jego srodowisko komputerowe i srodowisko urzgdzenia
mobilnego jest bezpieczne. Uzytkownik zobowigzany jest do stosowania aktualnych rekomendacji Banku w
zakresie bezpieczenstwa transakcji internetowych w celu ochrony przed szczegélnymi zagrozeniami
powodowanymi przez tqczenie sie z sieciq internetowq. Rekomendacje te prezentowane sqg przez Bank na
stronie internetowej Banku. Informacje o kolejnych aktualizacjach tych rekomendacji sq wysytane przez
System.

4. Bank stosuje srodki bezpieczeristwa, ktdre zmniejszajq ryzyko korzystania z aplikacji mobilnej w sposéb
nieuprawniony. W zwigzku z tym, Bank ma prawo stosowa¢ elektroniczne mechanizmy sprawdzajgce czy
uzytkownik lub osoba trzecia dokonali zmian w zaufanym urzgdzeniu mobilnym lub w oryginalnym,
wymaganym przez producenta oprogramowaniu, ktére zostato zainstalowane na danym urzgdzeniu. Uznaje
sie, ze dokonanie zmian, o ktérych mowa powyzej moze skutkowa¢ ryzykiem przejecia kontroli nad
urzgdzeniem przez osobe nieuprawniong.

5. Jesli Bank ustali, ze wystepuje ryzyko przejecia kontroli nad urzgdzeniem zaufanym przez osobe
nieuprawniong, moze obnizy¢ limit transakcyjny dla zlecen ptatniczych w aplikacji mobilnej dokonywanych
z tego urzgdzenia - najnizej do 5% kwoty maksymalnego limitu dziennego dla tej aplikacji ustalonego w
Regulaminie. Bank niezwtocznie powiadomi o tym uzytkownika. Bank ma prawo zablokowa¢ System zgodnie
z § 27 ust. 2 jesli ryzyko, o ktérym mowa wyzej stanie sie wysokie lub Bank ustali, ze z urzgdzenia, nad
ktérym najprawdopodobniej przejeta kontrole osoba nieuprawniona, sq sktadane kolejne dyspozycje
ptatnicze lub inne dyspozycje, ktére prowadzityby do nieuprawnionego dostepu oséb trzecich do rachunkéw,
produktéw lub ustug bankowych za pomocq Systemu.
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§24

1. Bank na stronach internetowych banku i wewngtrz Systemu, publikuje informacje z zakresu bezpiecznego
korzystania z Systemu. Szczegdtowe informacje dot. miejsca publikacji informacji i rekomendacgji z zakresu
bezpieczeristwa znajdujg sie w Komunikacie.

2. Zalogowanie sie do Systemu bankowosci internetowej i korzystanie z tego Systemu na zgdanie
uzytkownika wymaga plikéw cookies lub innych technologii, ktére pochodzq z tego Systemu. Bank stosuje
pliki cookies i inne technologie zgodnie z Politykg cookies (zwana Politykg cookies). W Systemie
bankowosci internetowej pliki cookies i inne technologie wykorzystywane sq w celu ustanowienia i
utrzymania sesji uzytkownika w tym Systemie, wsparcia ochrony integralnosci transakcji oraz identyfikacji
cech technicznych i technologicznych urzgdzenia uzywanego podczas korzystania z ustug Systemu, w
zwigzku z wymogami bezpieczenstwa Systemu i dokonywanych transakcji. W przypadku, gdy uzytkownik
korzysta ze strony internetowej Banku, ale nie z Systemu bankowosci internetowej, moze, zgodnie z
Politykg Banku dotyczqcg plikéw cookies, ustawi¢ wtasng przeglgdarke internetowq tak, aby nie
akceptowac plikéw cookies innych niz uzywane w Systemie. Stosowana przez Bank Polityka cookies jest
dostepna na stronie internetowej Banku.

3. Uzytkownik jest obowigzany niezwtocznie powiadamia¢ Bank o wszelkich zmianach dotyczgcych danych
personalnych oraz danych kontaktowych uzytkownika. Zmiana danych moze zosta¢ ztozona za pomocq
Systemu bankowosci internetowej, o ile w Systemie istnieje techniczna funkcjonalno$¢ umozliwiajgca taki
sposob zmiany danych. Za wyjgtkiem, gdy uzytkownik dorecza dokument w formie aktu notarialnego,
wiasnorecznos¢ podpisu uzytkownika musi by¢ potwierdzona:

1) przez notariusza - w przypadku dokumentéw podpisanych na terenie Rzeczypospolitej Polskiej,

2) przez polskg placéwke dyplomatyczng, konsularng lub notariusza kraju, z ktérym Rzeczpospolita
Polska podpisata umowe o pomocy prawnej w sprawach cywilnych, lub potwierdzone urzedowo lub
notarialnie wraz z dotgczong apostille w rozumieniu konwencji - w przypadku dokumentéw
podpisanych za granicg.

4, Za wyjgtkiem ust. 5 dyspozycje sktadane drogg korespondencyjng muszg byc sktadne w formie wskazanej
w ust. 3.

5. Oswiadczenia uzytkownika, o ktérych mowa w § 29 ust. 1, § 31 ust. 3, mogq by¢ nadestane drogq
korespondencyjng bez spetnienia warunkéw okreslonych w ust. 3. Bank zastrzega sobie jednak prawo
dokonania dodatkowej weryfikacji nadestanych oswiadczen.

§25

1. System bankowosci internetowej mozna odblokowa¢ sktadajgc dyspozycje w placéwce bankowej
realizujgcej te czynnos¢, wypetniajgc odpowiedni wniosek na stronie internetowej Banku lub w aplikacji
mobilnej, o ile Bank dopuszcza takg funkcjonalnosé. Korzystanie z Systemu bedzie mozliwe po powtdrnym
nadaniu hasta lub kodu PIN do aplikacji mobilne;j.

2. Uzytkownik moze zmieni¢ dotychczasowe dane niezbedne do otrzymywania uwierzytelnienia lub
autoryzacj:

1) za pomocqg Systemu - jezeli jest w posiadaniu dotychczasowego telefonu do autoryzacji,
2) sktadajgc odpowiedni wniosek na stronie internetowej lub w placéwce banku - jezeli nie posiada
dotychczasowego numeru telefonu do autoryzacji.

§26

1. W celu zapewnienia bezpieczenstwa, urzgdzenie mobilne przeznaczone do korzystania ze wszystkich funkgji
aplikacji mobilnej musi zosta¢ dodane do listy zaufanych urzgdzert mobilnych. W przypadku gdy jedno
urzgdzenie mobilne zostat wskazane jako zaufane przez kilku uzytkownikéw, kazdy z tych uzytkownikow
jest zobowigzany spetnia¢ wymogi dotyczgce bezpieczenstwa przewidziane Regulaminem, w tym do
bezpiecznego zakonczenia uzywania aplikacji.

Lista zaufanych urzqgdzen mobilnych jest dostepna w Systemie.

N
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3. Urzgdzenie mobilne mozna usung¢ z listy w Systemie bankowosci internetowej lub w aplikacji mobilnej.
Bank ma prawo usung¢ urzgdzenie mobilne z listy, gdy powzigt uzasadniong watpliwos¢, ze uzytkownik nie
korzysta z tego urzgdzenia lub dostep do urzgdzenia uzyskata osoba nieuprawniona. Przyjmuije sie, ze
uzytkownik nie korzysta z urzgdzenia mobilnego, o ile nie logowat sie z tego urzgdzenia do aplikacji
mobilnej przez 90 dni. Uzytkownik moze ponownie wpisa¢ dane urzgdzenie na listg. Ze wzgledow
bezpieczeristwa usuwanie z listy - w zaleznosci od wersji aplikacji mobilnej - moze tez nastepowac
automatycznie wskutek aktywacji aplikacji na innym urzgdzeniu.

4. Zaufang przeglgdarke mozna usungc¢ z listy w Systemie bankowosci internetowej. Bank ma prawo usung¢
zaufang przeglgdarke z listy, gdy powzigt uzasadniong watpliwos¢, ze uzytkownik nie korzysta z tego
urzqdzenia lub dostep do urzgdzenia uzyskata osoba nieuprawniona. Ze wzgledéw bezpieczeristwa zaufana
przeglgdarka bedzie usuwana z listy po 90 dniach od daty jej dodania do listy zaufanych przeglgdarek.
Uzytkownik moze ponownie doda¢ dang przeglgdarke na liste.

5. Usuwanie klucza zabezpieczen z listy kluczy jest mozliwe w Systemie bankowosci, gdy uprzednio nastgpito
uwierzytelnienie z uzyciem klucza zabezpieczen bqdz w placéwce lub na infolinii banku.

6. W przypadku utraty, kradziezy, przywtaszczenia lub stwierdzenia nieuprawnionego uzycia zaufanego
urzqdzenia mobilnego uzytkownik zobowigzany jest najszybciej jako to mozliwe usung¢ urzgdzenie, ktérego
dotyczy podejrzenie, z listy zgodnie z ust. 3.

7. W przypadku podejrzenia nieuprawnionego uzycia Systemu lub kradziezy, przywtaszczenia urzgdzenia, z
ktérym jest powigzany telefon do autoryzagji lub podejrzenia umyslnego doprowadzenia do
nieautoryzowanej transakcji uzytkownik jest zobowigzany do niezwtocznego zawiadomienia Banku za
pomocg Systemu bankowosci internetowej lub przez infolinie.

§27

1. Bank zastrzega sobie prawo do przeprowadzania modernizacji, aktualizacji oraz regularnych konserwagji
technicznych Systemu bankowosci internetowej skutkujgcych okresowymi przerwami w dostepie do
Systemu lub do wybranych jego funkcjonalnosci. O powyzszych okolicznosciach Bank poinformuje, podajgc
szacunkowy czas braku lub ograniczenia dostepu:

1) za pomocq opcji wiadomosci w Systemie bankowosci internetowej i/ lub
2) na stronie internetowej Banku i/ lub
3) przezinfolinie.

2. Bank zastrzega sobie prawo do dokonania blokady dostepu do Systemu bankowosci internetowej ze
wzgleddw bezpieczenstwa. Przez wzgledy bezpieczenstwa nalezy rozumie¢ sytuacje nieuprawnionego
dostepu 0s6b trzecich do rachunkoéw, produktéw lub ustug bankowych za pomocg Systemu, lub tez
zagrozenie takq sytuacjq, a takze w przypadkach przewidzianych przepisami prawa.

3. W przypadku podejrzenia préby nieuprawnionego dostepu do Systemu, Bank moze na okreslony czas
wstrzyma¢ mozliwos¢ zalogowania sie do Systemu. O sposobie ponownego zalogowania sie do Systemu
Bank poinformuje w wiadomosci przestanej na telefon do autoryzagji.

4. Bank zastrzega sobie prawo odmowy wykonania dyspozycji lub wprowadzenia dodatkowych ograniczen i
zabezpieczen w stosunku do dyspozycji sktadanych przez System bankowosci internetowej, w przypadku
wystgpienia waznych okolicznosci uniemozliwiajgcych wykonanie tych dyspozycji, tj. przeszkéd natury
technologicznej, wzgleddw bezpieczeristwa lub sprzecznosci tresci dyspozycji z wigzgcymi uzytkownika
requlacjami obowigzujgcymi w Banku, a takze w przypadku niestosowania sie przez uzytkownika do ogélnie
obowigzujgcych przepiséw prawa.

5. Bank moze wprowadzi¢ ograniczenia w korzystaniu z Systemu bankowosci internetowej w przypadku, gdy
w oparciu o lokalizacje adresu IP ustali, ze Uzytkownik loguje sie do systemu w kraju, ktéry znajduje sie w
wykazie krajow wysokiego ryzyka. Wykaz takich krajéw i zakres ograniczen zostat szczegétowo okreslony na
stronie internetowej Banku.
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6. Bank zastrzega sobie mozliwos¢ wdrozenia ograniczer w korzystaniu z petnej funkcjonalnosci Systemu
bankowosci internetowej wobec okreslonej grupy uzytkownikéw znajdujgcych sie w takiej samej sytuagiji
prawnej lub faktycznej. Ograniczenia te mogg wynikac¢ z wymogdw bezpieczenstwa. O wprowadzonych
ograniczeniach Bank poinformuje uzytkownikéw w Systemie co najmniej 14 dni kalendarzowych przed datg
wdrozenia przedmiotowych ograniczen.

7. Zuwagi na zasady bezpieczenstwa, Bank ma prawo zgda¢ od uzytkownika aktualnych danych osobowych
lub potwierdzenia tych danych.

8. Uzytkownik nie ma prawa wpisywac ani przesyta¢ do Systemu tresci bezprawnych, ani tez uzywac
programow, ktére zagrazajg innym uzytkownikom Systemu lub zagrazajg integralnosci Systemu, w tym
danych w nim zawartych lub aplikacji informatycznych z nim wspétpracujgcych. Jesli dana ustuga
Systemu, w tym aplikacji mobilnej umozliwia wyswietlanie danych innych oséb, uzytkownik nie ma prawa
do zbierania tych danych, a moze je uzy¢ jedynie w celu zlecenia transakgiji.

9. Podczas korzystania z Systemu Bank moze przekazywac uzytkownikowi instrukcje dotyczqce techniczno
organizacyjnych narzedzi Systemu lub ogtoszenia o udostepnionych w jego ramach ustugach lub
funkcjonalnosciach. Instrukcje i ogtoszenia majg wytgcznie charakter informacyjny i nie sq reklamg. Mogg
by¢ przekazywane za pomocq dostepnych w Systemie srodkéw komunikacji lub mogq by¢ przedstawiane
w postaci m.in. graficznej, tekstowej, prezentacji lub animacji.

14. Wymogi techniczne korzystania z Systemu
§28

1. Uzytkownik moze korzystac¢ z Systemu po spetnieniu nastepujgcych, niezbednych do wspétpracy z
Systemem, minimalnych wymagan technicznych: posiadania urzqdzenia elektronicznego, w szczegdlnosci
takiego jak komputer, telefon, inne urzgdzenie mobilne, z dostepem do internetu wraz z zainstalowanym
na tym urzgdzeniu system operacyjnym i przeglgdarkgq internetowq. W przypadku zamiaru korzystania z
funkgcji obstugiwanych przez odrebne aplikacje np. aplikacji mobilnej, konieczne jest zainstalowanie danej
aplikacji na urzgdzeniu mobilnym..

2. W trakcie obowigzywania Umowy, Uzytkownik musi wskaza¢ telefon do autoryzacji i dysponowac ostatnio
wskazanym telefonem. Brak wskazania telefonu do autoryzacji uniemozliwia korzystanie z Systemu lub z
poszczegdlnych jego funkgji.

3. Wymogi techniczne zwigzane z komunikowaniem sig uzytkownika z Systemem:

1) dla bankowosci internetowej - system operacyjny Apple OS X oraz Windows,

2) dla aplikacji mobilnej - system operacyjny iOS oraz Android.

Dodatkowe informacje zwigzane z komunikowaniem sie uzytkownika z Systemem lub z okreslonymi
aplikacjami, programami, typami plikéw lub dotyczqgce przeglgdarek internetowych i ich wersji oraz wersji
systemow operacyjnych wskazane sg w Komunikacie oraz na stronie internetowej Banku.

4, W zwigzku z rozwojem technicznym i technologicznym, poszczegélne wersje Systemu, mogq byc
aktualizowane, udoskonalane, zmieniane lub zastepowane nowymi wersjami. O ile bedzie to mozliwe, z
technicznego punktu widzenia, aktualizacje lub udoskonalenia mogq by¢ dokonywane podczas pracy
Systemu. W przypadku, gdy ktérakolwiek z powyzszych operacji wymaga ponownego uruchomienia lub
zainstalowania, przez uzytkownika, nowej wersji Systemu, Bank poinformuje go o tym przy pomocy
odpowiednich ekranéw, zawiadomienr lub wiadomosci.

5. Bank moze wycofa¢ starszqg wersje Systemu, zastepujqc jg nowszg wersjg. W takim przypadku uzytkownik
jest informowany, z odpowiednim wyprzedzeniem, o przewidywanej dacie zastgpienia starszej wers;ji
nowszq i ewentualnych koniecznych czynnosciach, o ile ze wzgledéw technicznych wymagane bytoby
podjecie przez uzytkownika jakiekolwiek czynnosci, w szczegélnosci pobranie i instalacja nowej wersji lub
wykonanie tych czynnosci na danym rodzaju urzgdzenia.
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15. Rozwigzanie, wypowiedzenie i wygasniecie umowy

§29

1. Klient ma prawo rozwigza¢ Umowe ze skutkiem natychmiastowym, bez okresu wypowiedzenia.
Dyspozycja rozwigzania Umowy moze by¢ ztozona w formie pisemnej pod rygorem niewaznosci lub za
pomocg Systemu bankowosci internetowej, o ile System umozliwia taki sposob ztozenia oswiadczenia o
rozwigzaniu Umowy.

2. Bank ma prawo rozwigza¢ Umowe zawartq z klientem za dwumiesiecznym okresem wypowiedzenia.

3. Bank ma prawo do rozwigzania Umowy zawartej z klientem z zachowaniem odpowiedniego i
przewidzianego powyzej okresu wypowiedzenia, w przypadku (wazne przyczyny rozwigzania Umowy za
wypowiedzeniem):

1) stwierdzenia przez Bank, ze uzytkownik nie przestrzega zasad bezpiecznego korzystania z Systemu,
opisanych w rozdziale 13. Regulaminu,

2) powziecia przez Bank informacji stanowigcych uzasadnione podejrzenie popetnienia przez
uzytkownika przestepstwa z wykorzystaniem Systemu bankowosci internetowej lub przestepstwa na
szkode Banku,

3) nieudzielania przez uzytkownika, opisanych w Regulaminie, informacji niezbednych dla aktywagji
danej ustugi lub niezbednych do dalszego swiadczenia ustugi Systemu bankowosci internetowej,

4) podania przez uzytkownika danych lub informacji nieprawdziwych, lub niezgodnych ze stanem
faktycznym, w tym postuzenia sie przez uzytkownika dokumentami nieaktualnymi (réwniez
dokumentami, ktérych data waznosci uptyneta), dokumentami nieprawdziwymi, przerobionymi lub
podrobionymi,

5)  braku mozliwosci wykonania przez Bank obowigzkéw w ramach stosowania srodkéw bezpieczeristwa
finansowego, okreslonych w ustawie o przeciwdziataniu praniu pieniedzy oraz finansowaniu
terroryzmu.

4. Umowa ulega rozwigzaniu z dniem $mierci klienta. Fakt $mierci moze by¢ potwierdzony wiarygodnym
dokumentem m.in.:

1) petnym lub skroconym odpisem aktu zgonu,

2) swiadectwem zgonu,

3) pismem organu rentowego,

4) informacjq z rejestru Powszechnego Elektronicznego Systemu Ewidencji Ludnosci (PESEL),

5) pismem z policji, z sqdu, od komornika,

6) innym wiarygodnym dokumentem potwierdzajgcym fakt $mierci klienta.

W przypadku gdy dany dokument nasuwa watpliwosci, w szczegélnosci co do jego autentycznosci lub

potwierdzenia faktu lub daty $mierci uzytkownika, lub tez zachodzq inne istotne okolicznosci skutkujgce

watpliwosciami co do faktu lub daty $mierci uzytkownika, za dokument potwierdzajqcy fakt $mierci Bank
bedzie uznawat petny lub skrécony odpis aktu zgonu, chyba ze co innego wynika z orzeczenia sqd, lub
przepiséw prawa.
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16. Reklamacje. Rozwigzywanie sporéw

§30

1. W sprawach reklamacji dotyczqcych zlecen ptatniczych przewidzianych w tym Regulaminie, ale
zwigzanych z rachunkami uregulowanymi odpowiednio w Regulaminie rachunkoéw dla klientéw
indywidualnych stosuje sie postanowienia tego z regulaminéw, ktory jest wiasciwy dla danego rachunku.
Petnomocnictwo do warunkowego uznania rachunku albo obcigzenia go kwotqg wynikajgcq z reklamacgji,
ktore jest udzielone przez uzytkownika zgodnie z umowgq rachunku, obejmuje takze transakcje wynikajgce
ze zlecen ptatniczych przewidzianych niniejszym Regulaminem. Informacja pomocnicza o rachunkach,
ktore podlegajg odpowiednio Regulaminowi rachunkéw dla klientéw indywidualnych.

2. Ztozenie reklamacji dotyczqgcej nieautoryzowanych, nieprawidtowo zainicjowanych lub nienalezycie
wykonanych lub niewykonanych dyspozycji, ktére zostaty ztozone przez System musi nastgpic
niezwtocznie, jednak nie pézniej niz w ciggu 13 miesiecy od daty kwestionowanej dyspozycji.

3. Zzastrzezeniem postanowien § 22 i § 22a, w przypadku wystgpienia nieautoryzowanej, przez osobe
uprawniong do dysponowania rachunkiem, transakcji ptatniczej na rachunku, Bank zwréci niezwtocznie -
nie pozniej jednak niz do kornca dnia roboczego nastepujgcego po dniu stwierdzenia wystgpienia
nieautoryzowanej transakcji, ktorg zostat obcigzony rachunek ptatnika lub po dniu otrzymania stosownego
zgtoszenia, z wyjgtkiem przypadku gdy dostawca ptatnika ma uzasadnione i nalezycie udokumentowane
podstawy, aby podejrzewa¢ oszustwo i poinformuje o tym w formie pisemnej organy powotane do $cigania
przestepstw - kwote nieautoryzowanej transakcji ptatniczej i przywréci obcigzony rachunek do stanu, jaki
istniatby, gdyby nie miata miejsca nieautoryzowana transakcja ptatnicza.

4, Uzytkownik ma prawo sktada¢ reklamacje. Reklamacje mozna ztozy¢:

1) w postaci elektronicznej:
a) przez System bankowosci internetowej,
. b) na adres do doreczen elektronicznych wpisany do bazy adreséw elektronicznych, ktéry znajdziesz
na naszej stronie internetoweyj;
2) ustnie:
a) telefonicznie pod numerami wskazanymi na stronie internetowej Banku (koszt potgczenia wg
stawek operatora),
b) osobiscie w placéwce bankowej realizujgcej te czynnosé,
3) w formie pisemne;j:
a) przesytkg pocztowq na adres Banku wskazany na stronie internetowej Banku,
b) osobiscie w placéwce bankowej realizujgcej te czynnose,

5. W uzasadnionych przypadkach reklamacje ztozone przez System bankowosci internetowej lub telefonicznie
przez infolinie, a dotyczgce nieautoryzowanych, nieprawidtowo zainicjowanych, niewykonanych lub
nienalezycie wykonanych transakgji ptatniczych lub dyspozycji, uzytkownik zobowigzany jest potwierdzi¢
dodatkowo w formie pisemnej w placéwce bankowej realizujgcej te czynnosé¢, w terminie do 14 dni
kalendarzowych liczonych od daty ztozenia reklamagji.

. 6. Odpowiedz na reklamacje Bank przekazuje na nos$niku trwatym z wykorzystaniem tego samego kanatu (za
wyjqtkiem ustnego ztozenia reklamagji) jakim uzytkownik ztozyt reklamacje, chyba ze poinformuje nas, ze
chce jg otrzymac innym kanatem.
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7. Bank udzieli odpowiedzi najszybciej jak to mozliwe, jednak nie pézniej niz do 15 dni roboczych (w przypadku
reklamacji dotyczgcych ustug ptatniczych) i 30 dni (w przypadku reklamacji niedotyczgcych ustug
ptatniczych), liczqc od daty jej otrzymania. W trakcie rozpatrywania reklamacji Bank moze poprosi¢ o
dodatkowe informacje lub dokumenty. W szczegélnie skomplikowanych przypadkach, uniemozliwiajgcych
rozpatrzenie reklamacji i udzielenie odpowiedzi w tym terminie, moze on zosta¢ wydtuzony, jednak nie
moze przekroczyc¢ 35 dni roboczych (w przypadku reklamacji dotyczgceych ustug ptatniczych) i 60 dni (w
przypadku reklamacji niedotyczqcych ustug ptatniczych), liczgc od daty otrzymania reklamacji. Bank
poinformuje uzytkownika o przyczynach op6znienia, wskaze okolicznosci, ktére muszq zostac¢ ustalone dla
rozpatrzenia reklamacji, przewidywanym terminie zakoriczenia postepowania reklamacyjnego.

8. W trakcie postepowania reklamacyjnego Bank moze zwrdéci¢ sie do uzytkownika o przedstawienie
dodatkowych wyjasnien lub dokumentéw. W przypadku koniecznosci wyjasnienia dodatkowych
okolicznosci w zwigzku z prowadzonym postepowaniem reklamacyjnym, Bank zastrzega sobie prawo do
kontaktu telefonicznego z uzytkownikiem na numer telefonu wskazany przez uzytkownika do kontaktu z
Bankiem.

9. W przypadku nieuznania reklamacji przez Bank uzytkownik ma prawo ztozenia odwotania. O ile
uzytkownikowi sq znane nowe, majgce znaczenie dla sprawy fakty, okolicznosci lub dowody, powinien
Bankowi je ujawni¢ w zgdaniu. Bank rozpoznaje powtdrnie reklamacje w terminach wskazanych dla
rozpoznawania reklamacgji. Jesli w wyniku reklamacji powstanie spér pomiedzy klientem a Bankiem, to
moze on zosta¢ rozwigzany polubownie w drodze zawarcia ugody.

10. Ewentualne spory, ktére wynikajg z Umowy zawartej przez Bank i uzytkownika mogqg byc rozstrzygane w
trybie pozasqgdowym. Wnioski mozna sktada¢ do:

1) Rzecznika Finansowego, strona: www.rf.gov.pl. Rzecznik dziata zgodnie z ustawg o rozpatrywaniu
reklamacji przez podmioty rynku finansowego, Rzeczniku Finansowym i o Funduszu Edukagji
Finansowej,

2) Arbitra bankowego dziatajgcego przy Zwigzku Bankéw Polskich, strona:
https://www.zbp.pl/dla-klientow/arbiter-bankowy. Arbiter rozstrzyga spoér i wydaje swoje orzeczenie
zgodnie z regulaminem bankowego arbitrazu konsumenckiego.

11. Uzytkownik moze réwniez zwrdcic sie o pomoc do rzecznika konsumenta (miejskiego lub powiatowego).

12. Spory wynikajgce z Umowy moggq by¢ réwniez rozstrzygane na drodze sqgdowej. Sgdem wtasciwym dla
ewentualnych sporéw jest sqd ustalony zgodnie z przepisami kodeksu postepowania cywilnego.

13. Uzytkownik moze wnie$¢ do organu sprawujgcego nadzér nad Bankiem (Komisja Nadzoru Finansowego)
skarge na dziatanie Banku, jezeli zdaniem uzytkownika, dziatanie to narusza przepisy prawa oraz w
przypadku odmowy $wiadczenia na rzecz uzytkownika ustug ptatniczych.
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17. Zmiana regulaminu

§31

1. Bank zastrzega sobie prawo zmiany Regulaminu z waznych przyczyn. Za wazne przyczyny uznaje sie
nastepujgce przyczyny, ktorych skutkiem jest koniecznos¢ zmiany Regulaminu w niezbednym -
wynikajgcym z danej przyczyny - zakresie:

1) wprowadzenie nowych lub zmiana przepiséw prawa okreslajgcych zasady $wiadczenia przez Bank
ustug lub okreslajgcych zasady korzystania z tych ustug przez uzytkownika,

2) wuydanie przez organ nadzorczy lub inny uprawniony podmiot, decyzji, rekomendacji, zalecenia,
stanowiska, orzeczenia lub innego dokumentu okreslajgcego zasady $wiadczenia przez Bank ustug,
lub okreslajgcego zasady korzystania z tych ustug przez uzytkownika w ramach zawartej z nim
umowuy,

3) rozszerzenie, zmiane lub ograniczenie funkcjonalnosci ustug, zmiane zasad korzystania z ustug przez
uzytkownika, wprowadzenie nowych ustug, rezygnacje z wykonywania niektérych czynnosci
bedgcych przedmiotem ustug $wiadczonych przez Bank w ramach zawartej z uzytkownikiem umowy,

4)  zmiany w systemie informatycznym Banku wynikajgce z:

a) udoskonalenia systemoéw informatycznych Banku spowodowanych rozwojem technologicznym,

b) obligatoryjnych zmian wprowadzonych w migdzybankowych systemach rozliczeniowych w
odniesieniu do uczestnikéw tych systemow,

c) zmian dostawcédw oprogramowania skutkujgcych zmiang funkcjonalnosci systemu
informatycznego Banku,

wptywajgce na objete niniejszym Regulaminem ustugi $wiadczone przez Bank lub zasady korzystania z

tych ustug przez uzytkownika w ramach zawartej z nim umowuy.

2. O zmianach Regulaminu Bank zawiadamia uzytkownika, w sposéb z nim uzgodniony i okreslony w § 32
ust. 2 nie pézniej niz dwa miesigce przed proponowang datg wejscia w zycie zmian Regulaminu.

3. Uzytkownik ma prawo, przed dniem proponowanego wejscia w zycie zmian:

1) wypowiedzie¢ Umowe bez ponoszenia optat ze skutkiem od dnia poinformowania go o zmianie, nie
pozniej jednak niz do dnia w ktérym te zmiany zostatyby zastosowane,

2) zgtosi¢ sprzeciw wobec proponowanych zmian.

Jezeli przed proponowang datg wejscia w zycie zmian uzytkownik nie ztozy pisemnego sprzeciwu wobec

tych zmian, uwaza sie ze wyrazit na nie zgode. W przypadku, gdy uzytkownik ztozy sprzeciw, ale nie

dokona wypowiedzenia Umowy, Umowa wygasa z dniem poprzedzajgcym dzien wejscia w zycie
proponowanych zmian, bez ponoszenia optat.

4. Zmiana funkcjonalnosci wystepujgcych w ramach Systemu lub w ramach poszczegdélnych ustug, ktéra jest
spowodowana rozwojem technicznym/ technologicznym nie powoduje koniecznosci zmiany Regulaminu,
o ile nie zmieni to zasad $wiadczonych uzytkownikowi ustug w ramach zawartej z nim Umowy.

5.  Przed proponowang datg wejscia w zycie zmian Regulaminu Bank moze umozliwi¢ uzytkownikowi
korzystanie ze zmian w istniejgcych ustugach lub korzystanie z nowych ustug, o ile uzytkownik
zaakceptuje zmiane Regulaminu dotyczgcq danej ustugi.

18. Postanowienia koncowe
§32

1. Regulamin jest dostepny w placéwkach bankowych oraz na stronie internetowej Banku.
2. Bank zawiadamia klienta o kazdej zmianie Regulaminu w formie powiadomienia na trwatym nosniku
informacji wysytanego:
1) przez System bankowosci internetowej albo
2) winny sposob uzgodniony przez strony.
3. Tytuty rozdziatdw majg wytgcznie znaczenie informacyjne, utatwiajgce orientacje w tekscie Regulaminu.
4. Regulamin jest wazny od 22 marca 2026 roku.
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Zatgcznik 1

Tryb realizacji zlecen ptatniczych i innych dyspozycji sktadanych przez
system bankowosci internetowe;j

Godziny graniczne przyjmowania zlecen ptatniczych poprzez System bankowosci internetowej uzaleznione sq
od godzin dziatania systemow Banku co odzwierciedla ponizsza tabela. Zlecenie ptatnicze ztozone poprzez

System bankowosci internetowej po godzinie granicznej uznaje sie za otrzymane w pierwszym dniu roboczym
nastepujgcym po dniu ztozenia tego zlecenia.

Tryb realizacji zlecen ptatniczych dotyczgcych polecenia przelewu, statego zlecenia

ptatniczego

Godzina graniczna przyjmowania
zlecen ptatniczych

Rodzaj zlecenia ptatniczego:
z biezqcq datq realizacji

Rodzaj zlecenia ptatniczego:
z odroczong datq realizacji
bez wzgledu na godzine zlecenia

brak
zlecenie wykonywane w czasie
rzeczywistym

Zlecenia, ktdre nie wymagajqg przewalutowania:

a) polecenie przelewu wewnetrznego
w PLN albo przelew w ramach ustugi
"Ptac z ING"
b) polecenie przelewu wewnetrznego
w walutach obcych
c) przelew krajowy ztozony jako przelew Express
ELIXIR albo przelew BlueCash

Zlecenia, ktére nie wymagajg przewalutowania:

a) polecenie przelewu wewnetrznego w PLN

b) polecenie przelewu wewnetrznego w walutach
obcych

c) zlecenie state na rachunki w banku

brak

zlecenie wykonywane zgodnie z
harmonogramem ses;ji rozliczeniowych
banku

Zlecenia, ktdre nie wymagajqg przewalutowania:
a) przelew krajowy, w tym ztozony jako przelew
w ramach ustugi ,Pta¢ z ING”

Zlecenia, ktére nie wymagajqg przewalutowania:
a) przelew krajowy
b) state zlecenia na rachunki w innych bankach

15:00
(od poniedziatku do pigtku)

Zlecenia, ktére wymagajq i nie wymagajq
przewalutowania
a) przelew TARGET

Zlecenia, ktére wymagajq i nie wymagajq
przewalutowania
a) przelew TARGET

17:00
(od poniedziatku do pigtku)

Zlecenia, ktdre nie wymagajq przewalutowania:

a) przelew walutowy poza krajem
b) polecenie przelewu SEPA
c) polecenie przelewu w walucie obcej

Zlecenia, ktére nie wymagajq przewalutowania:

a) przelew walutowy poza krajem
b) polecenie przelewu SEPA
c) polecenie przelewu w walucie obcej

17:00
(od poniedziatku do pigtku)

Zlecenia, ktére wymagajg przewalutowania:

a) przelew krajowy

b) przelew walutowy poza krajem

c) polecenie przelewu SEPA

d) polecenie przelewu w walucie obcej

Zlecenia, ktére wymagajg przewalutowania:

a) przelew krajowy

b) przelew walutowy poza krajem

c) polecenie przelewu SEPA

d) polecenie przelewu w walucie obcej

19:00
(od poniedziatku do pigtku)

Zlecenia, ktére wymagajg przewalutowania:

a) polecenie przelewu wewnetrznego w PLN
b) polecenie przelewu wewnetrznego
w walutach obcych

Zlecenia, ktére wymagajg przewalutowania:

a) polecenie przelewu wewnetrznego w PLN
b) polecenie przelewu wewnetrznego
w walutach obcych
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Odwotywanie przelewdéw ztozonych przez system bankowosci internetowe;j

Uzytkownik moze odwota¢ w Systemie bankowosci internetowej przelew z rachunkéw oszczednosciowo-
rozliczeniowych ztozony przez ten system, za wyjqtkiem przelewow z biezqcg datq realizacji inicjowanych przez
dostawce $wiadczqcego ustuge inicjowania transakgcji ptatniczej

Rodzaj przelewu, ktéry mozna Kiedy mozna odwota¢ przelew
odwotac z biezgcq datq realizacji

e przelew krajowy, ktéry nie e Zztozony od godziny 00:01 do 8:15 od poniedziatku do pigtku
wymaga przewalutowania i nie mozna odwota¢ do godziny 9:00 w dniu ztozenia przelewu
jest realizowany w czasie e ztozony od godziny 8:16 do 11:35 od poniedziatku do pigtku
rzeczywistym oraz nie jest mozna odwota¢ do godziny 13:00 w dniu ztozenia przelewu

ztozony jako przelew w ramach

e ztozony od godziny 11:36 do 14:45 od poniedziatku do pigtku
ustugi ,Pta¢ z ING”

mozna odwota¢ do godziny 15:30 w dniu ztozenia przelewu

e ztozony od godziny 14:46 do 24:00 od poniedziatku do pigtku
mozna odwota¢ do godziny 9:00 najblizszego dnia roboczego

e ztozony od godziny 00:01 do 24:00 w sobote, niedziele lub w dniu ustawowo wolnym
od pracy Banku mozna odwota¢ do godziny 9:00 najblizszego dnia roboczego

e przelew TARGET e Zztozony od godziny 17:01 do 24:00 od poniedziatku do pigtku
« przelew krajowy, ktéry wymaga mozna odwota¢ do poczqgtku najblizszego dnia roboczego (do godziny 00:00)
przewalutowania * ztozony od godziny 00:01 w sobote, niedziele lub w dniu ustawowo wolnym od pracy

« przelew walutowy poza krajem Banku mozna odwota¢ do poczgtku najblizszego dnia roboczego (do godziny 00:00)
e polecenie przelewu SEPA

* polecenie przelewu w walucie obcej

* polecenie przelewu e Zztozony od godziny 19:01 do 24:00 od poniedziatku do pigtku
wewnetrznego, ktére wymaga mozna odwota¢ do poczgtku najblizszego dnia roboczego (do godziny 00:00)
przewalutowania e zlozony od godziny 00:01 w sobote, niedziele lub w dniu ustawowo wolnym od pracy

Banku mozna odwota¢ do poczgtku najblizszego dnia roboczego (do godziny 00:00)

Srodki pieniezne z tytutu odwotanego przelewu zwrécimy na rachunek najpézniej w najblizszym dniu roboczym.

ING Bank Slgski S.A. z siedzibg w Katowicach, ul. Sokolska 34, 40-086 Katowice, zarejestrowany przez Sqd Rejonowy Katowice-Wschod w Katowicach,
VIII Wydziat Gospodarczy Krajowego Rejestru Sqdowego pod numerem KRS 0000005459, posiadajgcy numer identyfikacji podatkowej NIP: 634-013-
54-75, o wptaconym kapitale zaktadowym 130 100 000,00 zt www.ing.pl
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