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2.
1)

1. POSTANOWIENIA OGOLNE
§1

System bankowosci internetowej jest nazwg handlowq ustugi bankowosci elektronicznej,
o ktérej mowa w Rozporzgdzeniu Ministra Rozwoju i Finanséw w sprawie wykazu ustug
reprezentatywnych powiqzanych z rachunkiem ptatniczym z dnia 14 lipca 2017 r. (dalej:
Rozporzgdzenie). Zgodnie z Rozporzgdzeniem ustuga bankowosci elektronicznej polega na
dostepie do rachunku ptatniczego przez Internet, ktéra umozliwia sprawdzenie salda rachunku
ptatniczego, zmiane limitéw dla ptatnosci bezgotéwkowych i transakgji dokonywanych przy
uzyciu karty debetowej lub ztozenie innego rodzaju dyspozycji do rachunku.

System bankowosci internetowej obejmuje takze ustugi nie powigzane z rachunkami
ptatniczymi. Dalej w Regulaminie bedg uzywane nazwy handlowe (tj. System bankowosci
internetowej, System) na okreslenie ustugi bankowosci elektroniczne;j.

Uzyte w Regulaminie terminy i skréty oznaczajq:

aplikacja mobilna - aplikacja Banku przeznaczona na urzgdzenia mobilne. Jest ona czesciq
Systemu bankowosci internetowej i umozliwia takze dostep do niego po jej zainstalowaniu
na urzqdzeniu mobilnym uzytkownika. Aplikacja mobilna moze by¢ dostepna w réznych
wersjach i pod réznymi nazwami handlowymi m.in.: ,Moje ING mobile” lub ,ING BankMobile”
lub inne nazwy. Wykaz aplikacji mobilnych przeznaczonych dla danego typu urzgdzen
mobilnych, zakres ich funkcjonalnosci, w tym rodzaje dyspozycji, jakie mogq zosta¢ ztozone
przy ich pomocy opisuje Komunikat. Poszczegélne, oznaczone innymi nazwami, wersje
aplikacji mobilnej moggq sie rézni¢ wymogami technicznymi;

Bank - ING Bank Slgski Spétka Akcyjna z siedzibg w Katowicach, przy ul. Sokolskiej 34, 40-086
Katowice, wpisany do Rejestru Przedsiebiorcéw w Sqdzie Rejonowym Katowice-Wschod
Wuydziat VIl Gospodarczy Krajowego Rejestru Sgdowego pod numerem KRS 0000005459,
o kapitale zaktadowym w kwocie 130 100 000 zt oraz kapitale wptaconym
w kwocie 130 100 000 zt, NIP 634-013-54-75, o miedzynarodowym kodzie identyfikacyjnym
w systemie SWIFT (BIC) - INGBPLPW i adresie poczty elektronicznej: info@ing.pl i numerze
telefonu: 801 222 222, podlegajgcy nadzorowi Komisji Nadzoru Finansowego z siedzibg
w Warszawie, ul. Piekna 20, 00-549 Warszawa, prowadzqcy na podstawie zezwolers Komis;ji
Nadzoru Finansowego, dziatalnos¢ maklerskg w wyodrebnionym organizacyjnie Biurze
Maklerskim ING Banku Slgskiego S.A;;

Biuro Maklerskie - Biuro Maklerskie ING Banku Slgskiego S.A. Biuro Maklerskie jest nazwg
wyodrebnionej organizacyjnie jednostki Banku prowadzqcej, w ramach Banku, dziatalnos¢
maklerskag;

czytnik cech biometrycznych - funkcja urzgdzenia mobilnego udostepniona przez jego
producenta lub producenta zainstalowanego na nim oprogramowania. Stuzy on do
odczytywania cech biometrycznych i ich zapisania w urzgdzeniu w celu utworzenia
odpowiadajqgcego im cyfrowego klucza uzytkownika;

identyfikator biometryczny - utworzony w urzgdzeniu mobilnym i zapisany w nim cyfrowo
klucz uzytkownika, generowany dla jednej, okreslonej cechy biometrycznej uzytkownika
i odpowiadajgcy unikatowemu kodowi, ktéry tworzy Bank. Dla przyktadu cechg
biometryczng moze by¢ odcisk palca lub indywidualne cechy twarzy. Unikatowy kod jest
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8)

9)

stale powigzany z loginem uzytkownika. Kod ten tworzony jest po akceptacji przez
uzytkownika metody uwierzytelniania lub autoryzacji dyspozycji za pomocq identyfikatora
biometrycznego. Uzytkownik moze cofngc zgode na jego uwierzytelnianie lub autoryzacje
dyspozycji za pomocq identyfikatora biometrycznego wytqczajgc te metode w aplikacji
mobilnej. Cecha biometryczna i ww. klucz uzytkownika nie sq przekazywane Bankowi ani
przez niego zapisywane;

dostawca s$wiadczgcy ustuge dostepu do informacji o rachunku (zwany takze
uprawnionym podmiotem trzecim) - dostawca ustug ptatniczych prowadzqcy dziatalnos¢
gospodarczg w zakresie $wiadczenia ustugi dostepu do informacji o rachunku lub dostawca
$wiadczgey wuytgceznie ustuge dostepu do informacji o rachunku - w rozumieniu ustawy
o ustugach ptatniczych;

dostawca $wiadczqgcy ustuge inicjowania transakcji ptatniczej (zwany takze uprawnionym
podmiotem trzecim) - dostawca ustug ptatniczych prowadzqcy dziatalnos¢ gospodarczg
w zakresie $wiadczenia ustugi inicjowania transakcji ptatniczej - w rozumieniu ustawy
o ustugach ptatniczych;

dyspozycja - kazde oswiadczenie, ktére ztozyt klient i/lub uzytkownik, zlecenie ptatnicze jest
tez dyspozycjg;

dzien roboczy - dzien inny niz sobota lub inny niz dzien ustawowo wolny od pracy;

10) hasto - cigg znakéw, ktory ustala uzytkownik. Stuzy ono do logowania sie do Systemu
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bankowosci internetowej oraz do nadania kodu PIN do aplikacji mobilnej. Liczbe i typ znakow
hasta wskazuje system w chwili jego ustalania;

) identyfikator uzytkownika (zwany takze loginem) - indywidualny cigg znakéw nadawany
uzytkownikowi przez Bank, ktéry stuzy do logowania sie uzytkownika do Systemu
bankowosci internetowej, w tym aplikacji mobilnej. Sktada sie on z trzech pierwszych liter
imienia, trzech pierwszych liter nazwiska oraz czterech cyfr losowych i moze byc¢ konieczny
do uwierzytelnienia uzytkownika;

) jednorazowy kod aktywacyjny - ciqq liter i cyfr generowany losowo przez Bank. Stuzy on do
nadania hasta do Systemu bankowosci internetowej i ustalenia telefonu do autoryzacji;

) infolinia - linia telefoniczna przeznaczona do udzielania informacji, prowadzenia akcji
marketingowych, sprzedazy i obstugi wybranych produktéw i ustug bankowych, a takze ofert
handlowych innych podmiotéw, ktérych ustugi lub produkty sq oferowane przez Bank lub sq
zwigzane z dziatalnoscig Banku;

ING Bank Hipoteczny - ING Bank Hipoteczny Spotka Akcyjna z siedzibg w Katowicach, przy
ul. Chorzowskiej 50, 40-101 Katowice, wpisany do Rejestru Przedsiebiorcow w Sqdzie
Rejonowym Katowice-Wschod Wydziat VIl Gospodarczy Krajowego Rejestru Sgdowego pod
numerem KRS 0000723965, o kapitale zaktadowym w kwocie 210 000 000, 00 zt oraz kapitale
wptaconym 210 000 000,00 z, NIP 205-000-51-99, adresie poczty elektroniczne;j:
info@inghipoteczny.pl i numerze telefonu: 32 357 84 33, podlegajgcy nadzorowi Komisji
Nadzoru Finansowego z siedzibg w Warszawie, ul. Piekna 20, 00-549 Warszawa;

) klient - strona Umowy z Bankiem o System bankowosci internetowej. Strong Umowy moze
by¢ klient indywidualny lub przedsiebiorca;

16) klient indywidualny - osoba fizyczna, ktéra jest strong Umowy z Bankiem, na podstawie

ktorej zostat udostepniony System bankowosci internetowej i jest konsumentem
w rozumieniu Kodeksu Cywilnego;




17) kod autoryzacyjny - cigg cyfr lub liter lub innych znakow, ktéry stuzy do uwierzytelnienia
uzytkownika, w tym podczas aktywacji Systemu lub aplikacji mobilnej, lub jednorazowej
autoryzacji dyspozycji sktadanych przez uzytkownika, w tym dyspozycji ptatniczych. Kod ten
moze by¢ wymagany takze do dostepu do Systemu, w tym aplikacji mobilnej lub urzqdzenia
lub ztozenia dyspozycji. Kod ten jest generowany przez Bank chyba, ze dany rodzaj kodu
ustala uzytkownik. Rodzajem kodu autoryzacyjnego moze by¢ np. kod SMS, kod BLIK, kod
PIN, kod urzqdzenia. Za kazdym razem, gdy Regulamin pozwala na uwierzytelnianie lub
autoryzacje za pomocg identyfikatora biometrycznego, a uzytkownik wigczyt metode
uwierzytelniania lub autoryzacji za pomocq identyfikatora biometrycznego, jest on kodem
autoryzacyjnym w rozumieniu Regulaminu;

18) kod BLIK - ciqg cyfr, ktéry generuje Bank. Za jego pomocq uzytkownik moze autoryzowaé
transakcje BLIK lub transakcje BLIK od odbiorcy;

19) kod PIN - wielocyfrowy kod do logowania sie do aplikacji mobilnej, autoryzacji dyspozycji lub
zlecen ptatniczych. Ustala go i zmienia uzytkownik. W chwili jego ustalania lub zmiany Bank
informuje uzytkownika o wymaganej ilosci cyfr w kodzie PIN;

20) Komunikat - wydany przez Bank Komunikat dla uzytkownikéw Systemu bankowosci
internetowej;

21) konwencja - konwencja z 5 pazdziernika 1961 r. znoszqca wymog legalizacji zagranicznych
dokumentow urzedowych;

22) lista zaufanych urzgdzert mobilnych (dalej lista) - zawiera wszystkie urzgdzenia mobilne,
ktore uzytkownik uznaje za bezpieczne i ktére spetniajg wymogi dotyczqce zasad
bezpieczenstwa okreslone Regulaminem iza pomocg ktérych decyduje sie korzystac
z aplikacji mobilnej. W zaleznosci od wersji aplikacji mobilnej uzytkownik moze modyfikowac
liste przez dodawanie lub usuwanie z niej poszczegolnych urzgdzern mobilnych. Lista moze
zawiera¢ jedno lub wiecej urzqdzen. Urzgdzenie mobilne wpisywane jest na liste
w momencie aktywacji na nim aplikacji mobilnej. Przed zapisaniem danego urzgdzenia jako
zaufanego urzgdzenia mobilnego, Bank moze wymaga¢ podania lub potwierdzenia danych
lub informacji w celu zidentyfikowania tozsamosci klienta. Mogg to by¢ takze takie
informacje, ktére, wedtug wiedzy Banku, sq znane wytgcznie klientowi. Takie urzqdzenie
nazywane jest dalej zaufanym urzgdzeniem mobilnym;

23) odbiorca - osoba fizyczna, osoba prawna oraz jednostka organizacyjna niebedgca osobg
prawng, ktérej ustawa przyznaje zdolnos¢ prawng, bedgca odbiorcq $rodkéw pienigznych
stanowigcych przedmiot transakgcji ptatniczej;

24) oddziat - oddziat ING Banku Slgskiego S.A. i inne placéwki Banku lub podmioty reprezentujgce
Bank, lub punkty sprzedazy lub punkty obstugi klienta;

25) osoba matoletnia - osoba fizyczna w wieku od 13 do 18 lat;

26) platforma mobilna BLIK (dalej BLIK) - obejmuje ustugi $wiadczone przez Bank dla
uzytkownika, ktére umozliwiajg wykonywanie transakgji ptatniczych udostepnianych w jej
ramach;

27) ptatnik - osoba fizyczna, osoba prawna oraz jednostka organizacyjna niebedgca osobg
prawng, ktorej przepisy przyznajq zdolnos¢ prawng, sktadajqca zlecenie ptatnicze;

28) powiadomienie PUSH/ push - rodzaj komunikatu, ktéry wyswietlany jest na zaufanym

urzgdzeniu mobilnym z zainstalowang aplikacjg mobilng. Aby uzytkownik mégt otrzymywac
push-e, musi mie¢ witqgczong te funkcje w urzgdzeniu mobilnym, na ktérym aplikacja mobilna
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jest zainstalowana oraz wyrazi¢ zgode na ich otrzymywanie. Systemy operacyjne, dla
ktorych Bank udostepnia push-e podane sqg w Komunikacie;

29) przedsigbiorca - osoba prowadzqgca jednoosobowq dziatalno$¢ gospodarczq oraz kazdy inny
podmiot, ktéry zostat strong Umowy z Bankiem, na podstawie ktérej zostat udostepniony
System bankowosci internetowej, a jednoczesnie nie jest klientem indywidualnym;

30) przedstawiciel ustawowy - rodzic wykonujgcy prawa rodzicielskie, opiekun prawny lub
kurator uprawniony do reprezentowania osoby matoletniej;

31) przelew na telefon - jeden z typdéw przelewu/ polecen przelewu, wyrazony w ztotych (PLN),
umozliwiajgcy przekazanie $rodkéw na rachunek bankowy prowadzony w Banku albo
w innym banku w kraju. Przelew na telefon wymaga wskazania przez ptatnika, co najmniej
numeru telefonu komoérkowego odbiorcy bedgcego osobq fizyczng albo przedsiebiorcqg oraz
kwoty w PLN. Szczegdtowe zasady i warunki realizowania przelewu na telefon opisuje
Regulamin;

32) przycisk akceptacji - przycisk, ktérym uzytkownik potwierdza ztozenie dyspozycji. Moze by¢
oznaczony znakami graficznymi lub nazwami, np. ,Wuyslij", ,Zatwierdz", ,Potwierdz”,
LZamow”, ,Akceptuj”. W zaleznosci od dyspozycji moze byc¢ zamieszczony w réznym miejscu
Systemu bankowosci internetowej, w tym w aplikacji mobilnej;

33) rachunek BLIK - rachunek bankowy, ktéry zostat ustalony przez klienta albo Bank i ktéry jest
powigzany w sposéb opisany w Regulaminie z BLIK. Rachunek BLIK stuzy uzytkownikowi do
wykonywania zlecen ptatniczych w ramach BLIK;

34) rachunek ptatniczy - to rachunek ptatniczy w rozumieniu ustawy o ustugach o ptatniczych.
Wigzqce klienta regulacje umowne, ktére dotyczq danego rachunku zawierajq informacje,
czy dany typ rachunku prowadzonego przez Bank jest rachunkiem ptatniczym;

35) rachunek optat - wskazany w Umowie rachunek, z ktérego pobierane sq optaty i prowizje
nalezne Bankowi. Bank informuje, jakie rodzaje rachunkéw moggq by¢ rachunkiem optat na
stronie internetowej Banku oraz w Komunikacie;

36) rachunek oszczednoséciowo-rozliczeniowy - rachunek ptatniczy w rozumieniu Regulaminu
rachunkéw dla klientow indywidualnych, w tym podstawowy rachunek ptatniczy;

37) Regulamin - niniejszy Regulamin;
38) Regulamin rachunkéw dla klientéw indywidualnych - Regulamin $wiadczenia przez ING
Bank Slgski S.A. ustug w ramach prowadzenia rachunkdw ptatniczych dla oséb fizycznych;

39) Regulamin rachunkéw dla przedsiebiorcéw - Regulamin $wiadczenia przez ING Bank Slgski
S.A. ustug w ramach prowadzenia rachunkdéw bankowych;

40) silne uwierzytelnianie uzytkownika (zwane silnym uwierzytelnianiem) - oznacza
stosowang przez Bank i wymagang przepisami prawa procedure uwierzytelniania, ktéra
zapewnia ochrone poufnosci danych i wymaga potwierdzenia, co najmniej dwoch sposrod
elementéw nalezgcych do kategorii: a) wytgcznej wiedzy uzytkownika b) posiadania
wuytgcznie przez uzytkownika okreslonej rzeczy lub urzgdzenia lub ¢) cechy uzytkownika.
Potwierdzenie to musi by¢ niezalezne w taki sposoéb, ze naruszenie jednego z jej elementéw
nie ostabia wiarygodnosci pozostatych.

Przy zachowaniu powyzszej reqguty potwierdzenie tych okolicznosci wymaga¢ bedzie
podania przez uzytkownika takich elementéw jak np:

a) hasta, lub




41)

42)

43)

44)

b) karty ptatniczej niezaleznie od jej postaci, w tym dane karty takie, jak numer karty,
data waznosci, lub

c) kodu identyfikacyjnego lub autoryzacyjnego, lub

d) cech biometrycznych, takze podawanych na urzqdzeniach zawierajgcych ich czytnik
jak np. telefon lub inne urzqgdzenie posiadajgce czytnik odcisku palca lub cech
biometrycznych twarzy,

e) uzycia odpowiednich kluczy informatycznych (klucze U2F),

lub innych informacji potwierdzajgcych posiadanie przez uzytkownika okreslonej rzeczy,
urzgdzenia bgdz cechy. Element ten uznaje sie za spetniony takze wowczas, gdy urzqdzenie
nalezqce do uzytkownika zostaje uznane za zweryfikowane. Weryfikacji mozna dokona¢
przez zdalne ustalenie przez Bank cech sprzetowych lub oprogramowania urzqdzenia.
Urzqdzeniami zweryfikowanymi sq np. zaufane urzgdzenie mobilne, inne urzqdzenia lub
rzeczy, na ktérych zainstalowano karte ptatniczg wydang przez Bank;

sita wyzsza - niezalezne od Banku zdarzenie zewnetrzne, ktéremu Bank nie mogt zapobiec
lub ktérego nie mdgt przewidzie¢ i ktére bezposrednio lub posrednio doprowadzito do
niewykonania lub nienalezytego wykonania Umowy przez Bank. Za site wyzszq uznajemy
zdarzenia spetniajgce powyzsze przestanki takie jak:

a) powdd?, trzesienie ziemi, wytadowania atmosferyczne, huragan, trgby powietrzne,
wybuch wulkanu lub inne podobne zjawiska atmosferyczne,

b) wuytgczenie dostaw prqdu przez dostawce energii elektrycznej, z przyczyn
pozostajgcych poza wptywem Banku.

Postanowienia o sile wyzszej stosuje sie takze w przypadku dziatania bedgcego aktem
wtadczym panstwa (takiego jak umowa miedzynarodowa, ustawa, rozporzgdzenie,
zarzgdzenie, uchwata uprawnionego organu wtadzy/administracji), na mocy ktérego dana
transakcja lub transakcje okredlonego typu/rodzaju lub z okreslonymi podmiotami, lub
transakcje w okreslonym czasie nie mogq byc przeprowadzane przez Bank. Bank poda do
wiadomosci publicznej fakt wystgpienia sity wyzszej i - o ile jest to mozliwe - przewidywany
czas jej trwania;

System bankowosci internetowej, bankowos¢ internetowa, System - nazwy handlowe
oznaczajgce ustuge bankowosci elektronicznej. System bankowosci internetowej
przeznaczony jest wytgcznie dla jego uzytkownikéw i dostepny przez urzqdzenie
z przegladarkg internetowq i tgcza internetowe. Moze on wystepowac w réznych wersjach,
ktére mogg mie¢ rézne nazwy handlowe m.in.: ,system ING BankOnLine” lub ,Moje ING" lub
inne. Poszczegdlne, oznaczone innymi nazwami, wersje Systemu mogq sie rozni¢
wymogami technicznymi;

system internetowy Biura Maklerskiego - elektroniczna ustuga Biura Maklerskiego, ktéra
po zawarciu umowy maklerskiej, umozliwia sktadanie dyspozycji i wykonywanie innych
czynnosci przewidzianych tq umowgq lub regulaminem, ktéry stanowi jej integralng czes¢;
system rozliczen BLIK - miedzybankowy system stuzgcy do rozliczen transakcji ptatniczych
dokonywanych za pomocg BLIK. Informacje o bankach bedgcych stronami systemu
rozliczen BLIK podane sq na stronie internetowej prowadzonej przez Polski Standard
Ptatnosci Spotka z o.0., KRS 0000493783, bedqcej podmiotem zarzgdzajgcym tym
systemem rozliczen oraz przez odnosnik do tej strony dostepny na stronie internetowej
Banku;




45)

46)

47)

48)

49)

50)

51)

52)

53)

54)

telefon do autoryzacji - numer telefonu komorkowego uzytkownika przeznaczony do
otrzymywania kodéw autoryzacyjnych lub wykonywania ustug objetych Umowgq lub
Regulaminem. Telefon ten moze stuzy¢ takze do otrzymywania z Banku informagji lub
zawiadomien. Mogq one dotyczy¢ m.in. bezpieczeristwa transakgji lub zmian Regulaminu
lub innych warunkéw umownych. Telefon do autoryzacji wskazywany jest przez
uzytkownika podczas wnioskowania o udostepnienie Systemu lub zawierania Umowy lub
nadawania hasta do Systemu. Uzytkownik moze w trybie okreslonym przez Bank zmienic¢
numer telefonu do autoryzaciji;

TOIP - wigzgca klientéw Tabela Optat i Prowizji; dla klientéw indywidulanych jest to Tabela
Optat i Prowizji ING Banku Slgskiego Spétka Akcyjna dla oséb fizycznych, a dla
przedsiebiorcéw Tabela Optat i Prowizji ING Banku Slgskiego Spétka Akcyjna;

transakcja ptatnicza/ transakcja - zainicjowana przez ptatnika lub odbiorce wptata,
transfer lub wyptata $rodkéw pienieznych, powodujgca zmiane stanu $rodkéw na
rachunku;

transakcja zblizeniowa - rodzaj transakgji, ktéra jest wykonana przy uzyciu technologii
zblizeniowej w terminalu akceptanta (terminalu w Punkcie Obstugi Sprzedazy) lub
bankomacie wyposazonym w czytnik zblizeniowy;

Umowa - zawarta pomiedzy klientem a Bankiem umowa, ktérej przedmiotem jest
Swiadczenie ustugi Systemu bankowosci internetowej. Umowq takg moze by¢ m.in.:

a) Umowa o korzystanie z systemdw bankowosci elektronicznej lub

b) Umowa ramowa o korzystanie z systemu bankowosci internetowej (dalej umowa
ramowa).

Za kazdym razem, gdy w innych dokumentach, w tym umowach, aneksach lub
petnomocnictwie mowa o umowie o korzystanie z systeméw bankowosci elektronicznej,
umowie o korzystanie z systemdéw bankowosci internetowej lub umowie ramowej
o korzystanie z systemu bankowosci internetowej rozumie sie¢ Umowe.

umowa maklerska - umowa, ktérej przedmiotem jest swiadczenie ustug maklerskich.
Umowgq takg moze by¢ Umowa o swiadczenie ustug maklerskich;

umowa posrednictwa - Umowa o swiadczenie ustug przyjmowania i przekazywania zleceri
nabycia lub odkupienia tytutéw uczestnictwa w instytucjach wspélnego inwestowania;

unikatowy identyfikator - kombinacja liter, liczb lub symboli okreslona przez Bank, ktéra
jest dostarczana przez ptatnika/ odbiorce w celu jednoznacznej identyfikacji drugiego
biorgcego udziat w transakgji ptatniczej ptatnika/ odbiorcy lub jego rachunku. Regulamin
opisuje unikatowy identyfikator dla poszczegolnych typoéw transakcji. Jesli Umowa lub
Regulamin nie stanowi inaczej unikatowym identyfikatorem jest numer rachunku
bankowego odbiorcy lub numer telefonu komérkowego. Aby numer telefonu komérkowego
odbiorcy lub osoby upowaznionej do dziatania w jego imieniu byt unikatowym
identyfikatorem musi on by¢ uprzednio powigzany z jednym numerem rachunku
bankowego odbiorcy albo powigzany z odbiorcg w sposéb umozliwiajgcy jednoznaczng
identyfikacje tego odbiorcy. Zasady tego powigzania opisuje Regulamin;

ustawa o ustugach ptatniczych, ustawa - ustawa z dnia 19 sierpnia 2011 r. o ustugach
ptatniczych;

uwierzytelnianie - procedura, ktéra umozliwia Bankowi zweryfikowanie tozsamosci
uzytkownika lub waznosci stosowania danego instrumentu ptatniczego, w tym jego
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55)

56)

57)

indywidualnych danych uwierzytelniajgcych. Regulamin okreéla jakie dane lub informacje
majq zostac podane w celu weryfikacji tozsamosci;

urzgdzenie mobilne - wielofunkcyjne urzqdzenie przenosne z dostepem do internetu,
integrujgce w sobie funkcje komputera i/lub telefonu komdrkowego. Lista systemoéw
operacyjnych dla urzgdzer mobilnych przeznaczonych do korzystania z aplikacji mobilnej
wskazana jest w § 40 ust. 3 Regulaminu, w Komunikacie oraz na stronie internetowej Banku;

uzytkownik - w przypadku klienta indywidualnego to osoba, ktéra jest strong Umowy,
a w przypadku przedsiebiorcéw to przedsigbiorca bedgcy strong Umowy albo osoba, ktéra
zostata upowazniona do uzywania Systemu iwtym zakresie jest petnomocnikiem
przedsiebiorcy;

zlecenie ptatnicze - o$wiadczenie woli ptatnika lub odbiorcy skierowane do Bankuy,
zawierajqce polecenie wykonania transakgji ptatniczej.

§2

Regulamin okresla warunki, na jakich Bank $wiadczy ustugi Systemu bankowosci
internetowej dla klientéw indywidualnych i przedsiebiorcow.

W stosunku do przedsiebiorcéw, nie stosuje sie przepiséw ustawy o ustugach ptatniczych,
ktérych wytgczenie w stosunkach z podmiotami innymi niz konsumenci jest dopuszczalne
zgodnie z przepisami tej ustawy, chyba ze postanowienia Regulaminu stanowiq inaczej.

Przedmiotem $wiadczenia sgq opisane w Regulaminie ustugi Systemu bankowosci
internetowej umozliwiajgce wykonywanie, za pomocq tego Systemu, ustug finansowych
przez Bank.

Za pomocq Systemu uzytkownik ma dostep wytgcznie do ustug, w tym rachunkéw, do
ktorych jest uprawniony. Przez osobe uprawniong rozumie sie osobe umocowang do
ztozenia okreslonej dyspozycji zgodnie z odrebng umowg. Mogqg nimi by¢ w szczegélnosci
posiadacz, wspotposiadacz rachunku, przedstawiciel ustawowy, a w przypadku
przedsiebiorcow takze cztonek zarzqdu, prokurent lub petnomocnik.

Jesli okreslone ustugi finansowe bedqg wiqza¢ sie z ryzykiem wynikajgcym z ich szczegélnych
cech lub charakteru czynnosci lub wynagrodzenia zaleznego od ruchu cen na rynku
finansowym, opis tego ryzyka znajduje sie w umowach lub regulaminach (ogdélnych
warunkach umoéw) dotyczqcych danej ustugi. Ryzyka zwigzane z ustugami Systemu
bankowosci internetowej mogg polega¢ na naruszeniu opisanych w Regulaminie zasad
bezpieczenstwa, w szczegolnosci opisanych zasad bezpiecznego korzystania z Systemu
w rozdziale 16., lub ryzyka udostepnienia urzqdzen lub aplikacji osobom nieupowaznionym.

System bankowosci internetowej jest dostepny przez 24 godziny na dobe, przez 7 dni
w tygodniu. Czasem wtasciwym dla wykonania zlecert ptatniczych i innych dyspozygji
sktadanych przez System jest czas S$rodkowoeuropejski (CET) albo czas letni
srodkowoeuropejski w okresie jego wprowadzenia do odwotania.

Propozycja zawarcia Umowy, ktdrej tres¢ obejmuje Regulamin nie ma charakteru wigzqcego,
chyba, ze taki charakter wyraznie jest przewidziany w propozycji Banku.

Istnieje Bankowy Fundusz Gwarancyjny, ktéry dziata na zasadach okreslonych w ustawie
o tym Funduszu. Arkusz informacyjny dotyczqcy tego Funduszu Bank przekazuje
posiadaczowi rachunku, zgodnie z odrebng umowg rachunku. Przestanie arkusza
informacyjnego oraz potwierdzenie jego otrzymania przez uzytkownika, bedgcego
posiadaczem rachunku, moze nastgpi¢ przez System.
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10.

11.

12.

13.

14.

15.

16.

17.

18.

Jezykiem stosowanym w relacjach Banku z klientem, takze woéwczas, gdy Bank dziata
w imieniu innego podmiotu, jako posrednik, agent lub petnomocnik jest jezyk polski.
Prawem witasciwym, ktére stanowi podstawe stosunkéw Banku z klientem przed zawarciem
Umowy oraz prawem wtasciwym do zawarcia i wykonania Umowy jest prawo polskie (prawo
Rzeczypospolitej Polskiej).

W przypadku zawierania Umowy na odlegtos¢ Bank przekazuje klientowi dokumenty, ktére
sktadajq sie na Umowe z wykorzystaniem Systemu, np. Elektronicznego systemu doreczania
korespondencji, o ile Bank udostepnia takg mozliwos¢, lub na wskazany przez klienta adres
e-mail. Bank moze doreczy¢ Umowe wraz z Regulaminem i TOiP w inny sposéb uzgodniony
przez Bank i klienta. W okresie obowigzywania Umowy, Bank na zqgdanie klienta dostarczy
na papierze lub na innym trwatym nosniku informacji wszystkie dokumenty sktadajqce sie
na Umowe, w tym Regulamin oraz TOIP.

W przypadku, gdy klient bedqgcy strong Umowy jest takze strong umowy o okreslony
rachunek bankowy lub strong innych uméw zawartych z Bankiem lub za posrednictwem
Banku lub osobg dziatajgcg w imieniu tego klienta, a dostep do tych rachunkéw, ustug lub
produktéw odbywa sie za pomocq Systemu bankowosci internetowej, w sprawach
nieuregulowanych Regulaminem stosuje sie postanowienia zawartych przez klienta umoéw,
w tym regulaminéw oraz TOIP.

Uzytkownik uzyskuje dostep do systemu internetowego Biura Maklerskiego po zawarciu
umowy maklerskiej lub po udzieleniu petnomocnictwa przez klienta bedgcego stronq tej
umowy. Uzytkownik traci dostep do systemu internetowego Biura Maklerskiego z chwilg
rozwigzania/wygasniecia umowy maklerskiej lub odwotania/wygasniecia petnomocnictwa.
W przypadku zawarcia wielu umoéw maklerskich uzytkownik traci dostep zchwilg
rozwigzania/wygasnigcia ostatniej z nich.

Klient za posrednictwem Systemu bankowosci internetowej moze, na podstawie stosownych
porozumien o wspotpracy zawartych przez Bank z podmiotami zewnetrznymi, korzystac
z ustug lub produktéw tych podmiotéw - w tym ustug i produktow udostepnianych przez ING
Bank Hipoteczny.

Klient za posrednictwem Systemu moze, o ile przepisy prawa dajq takg mozliwos¢ dokonac:
identyfikacji i uwierzytelniania w elektronicznej platformie ustug administracji publicznej,
autoryzagcji zwigzanych z wykorzystaniem profilu zaufanego oraz potwierdzania profilu
zaufanego.

Uzycie w innych regulacjach obowigzujgcych dla produktow i ustug Banku nazwy Regulamin
$wiadczenia przez ING Bank Slgski S.A. ustug Systemu bankowosci internetowej
ING BankOnLine oznacza niniejszy Regulamin.

Komunikat nie jest integralng czesciq Regulaminu i ma charakter informacyjny. Zmiana
tresci Komunikatu nie skutkuje zmiang Regulaminu i nie powoduje koniecznosci
wypowiedzenia Regulaminu.

Bank udostepnia petng tres¢ Komunikatu:
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1) w oddziatach Banku - na tablicy ogtoszen,

2) na stronie internetowej Banku.

2. ZAWARCIE UMOWY
§3
Umowa zawierana jest na czas nieokreslony.
Umowa moze by¢ zawarta:

1) w oddziale Banku, przy czym Bank zastrzega sobie prawo wytgczenia mozliwosci
zawierania Umoéw w poszczegdlnych placéwkach lub punktach obstugi klienta; wykaz
oddziatéw, w ktérych mozliwe jest zawarcie Umowy Bank publikuje na stronie
internetowej,

2) na odlegtos¢ (elektronicznie),
3) winny wskazany przez Bank sposéb,
o ile Bank udostepnia taki sposéb zawarcia Umowy.
Umowe moze zawrzec:
1) klient indywidualny bedqcy:
a) osobq fizyczng o petnej zdolnosci do czynnosci prawnych, albo
b) osobg matoletniq reprezentowanq przez jej przedstawiciela ustawowego, albo

c) osobq fizyczng reprezentowanq przez petnomocnika, ktéremu petnomocnictwo
zostato udzielone zgodnie z zasadami w ust. 4,

2) przedsiebiorca bedqcy posiadaczem rachunku w Banku.

Petnomocnictwo, o ktérym mowa w ust. 3 pkt. 1) lit. ¢) musi by¢ sporzqdzone w formie
pisemnej z podpisem mocodawcy potwierdzonym przez notariusza albo w formie aktu
notarialnego. W przypadku, gdy dokument petnomocnictwa sporzqdzony jest za granicq
powinien on by¢ sporzqdzony lub potwierdzony przez polskg placdéwke dyplomatyczng,
konsularng lub w urzedzie lub u notariusza kraju, z ktérym Rzeczpospolita Polska podpisata
umowe o pomocy prawnej w sprawach cywilnych; dokument ten musi zawiera¢ apostille
w rozumieniu konwencji.

Petnomocnik, o ktérym mowa w ust. 3 pkt. 1) lit. ¢) zobowigzany jest przed zawarciem
Umowy przedtozy¢ dokument takiego petnomocnictwa w oddziale, w ktérym nastqpi
zawarcie Umowy.

Bank nie udostepnia Systemu bankowosci internetowej osobom ubezwtasnowolnionym
czesciowo i osobom ubezwtasnowolnionym catkowicie.

Bank udostepnia System bankowosci internetowej osobom matoletnim, po zawarciu
odpowiedniej Umowy przez przedstawiciela ustawowego osoby matoletnie;j.

Bank, w przypadku gdy przepisy prawa tego wymagajg, przed udostepnieniem
uzytkownikowi niektérych wskazanych w Komunikacie funkcjonalnosci/ ustug dokonuje
weryfikacji tozsamosci uzytkownika z przedtozonym przez niego dokumentem tozsamosci
podczas jego fizycznej obecnosci w oddziale. Postanowienie to nie ma zastosowania
w przypadku, gdy weryfikacja taka zostata dokonana w procesie zawierania Umowy.
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3. UDOSTEPNIANIE SYSTEMU
§4

W trakcie wnioskowania o udostepnienie Systemu lub najp6zniej po zawarciu Umowy Bank
nadaje kazdemu uzytkownikowi login oraz przekazuje jednorazowy kod aktywacyjny lub kod
autoryzacyjny.

Uzytkownik, aby korzysta¢ z Systemu bankowosci internetowej musi go najpierw
aktywowaé¢. Aktywacja Systemu oznacza nadanie ustalonego przez siebie hasta, ktérym
uzytkownik bedzie logowat sie do Systemu.

Do nadania hasta do Systemu niezbedny jest kod autoryzacyjny, przekazywany
w wiadomosci SMS wystanej przez Bank na podany przez uzytkownika telefon do autoryzacji
lub jednorazowy kod aktywacyjny przekazywany w oddziale lub przesytkq pocztowq na
wskazany przez klienta adres do korespondencji. Kod autoryzacyjny oraz jednorazowy kod
aktywacyjny moze by¢ przekazany w innej formie uzgodnionej przez Bank i klienta.

Czas waznosci kodu autoryzacyjnego moze zosta¢ ograniczony ze wzgledéw
bezpieczenstwa Systemu. Standardowy czas waznosci jest ograniczony do czasu trwania
sesji tj. czasu potqgczenia uzytkownika z Bankiem. Jednorazowy kod aktywacyjny jest wazny
30 dni liczonych od daty zaméwienia go przez uzytkownika/ klienta.

Jesli uzytkownik otrzymat jednorazowy kod aktywacyjny przesytkg pocztowq zobowigzany
jest zadzwoni¢ na infolinie celem potwierdzenia jej dostarczenia. Jesli uzytkownik nie
potwierdzi telefonicznie faktu doreczenia jednorazowego kodu aktywacyjnego nie bedzie
mogt nadac¢ hasta i korzysta¢ z Systemu.

Jesdli przesytka z jednorazowym kodem aktywacyjnym jest uszkodzona lub gdy jednorazowy
kod aktywacyjny jest nieczytelny, uzytkownik powinien niezwtocznie ztozy¢ reklamacje.
Bank nie ponosi odpowiedzialnosci za szkode wynikajgcq z opdznionego ztozenia reklamagji
lub nie ztozenia reklamacji.

Zaleznie od trybu zawarcia Umowy Regulamin moze przewidywac¢ konieczno$¢ wykonania
innych, szczegdtowo okreslonych czynnosci niezbednych dla korzystania z Systemu.

Uzytkownik ma prawo, na podstawie zawartej Umowy, korzysta¢ z wszystkich
udostepnionych przez Bank wersji Systemu bankowosci internetowej oraz wersji aplikacji
mobilnej. Po zalogowaniu uzytkownik moze przechodzi¢ pomiedzy dostepnymi wersjami
Systemu bankowosci internetowej klikajgc okreslony przycisk oznaczony nazwg, logo lub
linkiem, o ile Bank udostepnia takg mozliwos¢.

Podczas przejscia miedzy dostepnymi wersjami Systemu, Bank - ze wzgledow
bezpieczenstwa - moze wprowadzi¢ wymag ustalenia nowego hasta przez uzytkownika.

§5

Bank powiadamia uzytkownika o sposobie przekazania loginu podczas zawierania Umowy
lub podczas wnioskowania o udostepnienie Systemu bankowosci internetowe;.

Klientowi indywidualnemu, ktéry jest posiadaczem rachunku i w dniu zawarcia Umowy jest
takze petnomocnikiem ogélnym do rachunku/éw nalezgcych do innego klienta
indywidualnego, Bank nadaje mu jeden login.

Uzytkownikowi, ktéry jednoczesnie jest osobg prowadzqcq jednoosobowq dziatalnosc

gospodarczqg i zarazem jest klientem indywidualnym lub petnomocnikiem ogélnym do
rachunkéw nalezgcych do innego klienta indywidualnego, Bank moze nada¢, na jego
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wniosek, jeden login (dalej: wspoélny login). Umowa moze takze wyraznie przewidywac
nadanie wspoélnego loginu.

Klient, ktory posiada jednoczesnie uprawnienia do dysponowania rachunkami klienta
indywidualnego oraz rachunkami przedsiebiorcy, zobowigzany jest do ztozenia odrebnych
wnioskéw o udostepnienie Systemu bankowosci internetowej oraz postugiwania sie
odrebnymi loginami, za wyjgtkiem postanowieri ust. 2 i 3.

W przypadku, gdy w Umowie zawartej przez przedsiebiorce, jako uzytkownik wskazana
zostata inna osoba, jednorazowy kod aktywacyjny, poza przypadkami opisanymi w § 4 ust.
3, moze odebra¢ w oddziale osoba, ktéra w imieniu przedsiebiorcy zawarta Umowe.

O ile nie uzgodniono inaczej, a przedsigbiorca udzielit uzytkownikowi upowaznienia do
jednoosobowego dysponowania rachunkiem przedsiebiorcy przez System, potwierdza sig,
ze upowaznienie to uprawnia do:

1) dostepu do informadji o saldzie rachunku i sktadania dyspozycji ptatniczych - w zakresie
rachunkéw przedsiebiorcy prowadzonych przez Bank zgodnie z Regulaminem
rachunkéw dla przedsiebiorcow,

2) dostepu do informacji o saldach rachunkéw wskazujgcych zaangazowanie kredytowe
przedsiebiorcy, ktére zgodnie z dyspozycjq przedsiebiorcy, sq widoczne w Systemie;
dostep do tych informacji nie upowaznia do sktadania dyspozycji dotyczgcych rachunku
kredytowego.

O ile nie uzgodniono inaczej, udzielone przez przedsiebiorce petnomocnictwo ogélne do
rachunkéw prowadzonych przez Bank zgodnie z Regulaminem rachunkéw dla
przedsiebiorcow obejmuje takze upowaznienie do dostepu do informacji o saldach
rachunkéw wskazujgcych zaangazowanie kredytowe przedsiebiorcy, ktére sq zgodnie
z dyspozycjq przedsiebiorcy widoczne w Systemie. Dostep do tych informacji nie upowaznia
do sktadania dyspozycji dotyczgeych rachunku kredytowego.

§6
W celu nadania hasta do Systemu uzytkownik zobowigzany jest wypetni¢ odpowiedni
wniosek, znajdujqgcy sie na stronie internetowej Banku. Uzytkownik moze réwniez zosta¢
poproszony o ustalenie hasta do Systemu podczas wnioskowania o udostepnienie Systemu
bankowosci internetowe;j.
Ze wzgledu na bezpieczeristwo informatyczne Systemu lub bezpieczenstwo zdeponowanych
$rodkoéw, Bank moze uzalezni¢ ztozenie wnioskéw od podania przez uzytkownika okreslonych
danych osobowych lub informacji dotyczgcych danej ustugi.
Jezeli uzytkownik nie wykorzystat jednorazowego kodu aktywacyjnego/ kodu
autoryzacyjnego w okresie jego waznosci, powinien zwrdci¢ sie o jego powtdérne nadanie
przez Bank.

4. UWIERZYTELNIANIE UZYTKOWNIKA
§7
Uzytkownik loguje sie do Systemu bankowosci internetowej osobiscie, uzywajgc wytgcznie
wtasnych danych, ktére go uwierzytelniajq (np. loginu, ktéry nadat mu Bank).
Uwierzytelnienie uzytkownika jest wymagane zaréwno podczas logowania sie do Systemu,
w tym aplikacji mobilnej jak i podczas inicjowania elektronicznej dyspozycji ptatniczej.
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Z zastrzezeniem ust. 3 i 4 uwierzytelnianie uzytkownika podczas logowania do Systemu
bankowosci internetowej obejmuje nastepujgce czynnosci:

1) podanie poprawnego loginu,

2) podanie hasta w formie maskowanej, co oznacza podanie przez uzytkownika losowo
wskazanych przez System znakéw sktadajgcych sie na hasto,

3) aw przypadku, gdy jest to wymagane prawem lub wynika ze wzgledéw bezpieczeristwa
dodatkowo takze - podanie odpowiedniego kodu autoryzacyjnego.

Jezeli podczas logowania sie uzytkownika do Systemu, Bank wymaga podania wszystkich
informacji, o ktérych mowa w pkt. 1) - 3) nazywa sie to silnym uwierzytelnianiem. Bank
stosuje silne uwierzytelnianie, gdy jest to wymagane przepisami prawa.

Uwierzytelnianie uzytkownika podczas logowania do aplikacji mobilnej wymaga wykonania

nastepujgcych czynnosci na zaufanym urzgdzeniu mobilnym:

1) podania poprawnego loginu - przy pierwszym logowaniu, a przy kolejnych logowaniach
- Bank moze wymaga¢ podania czterech ostatnich znakéw loginu,

2) podania hasta w formie maskowanej - przy pierwszym logowaniu, a przy kolejnych
logowaniach - podania kodu PIN,

3) w przypadku, gdy aplikacja mobilna zainstalowana jest na urzgdzeniu mobilnym
wyposazonym w czytnik cech biometrycznych, kolejne logowania mogg odbywac sie za
pomocg:

a) identyfikatora biometrycznego, o ile wuzytkownik wybrat takg metode
uwierzytelniania,

b) a w przypadku, gdy jest to wymagane prawem lub wynika ze wzgledéw
bezpieczeristwa dodatkowo takze moze by¢ wymagane podanie odpowiedniego
kodu autoryzacyjnego, nie bedqcego identyfikatorem biometrycznym (np. kodu SMS
lub kodu PIN).

Uwierzytelnianie nazywa sie silnym uwierzytelnianiem, jesli, podczas logowania do aplikacji
mobilnej, Bank wymaga posiadania zaufanego urzqgdzenia mobilnego, a nadto podania,
wszystkich informacji, o ktérych mowa w pkt. 1) i 2) albo informacji, o ktérych mowach w pkt.
3). W celu przeciwdziatania nieuprawionym logowaniom Bank ma prawo wprowadzi¢
dodatkowe $rodki lub sposoby uwierzytelniania uzytkownika podczas logowania do Systemu
i aplikacji mobilnej. Bank moze wprowadzi¢ dodatkowe $rodki uwierzytelniania, réwniez gdy
bedzie to wynikato z przepiséw prawa.

Z zastrzezeniem ust. 6, w celu wyboru metody uwierzytelniania za pomocq identyfikatora
biometrycznego uzytkownik zobowigzany jest najpierw:

1) aktywowac lub skonfigurowa¢ funkcje czytnika cech biometrycznych na urzqdzeniu
mobilnym zgodnie z zaleceniami producenta urzqgdzenia lub zainstalowanego na nim
oprogramowania,

2) wprowadzi¢ do pamieci tego urzqdzenia jedng, wtasng ceche biometryczng, ktéra bedzie
podstawq utworzenia identyfikatora biometrycznego uzytkownika,

3) wyrazi¢ zgode na metode uwierzytelniania w oparciu o identyfikator biometryczny.

Jedli Bank uzna, ze stosowane przez producenta urzgdzenia mobilnego techniczne lub

technologiczne rozwigzanie korzystania z czytnika cech biometrycznych stanowi ryzyko
zagrazajgce bezpieczeristwu informatycznemu Banku lub jego klientéw, zastrzega on sobie
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11.

prawo odmowy uwierzytelniania uzytkownika na podstawie identyfikatora biometrycznego.
Woéwczas uwierzytelnienie uzytkownika odbywa sie na zasadach opisanych w ust. 3 pkt. 1)
i pkt. 2).

W przypadku, gdy uzytkownik korzysta z zaufanego urzqdzenia mobilnego Bank przyjmuje,
ze kazda dyspozycja wydana za pomocq tego urzqdzenia zostata wydana przez
uzytkownika, przy wykonaniu czynnosci uproszczonego uwierzytelnienia. Wobec
powyzszego z chwilg dodania urzgdzenia do listy, uzytkownik jest zobowigzany do
szczegolnej, podwyzszonej starannosci  w przechowywaniu  takiego  urzqdzenia
i nieudostepnianiu go osobom trzecim. Wykaz rodzajéw dyspozycji, ktére sq realizowane
przez Bank w oparciu o uwierzytelnienie uzytkownika dokonywane przez powigzanie jego
osoby z urzgdzeniem mobilnym, ktére dodat do listy zawiera Komunikat.

Poprawne uwierzytelnienie uzytkownika, dokonane zgodnie z ust. 2 i 3, umozliwia
uzytkownikowi dostep do informacji o rachunkach lub innych ustugach udostepnionych
w ramach Systemu iumozliwia sktadanie dyspozycji w zakresie tych rachunkéw oraz
produktéw lub ustug.

Btedne uwierzytelnienie uzytkownika podczas logowania do Systemu, polegajgce na
pieciokrotnym z rzedu wprowadzeniu btednego hasta, powoduje automatyczne
zablokowanie dostepu do Systemu. Licznik préb btednego logowania jest zerowany po
poprawnym zalogowaniu sie.

Btedne uwierzytelnienie uzytkownika podczas logowania do aplikacji mobilnej przez
trzykrotne z rzedu wprowadzenie btednego kodu PIN powoduje jego zablokowanie oraz moze
powodowac zablokowanie dostepu do Systemu. Licznik préb btednego podania kodu PIN jest
zerowany po poprawnym zalogowaniu sie. Ponowne nadanie kodu PIN jest mozliwe po
poprawnym podaniu hasta w formie maskowane;j.

W przypadku gdy uzytkownik podczas logowania do aplikacji mobilnej uzyt czytnika cech
biometrycznych i nie doszto do jego uwierzytelnienia w oparciu o identyfikator
biometryczny, zalogowanie do aplikacji mobilnej bedzie mozliwe po podaniu prawidtowego
kodu PIN lub innego kodu autoryzacyjnego.

W przypadku logowania do systemu internetowego Biura Maklerskiego przez wybranie
w Systemie bankowosci internetowej przeznaczonej do tego opgji, uzytkownik moze by¢
zobowigzany dodatkowo poda¢ poprawny kod autoryzacyjny. Stanowi to dodatkowe
uwierzytelnienie.

SKEADANIE OSWIADCZEN WOLI | WIEDZY W POSTACI ELEKTRONICZNEJ
§8

Na podstawie zawartej Umowy uzytkownik i Bank mogq przez System bankowosci
internetowej sktada¢ os$wiadczenia woli lub wiedzy w postaci elektronicznej zwigzane
z dokonywaniem:

1) czynnosci bankowych, lub

2) czynnosci dotyczqgeych obrotu papierami wartosciowymi lub innymi instrumentami
finansowymi lub innych czynnosci wykonywanych w ramach dziatalnosci Banku na
podstawie ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi lub
aktu, ktéry jg zastgpi, lub

3) innych czynnosci zgodnie z statutem Banku.
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Oswiadczenia te mogq byc¢ sktadane z tym zastrzezeniem, iz zuwagi na staty rozwdj
technologii informatycznej poszczegoélne funkcjonalnosci udostepniane za pomocg Systemu
bankowosci internetowej mogg ulega¢ zmianie albo tez zosta¢ udostepniane
w réznych terminach. Informacje dotyczqce mozliwosci ztozenia w danym czasie,
okreslonych oswiadczen woli lub wiedzy opisane sq w Komunikacie.

Za oswiadczenia woli w postaci elektronicznej zwigzane z dokonywaniem czynnosi,
o ktérych mowa w ust. 1 pkt. 1) i pkt. 3) uznaje sie takie oswiadczenia, ktére sq zwigzane
z powstaniem, wykonywaniem, zmiang, wypowiedzeniem, rozwigzaniem lub wygasnieciem
stosunkéw prawnych dotyczgcych tych czynnosci. Oswiadczeniem takim jest takze
udzielenie, zmiana lub odwotanie petnomocnictwa zwigzanego z dokonywaniem czynnosci,
o ktérych mowa w ust. 1 pkt. 1) i pkt. 3).

Za oswiadczenia woli w postaci elektronicznej zwigzane z dokonywaniem czynnosi,
o ktérych mowa w ust. 1 pkt. 2) uznaje sie takie oswiadczenia, ktére sq zwigzane
z powstaniem, wykonywaniem, zmiang, wypowiedzeniem, rozwigzaniem lub wygasnieciem
stosunkéw prawnych dotyczqcych tych czynnosci. Oswiadczeniem takim jest takze
udzielenie, zmiana lub odwotanie petnomocnictwa zwigzanego z dokonywaniem czynnosci,
o ktérych mowa w ust. 1 pkt. 2).

W przypadku, gdy dwéch lub wigcej klientéw/ uzytkownikéw jest jednoczesnie strong jednej
czynnosci prawnej dokonywanej z Bankiem lub dla skutecznego ztozenia oswiadczenia woli
lub wiedzy w imieniu danej strony wymagane jest wspétdziatanie wiecej niz jednego klienta/
uzytkownika - oswiadczenie woli lub wiedzy bedzie ztozone z chwilg ztozenia go przez
ostatniego z klientéw/ uzytkownikoéw, ktérych wspotdziatanie jest wymagane.

O ile ztozone w postaci elektronicznej oswiadczenia woli spetniajg wymogi przepiséw prawa
przewidziane dla uznania ich za ztozone w formie pisemnej, przyjmuje sie, ze zostaty ztozone
w formie pisemnej, takze wtedy, gdy jest ona zastrzezona pod rygorem niewaznosci.
W przypadku dyspozycji wymagajgcych formy pisemnej, podpis moze byc¢ ztozony w postaci
elektronicznej, gdy spetnia on wymagania postaci elektronicznej réwnowaznej formie
pisemnej, stosownie do odpowiednich przepiséw prawa. Podpis taki w postaci elektronicznej
moze zosta¢ ztozony:

1) jako kwalifikowany podpis elektroniczny lub podpis elektroniczny, lub

2) w postaci przestania drugiej stronie danych identyfikujgcych uzytkownika lub Bank, lub
3) inny sposéb dopuszczalny przez przepisy prawa.

O ile przepisy prawa pozwalajg na uznanie danego sposobu autoryzacji dyspozycji za podpis
w postaci elektronicznej, uzytkownik moze ztozy¢ taki podpis dokonujgc autoryzacji.
W przypadku, gdy Bank sktada podpis w postaci elektronicznej poprzez przestanie drugiej
stronie danych identyfikujgcych, podpis przestany za pomocg Systemu zawiera dane
identyfikujgce osobe reprezentujgcqg Bank. Bank i uzytkownik w drodze o$wiadczeri woli
ztozonych za pomocq Systemu bankowosci internetowej mogq, w drodze aneksu do umowy
zawartego w postaci elektronicznej, wprowadzi¢ inny sposéb sktadania podpisu
w postaci elektronicznej, o ile przepisy prawa bedq uznawa¢, ze ztozenie podpisu w danej
postaci spetnia wymogi formy pisemnej.

Bank oraz klient/ uzytkownik mogqg dokona¢ czynnosci lub zawrze¢ umowy/ aneksy do
umow lub ztozy¢ oswiadczenie wymagajgce formy pisemnej w postaci elektronicznej
réownowaznej formie pisemnej. Powyzsze dotyczy takze czynnosci bankowych, czynnosci
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11.

12.

2.

wykonywanych przez Bank w imieniu ING Banku Hipotecznego oraz czynnosci o ktérych
mowa w ust. 1 pkt. 2), w szczegélnosci umowy maklerskiej lub umowy posrednictwa, z tym,
ze umowa maklerska jest zawierana przez Bank dziatajgcy przez Biuro Maklerskie. O ile
przepisy prawa bedq na to zezwala¢ Bank oraz uzytkownik/ klient mogqg za pomocg Systemu
sktada¢ inne oswiadczenia wymagajgce formy pisemnej w postaci elektronicznej
réwnowaznej formie pisemne;j.

Zasady dostepu i korzystania z systemu internetowego Biura Maklerskiego, opisane sq
w Regulaminie $wiadczenia ustug maklerskich dla 0séb fizycznych przez Biuro Maklerskie ING
Banku Slgskiego S.A. izatgcznikach do tego regulaminu. Rozwigzanie przez uzytkownika
umowy ramowej lub umowy, ktéra jest zawierana poprzez Biuro Maklerskie uniemozliwia
dostep do systemu internetowego Biura Maklerskiego i sktadanie w postaci elektronicznej
dyspozycji zwigzanych z umowg maklerskq.

W przypadku, gdy z dostepnej w Systemie informacji, oswiadczenia lub dokumentu wynika,
ze oswiadczenie woli lub wiedzy Banku lub uzytkownika odnosi sie do wiecej niz jednej
dyspozycji lub wiecej niz jednego oswiadczenia lub dokumentu, przyjmuje sie, ze jeden
podpis ztozony w postaci elektronicznej dotyczy wszystkich przestanych dyspozycji lub
wszystkich oswiadczen lub dokumentow.

Bank przesyta klientowi/ uzytkownikowi korespondencje, w tym wszelkie oswiadczenia woli
lub wiedzy, wzory dokumentéw, a takze zawarte przez klienta umowy wraz
z regulaminami, TOiP oraz innymi dokumentami za pomocg Systemu bankowosci
internetowe;.

Bank moze umozliwi¢ uzytkownikowi doreczanie Bankowi korespondencji drogq
elektroniczng przez System. Ze wzgledu na rozwdj technologii informatycznej poszczegélne
rodzaje oswiadczeri (korespondencji) udostepniane za pomocq Systemu mogqg ulegac
zmianie albo tez zosta¢ udostepniane w réznych terminach. Informacje dotyczgce
mozliwosci ztozenia w danym czasie okreslonych rodzajow oswiadczen (korespondencji)
opisane sg w Komunikacie.

Bank bedzie przesytat uzytkownikowi elektronicznie, w tym za pomocg Systemu, komunikaty
potwierdzajqce fakt zawarcia okreslonej umowy lub przyjecie dyspozycji do wykonania.

6. ELEKTRONICZNE DORECZANIE KORESPONDENCII
§9
W ramach Systemu bankowosci internetowej Bank udostepnia klientowi:
1) skrzynke ,wiadomosci”, ktéra stuzy do kontaktu Banku z klientem,

2) Elektroniczny system doreczania korespondencji, w ktérym Bank umieszcza¢ bedzie
zmiany regulacji umownych, ktére zgodnie z prawem majg byc¢ dostarczone na trwatym
nosniku informacji. Uzycie w innych regulacjach obowigzujgcych dla produktéw i ustug
Banku nazwy Elektroniczny system doreczania korespondencji oznacza niniejszq ustuge.
Klientom indywidualnym w Elektronicznym systemie doreczania korespondencji Bank
bedzie umieszczac¢ réwniez wyciqg z rachunku, zestawienie transakgji z karty kredytowej
oraz inne dokumenty, ktére zgodnie z prawem majg by¢ dostarczane na trwatym
nosniku informacji.

Bank nie ponosi odpowiedzialnosci za skutki niezapoznania sie z dokumentami/
wiadomosciami/ korespondencjq przestang za pomocq Systemu bankowosci internetowe;j.
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10.

Uzytkownik jest zobowigzany do zapoznawania sie z wiadomosciami przesytanymi mu przez
Bank za pomocgq Systemu. Powyzsze nie narusza prawa Banku do wystania uzytkownikowi
korespondencji pocztq na podany przez klienta adres lub doreczenia mu korespondencji
osobiscie w oddziale Banku.

Od dnia udostepnienia przez Bank Elektronicznego systemu doreczania korespondencji
zmiany regulacji umownych, ktére zgodnie z prawem muszqg by¢ wystane na trwatym
nosniku informacji, Bank bedzie doreczat klientom bedgcym strong Umowy,
w Elektronicznym  systemie doreczania korespondencji. Umozliwia on klientowi
przechowywanie adresowanych do niego informacji od Banku w sposéb umozliwiajgcy
dostep do nich przez okres odpowiedni do celéw sporzqgdzenia tych informacji i pozwalajgcy
na odtworzenie przechowywanych informacji w niezmienionej postaci. Przestrzen ta jest
integralng czesciq Systemu i moze wystepowa¢ pod rézng nazwg handlowq. Dostep do niej
nie wymaga zawarcia odrebnej umowy.

Klient bedzie miat dostep do Elektronicznego systemu doreczania korespondencji do czasu
rozwigzania Umowy. Przed rozwigzaniem Umowy klient moze wydrukowac lub zapisa¢ na
innym trwatym nosniku informacji dokumenty, ktére doreczyt mu Bank w Elektronicznym
systemie doreczania korespondenciji.

Po rozwigzaniu Umowy Bank zapewni klientowi dostep do zawartosci Elektronicznego
systemu doreczania korespondencji przez archiwum dokumentéw (dalej: Archiwum), o ile
Bank udostepnia takg mozliwos¢, lub przekaze takiemu klientowi zawartos¢ tego systemu
na innym trwatym nosniku informacji.

Logowanie do Archiwum wymaga podania Bankowi przez klienta jego adresu e-mail oraz
numeru telefonu do autoryzacji. Dane te sq konieczne do zalogowania sie przez klienta do
Archiwum.

Korzystajgc z Archiwum klient powinien przestrzega¢ zasad bezpieczeristwa przewidzianych
Regulaminem. W przypadku podejrzenia, ze osoba nieuprawniona uzyskata dostep do jego
Archiwum, klient jest zobowigzany niezwtocznie zablokowa¢ dostep do swojego Archiwum
lub zmieni¢ dane konieczne do korzystania z Archiwum (e-mail, telefon do autoryzacji) -
w spos6b opisany w Komunikacie.

Bank ma prawo zablokowa¢ dostep do Archiwum zgodnie z przestankami do zablokowania
Systemu. Klient réwniez moze sam zablokowa¢ dostep do Archiwum w sposéb opisany
w Komunikacie.

Klient moze ztozy¢ dyspozycje odblokowania Archiwum lub zmiany danych do logowania do
Archiwum wuytgcznie w oddziale Banku.

Szczegoty zwigzane z korzystaniem przez klienta z Archiwum znajdujqg sie w Komunikacie.

7. SKEADANIE DYSPOZYCJI, ICH AUTORYZACJA | WYKONYWANIE
§10
Bank wykonuje dyspozycje tylko takiego uzytkownika, ktéremu nadat login.

Osoby matoletnie mogqg sktada¢ w Systemie tylko takie dyspozycje, ktére zostaty
przewidziane w umowie i requlaminie dotyczgcym danego typu rachunku bankowego, ktéry
jest prowadzony przez Bank dla tej osoby matoletniej.
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Uzytkownik nie moze sktada¢ za pomocg Systemu dyspozycji zwigzanych z uczestnictwem
w grach hazardowych, ktérych przedmiotem bytoby wykonywanie przez Bank ustug
ptatniczych, chyba ze gra jest prowadzona zgodnie z ustawq o grach hazardowych. Bank ma
prawo odmowic realizacji takich dyspozycji.

Ztozenie dyspozycji w aplikacji mobilnej bedzie mozliwe, o ile w chwili jej ztozenia urzgdzenie
mobilne jest na liscie zaufanych urzqdzert mobilnych.

Bank ma prawo ustali¢ limity kwotowe i ilosciowe dla transakgji ptatniczych realizowanych
na podstawie zlecen ptatniczych, ktére sq wykonywane za pomocq Systemu bankowosci
internetowej. Wysokosci tych limitéw opisuje zatqcznik 2 do Regulaminu. Bank odmawia
wykonania zlecenia ptatniczego w przypadku, gdy przekracza ono wysokos¢ limitu
zastrzezonego w zatqczniku 2 dla danej transakgji ptatniczej.

Bank ma prawo do obnizenia lub podwyzszenia limitu maksymalnego wskazanego
w zatgczniku 2 w granicach 40% jego wysokosci i na okres do 4 miesiecy - okres ten koriczy
sie w ostatnim dniu danego miesigca. Bank poinformuje uzytkownikéw, o takiej zmianie
limitu, przez System. Zawiadomienie wskazywa¢ bedzie nowg wysokos¢ limitu i okres jego
obowigzywania. Powyzsze nie narusza prawa Banku do zmiany limitéw wskutek zmiany
zatgcznika 2, ani prawa uzytkownika do ustalenia limitéw w ramach limitéw maksymalnych,
o ile taka funkcjonalnos$¢ wystepuje w Systemie.

Obnizenie kwoty limitu, o ktérym mowa w ust. 6 nastgpi, gdy Bank stwierdzi, ze wystepuje
podwyzszone ryzyko naruszenia bezpieczeristwa elektronicznego srodowiska Systemu lub
wykonywanych w jego ramach transakgji. Podwyzszenie kwoty limitu nastgpi w przypadku,
gdy w ramach dostepnych informacji, Bank stwierdzi, ze ustaty powyzsze przestanki
obnizenia wysokosci limitu lub gdy wyzej opisywane ryzyko znajduje sie na poziomie niskim.
Na zyczenie klienta Bank moze podwyzszy¢ limit dla transakgji zlecanych w Systemie do
kwoty indywidualnie ustalonej z klientem. Podstawq takiego podwyzszenia jest
przeprowadzona przez Bank dodatkowa weryfikacja klienta. Zmiana powyzszego limitu,
w tym trybie moze by¢ dokonana ustnie przez infolinie podczas nagrywanej rozmowy
telefoniczne;j.

W przypadku, gdy jest to wymagane przepisami prawa Bank uzaleznia wykonanie
dyspozycji, w tym zlecen pfatniczych, od silnego uwierzytelniania uzytkownika.
W przypadku, gdy Bank wymaga, aby silne uwierzytelnianie uzytkownika nastgpito przez
aplikacje mobilng uzytkownik zobowigzany jest podczas wykonywania danej czynnosci
posiada¢ zaufane urzgdzenie mobilne.

§11

Bank wykonuje transakcje ptatnicze po ich autoryzacji przez uzytkownika. Autoryzacja
zlecenia ptatniczego przez uzytkownika oznacza jego zgode na wykonanie transakcji
ptatniczej. Zgody na wykonanie transakcji ptatniczej uzytkownik moze réwniez udzieli¢ za
posrednictwem odbiorcy, dostawcy odbiorcy albo dostawcy $wiadczgcego ustuge
inicjowania transakgji ptatnicze;j.

Autoryzacja dyspozycji, w tym zlecen ptatniczych sktadanych przez uzytkownika za pomocq

Systemu bankowosci internetowej, w tym aplikacji mobilnej obejmuje:

1) wybranie przycisku akceptacji - gdy Bank uzna, ze dana dyspozycja, ze wzgledu na
zasady bezpieczeristwa moze zosta¢ w ten sposéb autoryzowana, albo
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2) wybranie przycisku akceptacji w aplikacji mobilnej (autoryzacja mobilna) - gdy Bank
uzna, ze dana dyspozycja powinna zosta¢ autoryzowana w aplikacji mobilnej. Ten
sposob autoryzacji wymaga jednoczesnie fizycznego posiadania przez uzytkownika
zaufanego urzgdzenia mobilnego, na ktérym jest zainstalowana i aktywowana aplikacja
mobilna, lub

3) podanie poprawnego kodu lub kodéw autoryzacyjnych, w tym identyfikatora
biometrycznego i wybranie przycisku akceptacji - gdy Bank uzna, ze dana dyspozycja
ptatnicza, ze wzgledu na przepisy prawa lub zasady bezpieczenstwa, wymaga
autoryzacji przez podanie kodu lub kodéw autoryzacyjnych, lub

4) podanie poprawnego kodu lub kodéw autoryzacyjnych, w tym identyfikatora
biometrycznego oraz zblizenie urzgdzenia mobilnego do terminalu.

Autoryzacja dyspozycji za pomocq identyfikatora biometrycznego wymaga najpierw od
uzytkownika:

1) aktywacji lub konfiguracji funkcji czytnika cech biometrycznych na urzqdzeniu
mobilnym zgodnie z zaleceniami producenta urzqdzenia lub zainstalowanego na nim
oprogramowania,

2) wprowadzenia do pamieci tego urzgdzenia okreslonej cechy biometrycznej uzytkownika,
ktéra bedzie podstawq utworzenia jego identyfikatora biometrycznego, oraz wyrazenia
zgody na dodatkowg metode uwierzytelniania i metode autoryzacji dyspozycji za
pomocq identyfikatora biometrycznego.

Ze wzgleddw bezpieczenstwa Bank zastrzega sobie prawo odmowy autoryzacji dyspozycji
dokonywanej na podstawie identyfikatora biometrycznego. Powodem tego moze by¢
uznanie przez Bank, ze stosowane przez producenta urzgdzenia mobilnego techniczne lub
technologiczne rozwigzanie korzystania z czytnika cech biometrycznych stanowi ryzyko
zagrazajgce bezpieczenstwu informatycznemu Banku lub jego klientéw. Wowczas
autoryzacja dyspozycji odbywa sie na zasadach opisanych w ust. 2, z wytgczeniem
mozliwosci wykorzystania w tym celu identyfikatora biometrycznego.

Kazda dyspozycja sktadana przez uzytkownika, ktéra ma zosta¢ wykonana przez System,
a ktéra powodowa¢ bedzie zmiang w stanie srodkéw pienigznych na rachunkach, lub bedzie
wnioskiem o zawarcie przez Bank nowej umowy lub wykonanie ustugi, lub bedzie z takim
wnioskiem zwigzana, wymaga autoryzacji przez uzytkownika zgodnie z ust. 2.

Stosujgc zasady bezpieczenstwa Bank weryfikuje fakt autoryzacji uzytkownika podczas

sktadania dyspozycji przez:

1) sprawdzenie poprawnosci danych podanych przez uzytkownika podczas logowania do
Systemu, o ktérych mowa w § 7 ust. 21i 3,

2) sprawdzenie czy uzytkownik wybrat przycisk akceptacji dyspozycji, ktéra zostata
uznana przez Bank, jako niewymagajgca autoryzacji przez podanie kodu
autoryzacyjnego,

3) weryfikacje poprawnosci kodu lub kodéw autoryzacyjnych udostepnionych przez Bank
i podanych przez uzytkownika, w tym identyfikatora biometrycznego.

Jesli wynik weryfikacji, o ktérej mowa powyzej jest negatywny, Bank uznaje, ze dyspozycja

nie jest autoryzowana przez uzytkownika i odmawia jej wykonania.

Bank dostarcza uzytkownikowi kody autoryzacyjne, ktére sq kodami SMS, w wiadomosci SMS
na wskazany wczesniej przez uzytkownika telefon do autoryzagji.
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8.

10.

11.

Czas waznosci przekazanego przez Bank kodu autoryzacyjnego moze zostac ograniczony ze
wzgledéw bezpieczenstwa Systemu. Standardowy czas waznosci jest ograniczony do czasu
trwania ses;ji tj. czasu potgczenia uzytkownika z Bankiem przez System. Kod autoryzacyjny
jest generowany do ztozonej dyspozycji i moze postuzy¢ do autoryzacji wytgcznie tej
dyspozycji. Wraz z kodem autoryzacyjnym uzytkownik otrzymuje informacje o szczegétach
dyspozygji.

W przypadku pieciokrotnego podania btednego kodu autoryzacyjnego, ktéry przekazat Bank
do zatwierdzenia danej dyspozycji, dostep do Systemu bankowosci internetowej zostaje
zablokowany. W przypadku trzykrotnego podania btednego kodu PIN w celu zatwierdzenia
dyspozycji w aplikacji mobilnej, Bank moze zablokowa¢ dostep do Systemu bankowosci
internetowej.

Dyspozycje odblokowania dostepu do Systemu mozna ztozy¢ w oddziale, przez strone
internetowg Banku lub w aplikacji mobilnej, o ile Bank dopuszcza takq funkcjonalnosé. W
kazdym przypadku do odblokowania konieczne jest ponowne ustalenie hasta lub kodu PIN
do aplikacji mobilnej przez uzytkownika.

Majgc na uwadze wzgledy bezpieczeristwa, Bank zastrzega sobie, w stosunku do kazdej
dyspozycji, prawo zgdania jej dodatkowej autoryzacji, za pomocq kodéw autoryzacyjnych.

§12

Realizacja dyspozycji sktadanych przez System odbywa sie w postaci elektronicznej takze
woéwczas, gdy dyspozycje sq sktadane przez uzytkownika za posrednictwem dostawcy
$wiadczqcego ustuge inicjowania ptatnosci albo dostawcy $wiadczqcego ustuge dostepu do
informacji o rachunku. Uzytkownik zobowigzuje sie do stosowania zasad uwierzytelniania
i autoryzacji obowigzujgcych w tym Systemie.

Dyspozycja ztozona przez uzytkownika w Systemie bankowosci internetowej jest
nieodwotalnym i ostatecznym wyrazeniem woli klienta, z zastrzezeniem ust. 6.

Dyspozycje sktadane przez System mogqg dotyczyc¢ wytgcznie rachunkéw oraz produktow
lub ustug bankowych, ktérymi dany uzytkownik dysponuje za pomocg tego Systemu.

Informacja w sprawie trybu realizacji poszczegdlnych dyspozycji ztozonych za pomocg
Systemu bankowosci internetowej dostepna jest w Komunikacie oraz na stronie internetowej
Banku, w czesci dotyczgcej Systemu.

Za moment otrzymania przez Bank zlecenia ptatniczego ztozonego przez System bankowosci
internetowej - za wyjgtkiem zlecenia ptatniczego w ramach BLIK:

1) w dniu roboczym lub w sobote do godziny granicznej okreslonej w Komunikacie, uznaje
sie moment dokonania autoryzagji zlecenia ptatniczego, o ktérej mowa w § 11 ust. 2,

2) w dniu roboczym lub w sobote po godzinie granicznej okreslonej w Komunikacie lub
w dniu ustawowo wolnym od pracy, uznaje sie pierwszy dzieri roboczy nastepujgcy po
dniu ztozenia zlecenia ptatniczego, z zastrzezeniem zlecen ptatniczych wskazanych
w Komunikacie, wykonywanych przez Bank w czasie rzeczywistym, w przypadku ktérych
za moment otrzymania zlecenia ptatniczego uznaje moment okreslony w pkt. 1),

3) z odroczong datg ptatnosci (przelew, ktérego wykonanie rozpoczyna si¢ w innym dniu
niz dzien ztozenia zlecenia ptatniczego) uznaje sie dziert wskazany przez uzytkownika do
obcigzenia rachunku. Jezeli wskazany przez uzytkownika dzieri do obcigzenia rachunku
nie jest dniem roboczym (z wyjgtkiem soboty) uznaje sie, ze zlecenie ptatnicze zostato
otrzymane w pierwszym dniu roboczym nastepujgcym po dniu wskazanym przez
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uzytkownika do obcigzenia rachunku. Jezeli wskazany przez uzytkownika dzieri do
obcigzenia rachunku przypada w sobote uznaje sie, ze zlecenie ptatnicze zostato
otrzymane w tym dniu.

6. Z zastrzezeniem ust. 7 klient nie moze odwota¢ zlecenia ptatniczego od momentu jego
otrzymania przez Bank, chyba Ze inne regulaminy lub odrebnie zawarte umowy stanowiq
inaczej.

7. W przypadku gdy transakcja ptatnicza jest inicjowana przez dostawce $wiadczgcego ustuge
inicjowania transakcji ptatniczej lub przez odbiorce lub za jego posrednictwem, za wyjgtkiem
zlecenia ptatniczego z odroczong datq ptatnosci okreslonego w ust. 5 pkt. 3), ptatnik nie moze
odwota¢ zlecenia ptatniczego po udzieleniu dostawcy $wiadczgcemu ustuge inicjowania
transakgji ptatniczej zgody na zainicjowanie transakgji ptatniczej albo po udzieleniu odbiorcy
zgody na wykonanie transakcji ptatniczej.

§13

1. Bank redlizuje dyspozycje, w tym zlecenia ptatnicze sktadane przez System bankowosci
internetowej na zasadach przewidzianych Regulaminem, a w sprawach nieuregulowanych
w nim, na zasadach przewidzianych odrebnymii wigzgcymi klienta regulacjami dotyczgcymi
wiasciwych rachunkéw, lub innych ustug, ktérych dana dyspozycja dotyczy.

2. W przypadku rozwigzania Umowy, ztozone wczesniej przez System zlecenie ptatnicze
z odroczong datg ptatnosci zostanie wykonane zgodnie ze ztozonqg przez uzytkownika
dyspozycjq.

3. Z zastrzezeniem ust. 5, Bank odmawia wykonania dyspozycji, w tym zlecenia ptatniczego
z przyczyn wskazanych w umowie lub regulaminie, ktéry wigze klienta/ uzytkownika
i dotyczy wiasciwego rachunku, a nadto dyspozycji, ktéra jest:

1) niekompletna lub niepoprawna z powodu podania btednego unikatowego identyfikatora
lub innych btednych informacgji, ktére sq niezbedne do wykonania danej dyspozycji,

2) sprzeczna z innq ztozong juz dyspozycjq,

3) nie moze zosta¢ zrealizowana z powodu niewystarczajgcych $rodkéw na rachunku
wtasciwym dla jej wykonania,

4) nieautoryzowana w sposéb opisany w Regulaminie,

5) zinnych przyczyn wyraznie przewidzianych Regulaminem, Umowgq lub powszechnie
obowigzujgcymi przepisami prawa.

Powyzsze dotyczy wszystkich zlecer ptatniczych, w tym zainicjowanych przez odbiorce lub

za posrednictwem odbiorcy.

4. Uzytkownik niezwtocznie otrzyma powiadomienie o odmowie wykonania dyspozycji przez
System. Jezeli bedzie to mozliwe, otrzyma on réwniez informacje o przyczynach odmowy
lub procedurze sprostowania btedoéw, ktére spowodowaty odmowe, chyba ze
powiadomienie takie jest niedopuszczalne z mocy odrebnych przepisow.

5. W przypadku braku aktualizacji w Banku dokumentu tozsamosci przez osobe sktadajgcq
zlecenie w Systemie bankowosci internetowej Bank ma prawo odmoéwi¢ wykonania zlecenia
ptatniczego.

6. Bank wykonuje transakcje ptatnicze na tych samych zasadach bez wzgledu na to czy
zlecenie ptatnicze zostato ztozone przez uzytkownika bezposrednio w Banku, czy zostato
zainicjowane przez dostawce $wiadczgcego ustuge inicjowania transakgji ptatniczej, chyba
ze postanowienia Regulaminu stanowiq inacze;j.
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§14

Informacje wymagane na podstawie ustaw udostepniane sq okresowo, co najmniej raz
w miesiqcu, bezptatnie w Systemie - chyba, ze inaczej przewidziano w odrebnie wigzqcej klienta
regulacji lub Regulaminie.

§15

1. W przypadku, gdy uzytkownik sktada dyspozycje bedqgcq zleceniem ptatniczym w oddziale
lub przez infolinie moze, o ile Bank udostepnia takg mozliwos¢, autoryzowa¢ takg
dyspozycje, podajqgc w oddziale lub przez infolinie kod autoryzacyjny otrzymany za pomocq
wiadomosci SMS wystanej przez Bank na jego numer telefonu do autoryzacji.

2. W przypadku, gdy uzytkownik sktada dyspozycje niebedgcq zleceniem ptatniczym
w oddziale lub przez infolinie, moze, o ile Bank udostepnia takg mozliwos¢, ztozyc takq
dyspozycje, zzastrzezeniem dyspozycji, dla ktérych Regulamin przewiduje ztozenie
wuytgcznie w formie pisemnej lub poprzez System bankowosci internetowej, podajgc
w oddziale lub przez infolinie kod autoryzacyjny otrzymany za pomocq wiadomosci SMS
wystanej przez Bank na jego numer telefonu do autoryzacji. Wykaz dyspozycji okresla
Komunikat.

3. W przypadku, gdy Bank udostepnia takg mozliwos¢, uzytkownik moze ztozy¢ dyspozycje
bedqcq zleceniem ptatniczym lub dyspozycje niebedqcq zleceniem ptatniczym oraz dokonac
ich autoryzacji sktadajgc w oddziale podpis na urzgdzeniu elektronicznym, zgodnie z art. 7
ust. 1 Prawa bankowego, po uprzednim podaniu Bankowi swoich danych identyfikacyjnych
oraz potwierdzeniu przez pracownika Banku tozsamosci sktadajgcego oswiadczenie.
Dokumenty, na podstawie ktérych Bank potwierdza tozsamos¢ okreslone sq w Komunikacie
dla posiadaczy rachunkéw okreslonych w Regulaminie $wiadczenia przez ING Bank Slgski S.A.
ustug w ramach prowadzenia rachunkéw ptatniczych dla oséb fizycznych. Urzqdzenie
elektroniczne zapewnia utrwalenie i integralnos¢ tresci oswiadczenia, ztozonego podpisu
oraz daty i czasu ztozenia oswiadczenia. W przypadku, gdy oswiadczenie woli klienta
zwigzane jest z powstaniem, wykonywaniem, zmiang, wypowiedzeniem, rozwigzaniem lub
wygasnieciem stosunkéw prawnych tgczgcych go zBankiem i wymaga ztozenia
oswiadczenia woli przez Bank, Bank sktada podpis w postaci elektronicznej poprzez
umieszczenie w jego tresci danych identyfikujgcych swojego reprezentanta tj. imienia
i nazwiska oraz numeru identyfikacyjnego pracownika.

8. PLATFORMA MOBILNA BLIK
§16

1. Bank udostepnia uzytkownikowi wszystkie ustugi w ramach BLIK pod warunkiem:

1) zainstalowania danej wersji aplikacji mobilnej na zaufanym urzgdzeniu mobilnym,
posiadania przez uzytkownika aktywnej ustugi BLIK oraz

2) posiadania uprawnien do rachunku BLIK, w tym jako jego posiadacz lub petnomocnik;

3) w przypadku BLIK zblizeniowy - posiadania urzgdzenia zgodnego z wymogami
opisanymi w § 40 ust. 3 Regulaminu oraz w Komunikacie.

2. Rachunek BLIK jest wskazanym w Umowie rachunkiem optat o ile jest to rachunek
oszczednosciowo-rozliczeniowy w PLN - w przypadku klienta indywidualnego, albo rachunek
rozliczeniowy KONTO Z LWEM w PLN - w przypadku przedsiebiorcy.
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Jedli wskazany w Umowie rachunek optat nie spetnia wymogoéw opisanych w ust. 2, Bank
ustala rachunek BLIK wybierajqc dla klientéw indywidualnych rachunek oszczednosciowo-
rozliczeniowy w PLN, a dla przedsiebiorcéw - rachunek rozliczeniowy KONTO Z LWEM w PLN,
z rachunkéw do ktérych uzytkownik jest uprawniony w Systemie. Jesli uzytkownik jest
uprawniony do wiecej niz jednego z wyzej wskazanych rodzajéw rachunku, wowczas, aby
korzystac¢ z BLIK, musi wskaza¢ rachunek BLIK i aktywowac BLIK.

Jesli klient indywidualny nie jest uprawniony do zadnego rachunku oszczednosciowo-
rozliczeniowego w PLN, rachunkiem BLIK bedzie rachunek optat, ktéry jest rachunkiem
oszczednosciowym w PLN, o ile System umozliwia ustalenie rachunku oszczednosciowego
w PLN jako rachunku BLIK.

Jesli rachunku BLIK nie mozna ustali¢ stosownie do postanowier powyzszych, Bank ustala
rachunek BLIK wybierajgc dla klientéw indywidualnych konto oszczednosciowe w PLN,
z rachunkéw, do ktérych uzytkownik jest uprawniony w Systemie, o ile System umozliwia
ustalenie rachunku oszczednosciowego w PLN jako rachunku BLIK. Jesli uzytkownik jest
uprawniony do wiecej niz jednego rachunku oszczednosciowego w PLN, wéwczas, aby
korzysta¢ z BLIK, musi wskaza¢ rachunek BLIK i aktywowac BLIK.

Dyspozycje zmiany rachunku BLIK mozna ztozy¢ w Systemie bankowosci internetowej.
Zmiana przez klienta wuytgcznie rachunku optat nie powoduje zmiany rachunku BLIK
ustalanego zgodnie z powyzszymi zasadami.

Ze wzgledow bezpieczenstwa wykonywania transakcji, Bank ma prawo wprowadzi¢
kwotowe ograniczenia wysokosci limitéw zlecen ptatniczych wykonywanych w ramach BLIK.
Zatgcznik 2 wskazuje dzienny limit maksymalny oraz limit domyslny, ktéry uzytkownik moze
zmieni¢ ustalajgc inny dzienny limit. Informacje o kwotach dziennego limitu, ktére
uzytkownik moze ustali¢, zawiera Komunikat.

Uzytkownik moze ztozy¢ dyspozycje wytqgczenia BLIK w Systemie bankowosci internetowej
lub telefonicznie przez infolinie. Ponowne korzystanie z BLIK wymaga ztozenia dyspozycji
jego aktywacji.

Z chwilg rozwigzania umowy o rachunek BLIK Bank zaprzestaje $wiadczenia BLIK.
W przypadku, gdy dana osoba utraci uprawnienia do dysponowania rachunkiem BLIK Bank
zaprzestaje $wiadczenia dla tej osoby BLIK, z chwilg utraty uprawnien.

§17

Z zastrzezeniem ust. 2 w ramach BLIK Bank moze $wiadczy¢ uzytkownikowi nastepujgce
ustugi:

1) transakcja BLIK - transakcja gotéwkowa lub bezgotéwkowa (krajowa transakcja
ptatnicza), ktérej skutkiem jest obcigzenie albo uznanie rachunku BLIK.

a) transakgcje obcigzeniowe rachunku BLIK polegajq na:
i. wyptacie gotéwki z rachunku BLIK w oznaczonych urzgdzeniach, w tym
bankomatach lub
ii. zaptacie za towar, ustuge lub naleznosci publicznoprawne w oznaczonych
punktach wyposazonych w terminale do realizacji tej transakcji, inne
urzgdzenia umozliwiajqce jej wykonanie lub przez internet,
b) transakcje uznaniowe polegajg na wptacie gotéwki na rachunek BLIK we
wptatomatach Banku;
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2) transakcja BLIK od odbiorcy - obcigzeniowa transakcja bezgotéwkowa, ktéra polega na
zaptacie za towary, ustugi lub naleznosci publicznoprawne przez internet. Transakcja ta
jest inicjowana przez odbiorce po wczesniejszym wyrazeniu na niq zgody przez
uzytkownika, ktéry w kazdym czasie moze odwota¢ te zgode w Systemie bankowosci
internetowe;j;

3) przelew na telefon - jest to rodzaj przelewu krajowego wyrazonego w ztotych (PLN),
ktéry moze zosta¢ zlecony tylko przez uzytkownika posiadajgcego aktywng ustuge BLIK.

4) przelew na prosbe BLIK - jest to rodzaj przelewu krajowego wyrazonego w ztotych (PLN),
ktéry moze zosta¢ ztozony wytqgcznie przez uzytkownika posiadajgcego aktywng ustuge
BLIK, wskutek otrzymaneji opisanej nizej prosby o przelew. Przelew ten jest wykonywany
jedynie z rachunku BLIK. Przelew na prosbe BLIK jest wykonywany na numer rachunku,
do ktérego nadawca prosby jest uprawniony, na podstawie wskazanego w tresci prosby
numeru telefonu. W tym rodzaju przelewu krajowego, unikatowym identyfikatorem jest
numer telefonu, ktéry jednoznacznie identyfikuje nadawce prosby biorgcego udziat w tej
transakgeji ptatniczej;

5) transakcja BLIK Zblizeniowy - bezgotéwkowa transakcja zblizeniowa w kraju lub
zagranicq, dokonywana w sieci akceptacji organizacji ptatniczej Mastercard w
terminalach z funkcjg zblizeniowg. Bank poinformuje o dacie rozpoczecia $wiadczenia
ustugi BLIK Zblizeniowy.

Jesli rachunkiem BLIK jest rachunek oszczednosciowy w PLN, Bank, w ramach BLIK, $wiadczy
wuytgcznie ustuge transakcji BLIK obcigzeniowej albo uznaniowej, ktéra jest transakcjqg
gotéwkowqg w bankomacie albo we wptatomacie Banku. Jezeli rachunkiem BLIK jest
rachunek oszczednosciowy w PLN i klient ztozy zlecenie wykonania innej dyspozycji
ptatniczej niz przewidziana w zdaniu poprzedzajgcym, Bank poinformuje klienta o odmowie
przyjecia takiego zlecenia ptatniczego.

Aktualny wykaz bankomatéw, wptatomatéw lub innych urzgdzen, w ktérych mozna
dokonywac transakcje BLIK jest na stronie internetowej dostepnej przez link umieszczony na
stronie internetowej Banku.

Ze wzgleddéw technicznych lub ze wzgledéw bezpieczeristwa Bank ma prawo ograniczy¢
Swiadczone ustugi tylko do niektérych zlecen ptatniczych wskazanych w ust. 1 i ust. 2.
Informacje o aktualnie dostepnych ustugach w ramach BLIK i zakresie danej ustugi zawiera
Komunikat.

Bank wykonuje transakcje ptatnicze opisane w ust. 1 pkt. 1) - 4) na podstawie zlecer
ptatniczych. Wszystkie zlecenia ptatnicze w BLIK sq wykonywane i rozliczane przez Bank tylko
w ztotych (PLN) i mogg by¢ wykonywane wuytgcznie na terytorium Rzeczypospolitej Polskiej.

Transakcje ptatnicze opisane w ust. 1 pkt. 5) sq realizowane w walucie kraju, w ktérym te
transakcje sq dokonywane lub w innej walucie, w ktérej transakcje realizuje punkt
akceptujgcy ptatnosci, w ktérym te transakcje sqg dokonywane. W przypadku, gdy punkt
akceptujgcy bezgotéwkowe ptatnosci zblizeniowe oferuje dokonanie transakcji w innej
walucie niz waluta kraju, w ktérym jest dokonywana transakcja, uzytkownik BLIK Zblizeniowy
moze otrzymac informacje o optatach zwigzanych z tq transakcjqg oraz kursie walutowym,
ktéry ma by¢ zastosowany przy przewalutowaniu waluty transakgcji na inng walute w tym
punkcie akceptujgcym ptatnosci. W przypadku, gdy uzytkownik skorzysta z oferowanej przez
punkt akceptujgcy ptatnosci ustugi przewalutowania waluty w tym punkcie, przyjmuje sie,
ze wyrazitzgode na zastosowane przez ten punkt optaty lub kursu walutowego. W przypadku
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opisanym w zdaniu poprzedzajgcym Bank nie dysponuje informacjg o optatach i kursie
walutowym, zastosowanych przez punkt akceptujqcy ptatnosci.

Transakcje BLIK Zblizeniowy dokonane w innej walucie niz PLN sq przeliczane na walute PLN
w nastepujgcy sposéb:
1) transakcje dokonane w EUR sq przeliczane na PLN wedtug kursu organizacji
ptatniczej Mastercard obowigzujgcego w dniu przeliczenia przez niq transakgji.
2) transakcje dokonane w walucie innej niz EUR i PLN sq przeliczane przez organizacje
ptatniczg Mastercard na EUR, a nastepnie przeliczone w sposéb opisany w pkt. 1).

Z tytutu uruchomienia BLIK, korzystania z BLIK lub wykonywania zlecen ptatniczych
w ramach BLIK, Bank ma prawo pobiera¢ optaty i prowizje w wysokosci i terminach
opisanych w TOIP, w ciezar rachunku BLIK.

§18

Dyspozycja przelewu na prosbe BLIK moze by¢ ztozona przez uzytkownika, ktéry bedzie
zlecat ten przelew po otrzymaniu w aplikacji mobilnej prosby o przelew innego uzytkownika
lub klienta innego banku, ktéry jest uprawiony do rachunku powigzanego z systemem
rozliczen BLIK. Uzytkownik zlecajgcy przelew zwany bedzie ptatnikiem a sktadajgcy prosbe
- nadawcgq, przy czym kazdy z nich musi by¢ uprawnionym do rachunku BLIK albo rachunku
w innym banku powigzanym z systemem rozliczeri BLIK.

Prosba o przelew zawiera¢ bedzie: kwote przelewu wyrazong w PLN, tytut przelewu, znane
nadawcy i zapisane w urzgdzeniu mobilnym oznaczenie lub imie i nazwisko ptatnika i jego
numer telefonu powigzany z systemem rozliczen BLIK. Na podstawie tej prosby Bank
wyswietli ptatnikowi dodatkowo imie i nazwisko nadawcy powigzane z jego numerem
telefonu w banku nadawcy oraz dodatkowo Bank moze wyswietli¢ nalezgcy do nadawcy
numer rachunku BLIK albo inny rachunek powigzany z systemem BLIK, do ktérego nadawca
jest uprawniony.

Nadawca moze prosbe anulowa¢ w aplikacji mobilnej najpdzniej przed autoryzacjq
przelewu przez ptatnika. Prosba jest wazna 72 godziny od chwili wystania jej przez nadawce.
Tres¢ danej prosby jest przechowywana zaréwno w systemie ptatnika jak i nadawcy przez
okres jednego miesigca.

Bank moze umozliwi¢ wystanie wiecej niz jednej prosby. Ze wzgledéw bezpieczenstwa Bank
jest uprawniony ograniczy¢ liczbe jednorazowo wysytanych présb o przelew, maksymalng
kwote wskazang w pojedynczej prosbie o przelew oraz tqczng dzienng wartos¢ wskazang
w tych prosbach o przelew. Informacje takie zawiera Komunikat.

Uzytkownik moze catkowicie wytgczy¢ mozliwos¢ korzystania z prosb o przelew BLIK
i przelewu na prosbe BLIK albo zablokowa¢ mozliwoé¢ otrzymywania prosb o przelew BLIK
od innego wskazanego uzytkownika i okreslonego numeru telefonu. Blokada moze byc¢
wycofana przez uzytkownika.

Ze wzgledéw bezpieczeristwa Bank moze czasowo zablokowa¢ ustuge prosby o przelew
w tym zlecenie przelewu na prosbe BLIK, w szczegdlnosci w razie wykrycia, ze za pomocq
tej ustugi dokonuje sie zabronionych przez prawo transferu srodkow.

Po otrzymaniu prosby o przelew BLIK ptatnik moze jg odrzuci¢ albo zleci¢ przelew. Ztozenie
dyspozycji przelewu na prosbe BLIK nastepuje na wskazany w jej tresci numer telefonu
powigzany z nadawcg, na kwote oraz tytut wskazane przez nadawce w tresci prosby o ten
przelew.
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Za moment otrzymania przez Bank przelewu na prosbe BLIK uznaje sie moment jego
autoryzacji przez uzytkownika. Autoryzacja przelewu na prosbe BLIK dokonuje sie zgodnie
z zasadami autoryzacji przewidzianymi w § 11 ust. 2.

Przelew na prosbe BLIK jest wykonywany przez Bank najp6zniej w pierwszym dniu
roboczym nastepujgcym po dniu, w ktérym nastgpit moment otrzymania tego przelewu
przez Bank. Uzytkownik moze odwota¢ przelew na prosbe BLIK do momentu jego
otrzymania przez Bank.

Bank ma prawo wprowadzi¢ limity kwotowe dotyczqgce zaréwno poszczegélnego przelewu
na prosbe BLIK, jak i tgcznej kwoty dziennych przelewdw tego typu. Limity okresla zatgcznik
2 do Regulaminu.

Z tytutu wykonywania prosby o przelew BLIK i przelewu na prosbe BLIK Bank ma prawo
pobierac optaty w wysokosci i terminach przewidzianych TOiP.

Bank odmawia wykonania przelewu na prosbe BLIK w przypadku, gdy dyspozycja tego
przelewu nie zostanie ztozona na skutek prosby nadawcy i zgodnie z procedurg opisang w
niniejszym paragrafie lub ztozenia dyspozycji ptatniczej przekraczajgcej ktérykolwiek
zlimitéw dotyczqcych przelewu na prosbe BLIK oraz z innych przyczyn odmowy
okreslonych Regulaminem, w tym wskazanych w § 131§ 20 ust. 11.

§19
Zlecenia ptatnicze w BLIK sg autoryzowane:

1) transakcja BLIK - przez podanie kodu BLIK, kodu PIN, innych kodéw autoryzacyjnych lub
o ile to jest dopuszczalne zgodnie z zasadami bezpieczeristwa, wybranie przycisku
akceptacji na zaufanym urzgdzeniu mobilnym, z zastrzezeniem spetnienia wymagari
przewidzianych § 11 ust. 2. Jesli autoryzacja nastepuje przez wybranie przycisku
akceptacji, a Bank uzna, ze dane zlecenie ptatnicze wymaga dodatkowej akceptacji -
moze ona nastqpi¢ przez wprowadzenie przez uzytkownika kodu PIN lub innego kodu
autoryzacyjnego;

2) transakcja BLIK od odbiorcy - w przypadku pierwszej transakgji przez podanie kodu BLIK,
kodu PIN, innych kodéw autoryzacyjnych lub o ile to jest dopuszczalne zgodnie
z zasadami bezpieczeristwa, wybranie przycisku akceptacji w aplikacji mobilnej,
a w przypadku kolejnych transakgji, o ile zgoda klienta o ktérej mowa w § 17 ust. 1 pkt.
2) nie obejmuje swym zakresem autoryzacji tych transakeji, przez wybranie przycisku
akceptacji w aplikacji mobilnej albo w Systemie. Jesli autoryzacja nastepuje przez
wybranie przycisku akceptacji, a Bank uzna, ze dane zlecenie ptatnicze wymaga
dodatkowej akceptacji - moze ona nastgpi¢ przez wprowadzenie przez uzytkownika kodu
PIN lub innego kodu autoryzacyjnego.

3) przelew na telefon - zgodnie z postanowieniami ogélnymi opisanymi w § 11 ust. 2.
4) przelew na prosbe BLIK - zgodnie z postanowieniami ogélnymi opisanymi w § 11 ust. 2.

5) transakcja BLIK Zblizeniowy - zgodnie z postanowieniami ogélnymi opisanymi w § 11
ust. 2 pkt. 4.

W przypadku Transakeji BLIK Zblizeniowy autoryzacja dokonana przez uzytkownika
obejmuje kwote wynikajgcg z wykonywanej przez niego transakcji zakupu towaréw lub
ustug oraz ewentualnych kolejnych transakgcji dotyczqcych obcigzert dodatkowymi
kwotami powigzanych z tq transakcjqg
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Autoryzacja zlecenia ptatniczego przez uzytkownika oznacza jego zgode na wykonanie
transakgji ptatniczej. Cofniecie zgody od chwili autoryzacji nie jest mozliwe.

Momentem otrzymania zlecenia ptatniczego przez Bank dla transakgji BLIK i transakgji BLIK
od odbiorcy dokonywanych:

1) w dni robocze lub w sobote do godziny granicznej okreslonej w Komunikacie - jest
moment autoryzacji,

2) w dni robocze lub w sobote po godzinie granicznej okreslonej w Komunikacie lub w dni
ustawowo wolne od pracy - jest pierwszy dzier roboczy nastepujqcy po dniu autoryzagji.

Transakgje BLIK lub transakcje BLIK od odbiorcy, ktérych zlecenia ptatnicze zostaty ztozone
lub otrzymane przez Bank w dni robocze lub w sobote do godziny granicznej okreslonej
w Komunikacie - rozliczane sq przez Bank w dniu ich autoryzaciji.

Transakcje BLIK lub transakcje BLIK od odbiorcy, ktérych zlecenia ptatnicze zostaty ztozone
lub otrzymane przez Bank w dni robocze lub w sobote po godzinie granicznej okreslonej
w Komunikacie lub w dni ustawowo wolne od pracy - rozliczane sq przez Bank w pierwszym
dniu roboczym po dniu ich autoryzacji. Do momentu rozliczenia transakgji BLIK lub transakcji
BLIK od odbiorcy, Bank na rachunku BLIK dla uzytkownika, zaktada blokade na kwote
odpowiadajgcq kwocie danej transakgji.

Za moment otrzymania przez Bank transakeji BLIK Zblizeniowy uznaje sie moment jego
autoryzacji przez uzytkownika.

Transakcje BLIK Zblizeniowy rozliczane sq przez Bank w dniu ich autoryzagiji
§20
W przypadku transakgji BLIK, ktore:

1) wymagajg podania kodu BLIK - unikatowym identyfikatorem jest podany przez
uzytkownika poprawny kod BLIK w jednostce czasu, w ktdrej kod ten jest wazny zgodnie
z Regulaminem wraz z ustalong dla tej ptatnosci nazwq odbiorcy;

2) nie wymagajg uzycia kodu BLIK i sq inicjowane przez uzytkownika - unikatowym
identyfikatorem jest podany przez uzytkownika podczas akceptacji tej metody
ptatnosci, zestaw danych/ informagji, ktére identyfikujq uzytkownika u danego odbiorcy.
Transakcje te mogq by¢ wykonywane, jesli uzytkownik wezesniej zaakceptowat metode
ptatnosci BLIK bez uzycia kodu BLIK;

3) nie wymagajg uzycia kodu BLIK i sq inicjowane przez uzytkownika na stronie
internetowej agenta lub odbiorcy oraz wykonywane sq po uprzednim zaakceptowaniu
metody ptatnosci BLIK bez uzycia kodu BLIK i zapamietaniu innych technicznych
ustawient na urzgdzeniu elektronicznym uzytkownika (np. przeglgdarki internetowe;j) -
unikatowym identyfikatorem jest zestaw danych/ informacji, ktore unikalnie
identyfikujq odbiorce przez podanie informacji o odbiorcy, transakgcji dokonanej przez
uzytkownika oraz informacji o uzytkowniku.

W przypadku transakgji BLIK od odbiorcy, ktére:

1) wymagajg podania kodu BLIK - unikatowym identyfikatorem jest podany przez
uzytkownika poprawny kod BLIK w jednostce czasu, w ktérej kod ten jest wazny zgodnie
z Regulaminem wraz z ustalong dla tej ptatnosci nazwq odbiorcy;

2) nie wymagajg uzycia kodu BLIK - unikatowym identyfikatorem sq podane przez
uzytkownika dane odbiorcy z pierwszej transakcji BLIK dokonanej u tego odbiorcy.
Transakcje te moge by¢ wykonywane, jesli uzytkownik wczesniej wyrazit na nie zgode.
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W przypadku transakcji BLIK Zblizeniowy, ktéra wykonywana jest po uprzednim
zaakceptowaniu tej metody ptatnosci BLIK i zapamiegtaniu innych technicznych ustawier
na urzqdzeniu mobilnym uzytkownika - unikatowym identyfikatorem jest zestaw danych
sktadajgcy sie z unikatowego ciggu cyfr/liczb okreslonego przez Bank dla
uzytkownika/odbiorcy w celu jednoznacznej identyfikacji transakgji ptatniczej oraz
ptatnika/odbiorcy.

Unikatowy identyfikator dla transakgji BLIK, BLIK Zblizeniowy i transakgji BLIK od odbiorcy
identyfikuje odbiorce chyba, ze Umowa lub Regulamin stanowi inaczej.

Podmiot trzeci, w tym akceptant, podmiot przyjmujqgcy wptate lub inny, moze pobra¢ optaty
lub prowizje nie bedgce optatami ani prowizjami Banku, optaty te lub prowizje zostang
przedstawione w transakgji celem ich akceptacji przed jej autoryzacjg. W takich przypadkach
autoryzacja transakcji oznacza zgode uzytkownika na zaptate danej, obcej optaty lub
prowizji.

Transakcje w ramach BLIK realizowane sq w zakresie limitéw transakcyjnych.

Uzytkownik zobowigzany jest utrzymywac¢ na rachunku $rodki zapewniajgce rozliczenie
wszystkich dokonanych transakcji w ramach BLIK oraz naleznych optat i prowizji.

Uzytkownik zobowigzany jest do:

1) nieudostepniania kodu BLIK osobom trzecim, chyba, ze jest to konieczne do realizacji
transakcji w ramach BLIK i przewidziane jest Regulaminem,

2) nieudostepniania indywidualnych danych uwierzytelniajgcych, w szczegélnosci kodu
autoryzacyjnego oraz jego ochrony,

3) postugiwania sie kodem BLIK zgodnie z jego przeznaczeniem,

4) niezwtocznego zgtoszenia Bankowi nieuprawnionego dostepu do rachunku za pomocg
transakcji w ramach BLIK,

5) zapoznania sie z Regulaminem.

Uzytkownik/ Klient ponosi odpowiedzialno$¢ za szkody wynikajgce z naruszenia obowigzkow,
o ktérych mowa w ust. 8 pkt. 1) - 4).

Uzytkownik odpowiada za nieautoryzowane transakcje w ramach BLIK w petnej wysokosci,
jezeli uzytkownik doprowadzit do nich umyslnie albo w wyniku umysinego lub bedgcego
skutkiem razgcego niedbalstwa naruszenia, przynajmniej jednego z obowigzkow
wskazanych w ust. 8.

Bank odmawia wykonania transakcji w ramach BLIK w przypadku, gdy nie zostanie spetniony
ktorykolwiek z warunkéw okreslonych w § 17 i § 19, a nadto w przypadku braku srodkéw na
rachunku BLIK, z zastrzezeniem transakcji BLIK Zblizeniowy, nieprawidtowego kodu
autoryzacyjnego lub kodu, ktérego termin waznosci uptynat, ztozenia dyspozycji ptatniczej
przekraczajqcej limit dzienny dla transakcji w ramach BLIK lub inny limit ustalony zgodnie z
Regulaminem. Ponadto, niezaleznie od sytuacji opisanej w § 13 ust. 5 Regulaminu, Bank
odmawia wykonania tych transakcji z przyczyn wskazanych jako przestanki odmowy
wykonania zlecen ptatniczych odpowiednio w Regulaminie rachunkéw dla klientow
indywidualnych albo Regulaminie rachunkéw dla przedsigbiorcéw, ktérych strong jest klient.
W przypadkach opisanych powyzej Bank niezwtocznie powiadamia osobe sktadajgcq
zlecenie ptatnicze.
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Bank umozliwia catodobowe wykonywanie zlecen ptatniczych w ramach BLIK zastrzegajqc
sobie jednoczesnie prawo do przeprowadzania modernizacji, aktualizacji oraz regularnych
konserwacji technicznych BLIK, oczym Bank powiadamia na zasadach opisanych
Regulaminem.

Informacje o transakcjach dokonywanych w ramach BLIK sq udostepniane uzytkownikowi
na wyciggach do rachunku, ktéry zostat ustalony, jako rachunek BLIK. Wyciggi udostepniane
sg zgodnie z umowg o ten rachunek.

Rozliczenie transakcji BLIK Zblizeniowy lub nalezne optaty i prowizje z tytutu transakgji BLIK
Zblizeniowy nie majgce pokrycia w saldzie rachunku BLIK wskazanego na dzier autoryzacji
transakgji, powodujg powstanie zadtuzenia skutkujgcego powstaniem salda debetowego,
ktore posiadacz rachunku ma obowigzek niezwtocznie sptacic.

§21

W sprawach nieuregulowanych w niniejszym rozdziale do zleceri ptatniczych realizowanych
w ramach BLIK i systemu rozliczen BLIK zastosowanie majg kolejno:

1) pozostate postanowienia Regulaminu,

2) postanowienia umowy o rachunek, ktéry zostat ustalony, jako rachunek BLIK, w tym dla
klientow indywidualnych - Regulaminu rachunkéw dla klientéw indywidualnych,
niezaleznie od sytuacji opisanej w § 13 ust. 5 Regulaminu albo dla przedsiebiorcow -
Regulaminu rachunkéw dla przedsiebiorcéw, niezaleznie od sytuacji opisanej w § 13 ust.
5 Regulaminu.

§22

W przypadku utraty, kradziezy, przywtaszczenia lub stwierdzenia nieuprawnionego uzycia
urzgdzenia mobilnego, na ktérym zainstalowana jest aplikacja mobilna, uzytkownik jest
zobowigzany niezwtocznie wytgczyc BLIK w Systemie bankowosci internetowej lub przez
infolinie oraz usunqg¢ urzgdzenie mobilne z listy zaufanych urzgdzernt mobilnych.

BLIK moze by¢ ponownie aktywowany po usunigciu przez uzytkownika powigzania miedzy
tym uzytkownikiem, autraconym urzgdzeniem mobilnym w Systemie bankowosci
internetowej (usuniecie urzgdzenia mobilnego z listy).

9. PRZELEW NA TELEFON
§23

Przelew na telefon jest wykonywany w trybie wymagajgcym podania przez ptatnika, sposrod
danych wskazanych w § 24 ust. 1, co najmniej numeru telefonu komérkowego odbiorcy,
ktéry jest unikatowym identyfikatorem oraz kwoty przelewu w PLN, z tym, ze przelew ten
moze by¢ wykonany, pod warunkiem, ze rachunek bankowy odbiorcy jest - powigzany
z podanym przez ptatnika numerem telefonu komoérkowego (unikatowy identyfikator dla
przelewu na telefon), zgodnie z postanowieniami § 23.

Strony uzgadniajq, ze w przypadku przelewu na telefon, o ktérym mowa w ust. 1 Bank bedzie
identyfikowat numer rachunku bankowego odbiorcy tylko przez wskazany w Regulaminie
unikatowy identyfikator dla przelewu na telefon. Bank wykonuje to polecenie na rachunek
zidentyfikowany za pomocq tego unikatowego identyfikatora.

Dla przelewu na telefon unikatowym identyfikatorem jest numer telefonu komérkowego
powigzany z numerem rachunku BLIK odbiorcy w Banku albo numerem rachunku
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bankowego odbiorcy w jednym z bankdw uczestniczgcych w systemie rozliczen BLIK. W
przypadku przelewu na telefon unikatowy identyfikator identyfikuje numer rachunku
bankowego odbiorcy powigzany z numerem telefonu komorkowego odbiorcy lub osoby
upowaznionej do dziatania w jego imieniu podanym przez bank odbiorcy w systemie
rozliczen BLIK.

Przelew na telefon, moze by¢ ztozony i wykonany pod warunkiem, ze:

1) ptatnik jak i odbiorca posiada aktywng ustuge BLIK w Banku lub innym banku bedgcym
uczestnikiem systemu rozliczeri BLIK oraz

2) rachunek odbiorcy zostat powigzany z okreslonym numerem telefonu komoérkowego
odbiorcy.

W przypadku, gdy po otrzymaniu przelewu Bank stwierdzi, ze nie istnieje rachunek BLIK
odbiorcy albo rachunek powigzany w innym banku z systemem rozliczers BLIK przelew na
telefon nie moze by¢ wykonany.

Bank nie wykonuje przelewu na telefon, w przypadku, gdy odbiorca odwotat - najpdzniej

przed chwilg otrzymania przez Bank takiego przelewu - powigzanie numeru telefonu

komorkowego w jednym z bankéw uczestniczqgcych w BLIK. Odwotanie przez odbiorce

w Banku lub w innym banku uczestniczgcym w BLIK powigzania numeru rachunku

bankowego z numerem telefonu komorkowego powoduje brak mozliwosci wykonania

przelewu na telefon.

W przypadku, gdy:

1) nieistnieje powigzanie telefonu do autoryzacji z rachunkiem prowadzonym przez Bank
albo z rachunkiem prowadzonym w innym banku nalezgcym do systemu rozliczeri
BLIK, ani

2) uzytkownik nie ztozyt dyspozycji powigzania telefonu do autoryzacji zgodnie
z postanowieniami niniejszego Regulaminu -

to telefon do autoryzacji jest domyslnie powigzany przez Bank z tym rachunkiem, ktory jest
rachunkiem BLIK (automatyczne powigzanie rachunku BLIK z numerem telefonu
komorkoweqgo). Z chwilg zmiany przez uzytkownika numeru telefonu do autoryzacji, Bank
dokonuje zmiany powigzania, o ktérym mowa powyzej.

Uzytkownik moze tez ztozy¢ dyspozycje powigzania numeru telefonu komoérkowego
z rachunkiem BLIK. Jesli powigzanie numeru telefonu komdrkowego z numerem rachunku
BLIK nie nastepuje automatycznie wymaga ono dyspozycji uzytkownika. Dyspozycja
powigzania numeru telefonu komérkowego z rachunkiem BLIK moze wymagac¢ akceptacji
dokonywanej kodem autoryzacyjnym. W takim przypadku kod ten jest wysytany na
wskazany przez uzytkownika numer telefonu komérkowego, ktéry uzytkownik zgtosit celem
powigzania tego numeru telefonu z rachunkiem BLIK.

Z chwilg zmiany powigzania numeru telefonu komérkowego z numerem rachunku
bankowego w Banku lub innym banku uczestniczgcym w systemie rozliczer BLIK, przelewy
na telefon bedg wykonywane na rachunek powigzany. Odwotanie powigzania w Banku lub
w innym banku uczestniczgcym w systemie rozliczeri BLIK uniemozliwia wykonanie przelewu
na telefon na dany rachunek.

Z chwilg dokonania powigzania przez uzytkownika numeru rachunku, do ktérego ma
uprawnienie z numerem telefonu komorkowego, Bank - przekaze do systemu rozliczeri BLIK
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informacje, o tym powigzaniu celem wykonywania rozliczen z tytutu przelewdw na telefon
na rachunek powigzany.

Z chwilg wuytgczenia BLIK nie jest mozliwe wykonywanie przelewéw na telefon, a
dotychczasowe powigzanie numeru telefonu komoérkowego z rachunkiem BLIK zostaje
usuniete.

Numer telefonu komérkowego moze by¢ powigzany tylko z jednym numerem rachunku
bankowego, ktéry jest identyfikowany za pomocq tego numeru telefonu.

Mozliwos¢ ztozenia zlecenia ptatniczego przelewu na telefon moze by¢ w aplikacji mobilnej -
z przyczyn technicznych - uzalezniona od koniecznosci wykonania przez uzytkownika
uprzednio dodatkowych czynnosci, takich jak utworzenie skrétu ustugi przelew na telefon na
ekranie startowym aplikacji przed logowaniem lub wigczenie w tej aplikacji wskazanej
funkgiji.

Korzystanie z poszczegélnych funkcjonalnosci w ramach ustugi przelewu na telefon moze
by¢ uzaleznione od wyrazenia zgody przez uzytkownika zlecajgcego dang ptatnosc lub takze
majgcego byc odbiorcq tej ptatnosci. Komunikat zawiera wykaz funkcjonalnosci, ktére bedq
uruchamiane po wyrazeniu zgody przez ptatnika lub odbiorce.

§24
Prawidtowe zlecenie ptatnicze przelewu na telefon, powinno zawierac:
1) numer telefonu komérkowego odbiorcy,

2) kwote tego przelewu wyrazong w PLN nie wyzszq niz kwota limitu dla tego typu zlecen
ptatniczych i nie wyzszq niz kwota $rodkéw na danym rachunku ptatnika,

3) dane identyfikujqgce odbiorce,
4) tytut przelewu na telefon.

Niezaleznie od ograniczenia przewidzianego w ust. 6 Bank wykonuje przelew na telefon
w granicach dziennego limitu, ktérego wysokos$¢ jest okreslona w zatgczniku 2 do
Regulaminu. Bank ma prawo ze wzgledéw bezpieczeristwa zmieni¢ wysokos$¢ dziennego
limitu, w drodze o$wiadczenia ztozonego uzytkownikowi za pomocg Systemu bankowosci
internetowej, w trybie zmiany Regulaminu.

Ptatnik nie ma prawa ztozy¢ dyspozycji przelewu na telefon w przypadku, gdy:

1) jest swiadom lub przy dotozeniu nalezytej starannosci powinien by¢ swiadom, ze telefon
odbiorcy zostat skradziony lub przywtaszczony, jest lub zostat przez odbiorce przekazany
jakiejkolwiek osobie trzeciej, takze, ze odbiorca nie jest wytgcznym dysponentem
telefonu, ktéry jest uzywany do wykonania przelewu,

2) jest $wiadom lub przy dotozeniu nalezytej starannosci powinien by¢ swiadom, ze
odbiorca nie ma uprawnieri, zgodnie z powszechnie obowigzujgcymi przepisami prawa
lub umowy wigzqcej odbiorce, do ztozenia dyspozycji wskazania numeru rachunku dla
przelewu na telefon.

Autoryzacja przelewu na telefon nastepuje zgodnie z § 11 ust. 2 i oznacza zgode na
wykonanie transakgji ptatniczej. Cofniecie zgody od chwili autoryzacji nie jest mozliwe.

Momentem otrzymania przez Bank zlecenia ptatniczego przelewu na telefon, o ktérym
mowa w § 23 ust. 1 jest moment jego autoryzagji.
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Bank odmawia wykonania przelewu na telefon w przypadku, gdy nie zostanie
spetniony ktérykolwiek z warunkéw jego wykonania wskazanych w § 23 i § 24, a nadto
w przypadku braku srodkéw na rachunku ptatnika do wykonania przelewu, odmowy
autoryzagji transakgji, ztozenia dyspozycji ptatniczej przekraczajqcej limit dzienny przelewow
na telefon ustalony zgodnie z Regulaminem. Ponadto, niezaleznie od sytuacji opisanej w § 13
ust. 5 Regulaminu, Bank odmawia wykonania przelewu na telefon z przyczyn wskazanych,
jako przestanki odmowy wykonania zlecert ptatniczych, odpowiednio w Regulaminie
rachunkéw dla klientéw indywidualnych albo Regulaminie rachunkéw dla przedsigbiorcéw,
ktérych strong jest klient.

Bank nie wykonuje przelewéw na telefon przewidzianych Regulaminem z rachunku BLIK,
ktory jest rachunkiem oszczednosciowym w PLN dla klienta indywidualnego.

Bank powiadamia uzytkownika o odmowie wykonania zlecenia za pomocg Systemu lub
przesytajgc wiadomos¢ SMS na telefon do autoryzacji. W przypadku, gdy odmowa
wykonania zlecenia ptatniczego byta uzasadniona przyczynami, o ktérych mowa w ust. 6
Bank moze pobiera¢ optate za wystanie takiego powiadomienia zgodnie z TOIP.

Bank wykonuje przelewy na telefon w terminach wskazanych w Regulaminie rachunkéw dla
klientéw indywidualnych oraz Regulaminie rachunkéw dla przedsiebiorcéw ztym, ze
terminy te liczone sq od chwili, otrzymania danego typu przelewu przez Bank. Bank wykonuje
przelew na telefon, najpézniej w pierwszym dniu roboczym nastepujgcym po dniu, w ktérym
nastgpit moment otrzymania zlecenia ptatniczego przez Bank.

Przelewy na telefon sq wykonywane oraz rozliczane przez Bank tylko w ztotych (PLN).

Bank umozliwia catodobowe wykonywanie zlecen ptatniczych w tym przelewdw na telefon
zastrzegajqc sobie jednoczesnie prawo do przeprowadzania modernizacji, aktualizacji oraz
regularnych konserwacji technicznych, o czym Bank powiadamia na zasadach opisanych
Regulaminem.

Jesli Bank stwierdzi, ze dziatalno$¢ uzytkownika przy zlecaniu przelewu na telefon zagraza
bezpieczenstwu informatycznemu Banku lub innych uzytkownikéw albo naraza Bank lub
innych uzytkownikéw na szkode, Bank wezwie uzytkownika do udzielenia wyjasnien,
aw przypadku gdy zagrozenie jest powazne, wytgczy mozliwos¢ sktadania takich zlecer
ptatniczych. Za dziatalno$¢ zagrazajgcg bezpieczenstwu informatycznemu uznaje sie
uzywanie oprogramowania zawirusowanego lub moggcego uszkodzi¢  system
informatyczny Banku lub zmierzajgcego do pobrania, otrzymania danych Banku, informacji/
danych innych oséb, ktére nie sq potrzebne do wykonania danego zlecenia ptatniczego.
Ponadto ze wzgledéw bezpieczenstwa Bank ma prawo ograniczy¢ lub na okreélony czas
wuytgczyc przelewy na telefon.

Zgodnie z zasadq przewidziang w § 2 ust. 12 w sprawach nieuregulowanych w Regulaminie,
a dotyczqcych przelewu na telefon zastosowanie majg odpowiednio dla klienta
indywidulanego postanowienia umowy o rachunek oszczednosciowo - rozliczeniowy lub
umowy o rachunek oszczednosciowy, w tym Regulaminu rachunkéw dla klientow
indywidualnych, niezaleznie od sytuacji opisanej w § 13 ust. 5 Regulaminu, w szczegélnosci
postanowienia dotyczqgce transakgji ptatniczych, albo dla przedsiebiorcy - postanowienia
umowy o rachunek rozliczeniowy KONTO Z LWEM lub umowy o rachunek rozliczeniowy
Otwarte Konto Oszczednosciowe, w tym Regulaminu rachunkéw dla przedsiebiorcow,
niezaleznie od sytuacji opisanej w § 13 ust. 5 Regulaminu, w szczegélnosci postanowienia
dotyczqce transakgji ptatniczych.
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10. UStUGI WSPIERAJACE ZARZADZANIE FINANSAMI
§25

W ramach Systemu Bank $wiadczy ustugi wspierajgce zarzqdzanie finansami (dalej:
zarzqdzanie finansami). Ustugi te majqg charakter ustug konsultacyjno-doradczych i sq
zwigzane w szczegolnosci z ptatnosciami lub lokowaniem $rodkéw finansowych. Ustugi te
mogq takze dotyczy¢ srodkéw do ktérych uzytkownik jest upowazniony, a ktére sq tez
ulokowane poza Bankiem.

Bank, w celu $wiadczenia tych ustug, udostepnia funkcjonalnosci Systemu, ktére
dostosowane sq do indywidualnych potrzeb klienta. Aby Bank mégt wykonywac zarzgdzanie
finansami niezbedne jest kategoryzowanie informacji finansowych oraz profilowanie danych
osobowych dotyczqcych klienta w rozumieniu Rozporzqgdzenia Parlamentu Europejskiego
i Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016 r. - ogdlne rozporzqdzenie o ochronie
danych. Profilowanie moze nastepowa¢ tylko w zakresie koniecznym do wykonania
zarzqdzania finansami. Bank wykonujgc zarzgdzanie finansami nie podejmuje decyzji
w sprawach finansowych za klienta.

Zarzqgdzanie finansami nie obejmuje ustug doradztwa, zarzgdzania portfelami, sporzgdzania
analiz inwestycyjnych, finansowych oraz innych rekomendacji w rozumieniu art. 69 ust. 2
oraz ust. 4 ustawy o obrocie instrumentami finansowymi, ktére mogqg byc¢ swiadczone przez
Bank na podstawie innych umow/ requlacji, nawet gdy sq one $wiadczone zdalnie przez
System.

Zarzqdzanie finansami jest wykonywane w postaci:

1) informacji lub powiadomier o:
a) terminologii finansowej oraz wiedzy z tych dziedzin,
b) przysztych ptatnosciach, w tym realizowanych okresowo przez klienta oraz
przysztych zdarzeniach lub terminach,

2) prezentacji sytuacji finansowej klienta przez wskazywanie:

a) rodzaju transakeji przez niego wykonywanych lub przynaleznosci transakcji do
okreslonej grupy lub typu transakgji,

b)  rodzaju lub kategorii wptywow, wydatkéw lub kontrahentéw biznesowych,

c)  struktury, wynikéw finansowych i zmian w okreslonym przedziale czasu dla
posiadanych produktéw inwestycyjnych,

3) ustalenia przez klienta lub dziatajgcego w jego imieniu uzytkownika jego wtasnych

celéw, przedsiewzie¢ finansowych lub limitéow wydatkéw, ktére wspierajg go

w kontrolowaniu  wydatkéw lub osiggania zatozonych celéw finansowych.

Poszczegdlne funkcjonalnosci, ktére pozwalajq ustali¢ dany cel mogg wystepowa¢ pod

réznymi nazwami handlowymi np. cele oszczednosciowe, plany finansowe, budzet,

4) konsultacji finansowych, ktére mogg by¢ poradg inwestycyjng o charakterze ogélnym
dotyczgcym inwestowania w instrumenty finansowe, $wiadczong zgodnie z umowg
posrednictwa, jezeli klient jest strong takiej umowy. Konsultacje mogqg réwniez
dotyczy¢ innych ustug finansowych $wiadczonych przez Bank lub podmioty trzecie za
posrednictwem Banku.
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5. Informacje, prezentacje i konsultacje, o ktérych mowa w ust. 4 mogq mie¢ rozne formy
graficzne lub tekstowe.

6. Zarzgdzanie finansami bedzie wykonywane zgodnie z nastepujgcymi zasadami:

1) informacje o terminologii przekazywane sq w Systemie na biezgco, natomiast
powiadomienia o przysztych transakcjach/ zdarzeniach lub terminach nie pézniej niz
48 godzin przed wskazang w Systemie transakcjg/ zdarzeniem lub terminem,

2) prezentacje sytuacji finansowej przygotowane sq w ujeciu miesiecznym lub rocznym
na podstawie dokonanych lub przewidywanych ptatnosci. Prezentacje te moggq takze
uwzglednia¢ informacje podane przez klienta w Systemie lub inne podmioty dziatajgce
z upowaznienia klienta. System moze umozliwi¢ inne ustawienie okresu danej
prezentadji,

3)  klient moze sam ustali¢ cel finansowy, przedsiewziecie lub wysokos¢ limitu wydatkow
oraz ich parametry dostepne w Systemie. Poziom ich realizacji lub wykorzystania jest
przedstawiany na biezqco. Bank moze powiadomi¢ klienta o przekroczeniu limitu
wydatkéw, ale nie ingeruje w tak ustalony limit,

4)  konsultacje finansowe wykonywane sq w oparciu o podane przez klienta informacje
w trakcie jej zamawiania oraz aktywa zdeponowane na znanych Bankowi rachunkach
klienta oraz na podstawie $rednich, miesiecznych wptywéw i wydatkéw na rachunku
oszczednosciowo- rozliczeniowym w PLN klienta:

a) zostatnich 6 miesiecy przed dniem zamdwienia konsultacji lub
b) od momentu obowigzywania umowy rachunku bankowego, jesli umowa ta
obowiqzuje krécej niz 6 miesiecy.
Przygotowana przez Bank konsultacja jest wazna 30 dni i co najmniej przez ten okres jest
dostepna w Systemie.

Zarzqdzanie finansami jest integralng czesciq Systemu, z tym, ze w ramach tych ustug
poszczegodlne ich funkcjonalnosci mogg wymaga¢ samodzielnego uruchomienia przez
klienta.

W przypadku, gdy klient uruchomi ustuge dodaj konto z innego banku, Bank $wiadczy
zarzqdzanie finansami, uwzgledniajgc réwniez informacje pozyskane z tej ustugi. Prezentacja
poszczegoélnych informacji lub ich wykorzystanie w danej funkcjonalnosci w ramach
zarzgdzania finansami moze wymagac odrebnej dyspozycji klienta.

§26

Za nalezyte wykonywanie zarzqdzania finansami Bank ponosi  odpowiedzialnos¢
w granicach wartosci wykazanej szkody rzeczywistej, ktérg ponidst bezposrednio klient.
Ztego tytutu Bank nie ponosi odpowiedzialnosci za szkody posrednie ani za utracone
korzysci klienta.

Bank nie odpowiada za ustalony przez klienta cel, przedsiewzigcie lub limit wydatkéw, ani za
ich realizacje czy poziom wykonania.

Bank nie ponosi odpowiedzialnosci za podejmowane przez klienta decyzje zwigzane
z zarzqdzaniem finansami, w tym za decyzje dotyczqgce nabycia poszczegolnych ustug lub
dotyczqce lokowania $rodkow. Wuytqgczenie odpowiedzialnosci nie obejmuje sytuacji
naruszenia przez Bank obowigzku dziatania z nalezytg starannoscig ani nie narusza
bezwzglednie wigzqcych przepiséw prawa.
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Bank przygotowuje konsultacje wedtug swojej najlepszej woli i wiedzy i z dochowaniem
nalezytej starannosci, w oparciu o znany Bankowi stan faktyczny istniejgcy w chwili jej
udzielania, w szczegolnosci o informacje podane przez klienta. Bank nie weryfikuje czy
informacje podane przez klienta sq prawdziwe. W celu otrzymania wiarygodnej konsultacji
klient zobowigzany jest podawa¢ prawdziwe informacje, w szczegélnosci dotyczqgce sytuaciji
finansowej.

W przypadku, gdy w ramach zarzgdzania finansami dana funkcjonalnos¢ jest uruchamiana
przez klienta samodzielnie, Bank - niezaleznie od obowigzkéw informacyjnych wynikajgcych
z przepisbw prawa - moze przekaza¢ dodatkowq informacje o ryzykach zwigzanych
z ustugami. Klient jest zobowigzany zapoznac¢ sie z takg informacjq i rozsqdnie podejmowac
decyzje dotyczqce lokowania srodkéw.

Z tytutu korzystania z zarzqdzania finansami, Bank ma prawo pobiera¢ optaty lub prowizje
w wysokosci i terminach opisanych w TOiP.

Zuwagi na staty rozwdj technologii informatycznej, poszczegdlne funkcjonalnosci
udostepniane w ramach zarzqdzania finansami mogqg ulega¢ zmianie lub mogg by¢
uruchamiane w Systemie w réznych terminach. Informacje dotyczgce ich dostepnosci
znajdujg sie w Komunikacie. Funkcjonalnosci te mogq mie¢ rézne oznaczenia i nazwy.

Zarzqdzanie finansami jest $wiadczone do chwili wygasniecia lub rozwigzania Umowuy. Po tej
chwili klient nie ma dostepu do przygotowanych przez Bank rezultatéw $wiadczenia ustug
wspierajgcych zarzgdzanie finansami, w szczegélnosci informacji, prezentacji, konsultacji
oraz celéw lub przedsiewzie¢ finansowych, ktére klient ustalit. Przed dniem wygasniecia lub
rozwigzania Umowy klient moze wydrukowac¢ rezultaty konsultacji finansowej lub zapisa¢ je
i przechowywa¢ na nosniku elektronicznym - o ile System umozliwia przygotowanie
konsultacji w formie pliku tekstowego.

11. ELEKTRONICZNY SEJF W SYSTEMIE BANKOWOSCI INTERNETOWEJ
§27

Elektroniczny sejf (dalej: sejf) to ustuga, ktdra polega na przechowywaniu, zapisanych przez
uzytkownika, elektronicznych dokumentéw (nazywanych takze: plikami), w specjalnie
wydzielonej przestrzeni Systemu bankowosci internetowej. Przestrzen ta jest integralng
czescig Systemu i moze wystepowa¢ pod rézng nazwg handlowaq.

Bank udostepnia ustuge sejfu uzytkownikom, ktérzy zawarli Umowe. Korzystanie z tej ustugi
nie wymaga zawarcia odrebnej umowy. W przestrzeni sejfu uzytkownik moze zapisac pliki,
pobra¢ albo usung¢ uprzednio zapisane przez niego pliki. Uzytkownik nie ma mozliwosci
edycji zapisanych plikéw ani zmiany ich formatow.

Katalog formatow plikdw, ktére mozna zapisywac w Systemie podany jest w Komunikacie.

Ustuga moze byc¢ dostepna tylko w niektorych wersjach Systemu bankowosci internetowej
lub aplikacji mobilnej. Uzytkownik uzyskuje dostep do sejfu z chwilg zalogowania sie do
Systemu. Uzytkownik moze korzysta¢ z sejfu woéwczas, gdy jest zalogowany do Systemu.

Sejf jest powigzany z loginem uzytkownika. Jedli klient posiada kilka logindw, ustuga
dostepna jest osobno dla kazdego loginu. Nie ma mozliwosci korzystania z jednego, tego
samego sejfu w ramach kilku logindw. Uzytkownik, ktéry posiada funkcjonalnosé¢ wspélnego
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loginu, posiada dostep do jednego sejfu zaréwno, jako klient indywidualny jak
i przedsiebiorca.

Informacja o dostepnej pojemnosci sejfu jest podana w Systemie. Uzytkownik nie bedqcy
osobq matoletniq moze zwiekszy¢ wielkos¢ udostepnionej mu przestrzeni przez ztozenie
dyspozycji w Systemie, o ile Bank udostepnia takg funkcjonalnos¢.

Ustuga sejfu lub poszczegdlne jej funkcjonalnosci mogqg by¢ odptatne. Wysokos$¢ optat lub
prowizji okreslona jest w TOIP. Optaty z tytutu korzystania z sejfu pobierane sq z rachunku
optat w wysokosci i w sposéb opisany w TOIP.

Uzytkownik jest odpowiedzialny za tres¢ zapisanych plikéw oraz ich format. Uzytkownik
moze zapisywac w sejfie jedynie takie pliki do ktérych posiada stosowne uprawnienia, ktére
nie naruszajg przepisdbw powszechnie obowigzujgcego prawa, zostaty utworzone lub
pozyskane zgodnie z prawem i nie naruszajg praw o0soéb trzecich, w tym débr osobistych,
praw autorskich, praw witasnosci przemystowej, ani tajemnic handlowych tych osob.
Uzytkownik moze zapisywa¢ tylko takie pliki, ktére nie zawierajq jakichkolwiek wiruséw
elektronicznych ani jakichkolwiek czesci niebezpiecznego oprogramowania.

Bank ma prawo odmowi¢ uzytkownikowi zapisania w sejfie dokumentu, ktéry nie spetnia
wymogéw technicznych, zagrazatby bezpieczenstwu Banku, systemow elektronicznych
Banku lub innych uzytkownikéw, lub srodkéw gromadzonych w Banku. Z chwilg powziecia
wiadomosci o naruszeniu postanowien § 39 ust. 7 Bank odmoéwi uzytkownikowi
umieszczenia plikéw. W przypadku, gdyby naruszenie bezpieczeristwa lub naruszenie
obowigzkéw wskazanych w ust. 8 mogto doprowadzi¢ do powaznej straty dla Banku lub
innych uzytkownikéw, Bank ma prawo wdrozy¢ dziatanie odpowiedniego oprogramowania
zabezpieczajgcego, a w przypadkach nagtego ryzyka odizolowa¢, a gdyby to byto
niemozliwe - skasowa¢ przechowywane pliki.

Bank nie ma dostepu do plikéw i dokumentdw umieszczonych przez uzytkownika w sejfie,
nie sprawdza i nie weryfikuje danych i tresci w nich zawartych. Bank ponosi
odpowiedzialno$¢ przewidziang Regulaminem od chwili zapisania danego pliku w sejfie.

Przechowujqc pliki, zapisane przez uzytkownika, przy dochowaniu nalezytej starannosci Bank
nie ponosi odpowiedzialnosci za:

1) tresciidane zawarte w plikach i dokumentach umieszczonych w Systemie,

2) zmiane nazwy pliku, ktorg dokonat uzytkownik,

3) pliki pobrane z sejfu z chwilg ztozenia dyspozyciji,

4) konsekwencje spowodowane naruszeniem przez uzytkownika praw opisanych w ust.
8lubust. 9,

5) pozostawienie w sejfie pliku z chwilg wygasniecia lub rozwigzania umowy o System,

6) straty i koszty poniesione w wyniku jakichkolwiek uszkodzen pliku, catkowitego jego
uszkodzenia lub przechwycenia pliku w czasie transferu do Systemu, chyba, ze wynikty
one z funkcjonowania systemu informatycznego Banku,

7) nie wykrycie przez Bank, w momencie zapisywania pliku w Systemie, czy ma
jakiekolwiek elementy zawirusowane,

o

) opdznienia w wykonaniu lub niewykonaniu dyspozycji uzytkownika w ramach sejfu,
gdy byto to spowodowane sitq wyzszq.
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Organom uprawnionym na mocy przepiséw prawa Bank udostepni zawartosc sejfu bez
analizy znajdujgcych sie w nim plikéw, w trybie przewidzianym wtasciwymi przepisami
prawa bankowego.

Bank nie ponosi odpowiedzialnosci za szkode wynikajgcq z ujawnienia zawartosci sejfu
osobom lub instytucjom upowaznionym do zgdania od Banku udzielania tych informacji.

Uzytkownik traci dostep do sejfu i zapisanych w nim plikéw/ dokumentéw, z chwilg
wygasniecia lub rozwigzania Umowy. W momencie zamkniecia Systemu, pliki/ dokumenty
przechowywane w sejfie sq automatycznie i trwale usuwane przez Bank. Bank nie
przechowuje kopii tych plikéw/ dokumentéw. Przed wypowiedzeniem/rozwigzaniem
Umowy Bank powiadomi klienta o koniecznosci pobrania zapisanych plikdw.
Powiadomienie moze nastqpi¢ w dowolny sposéb takze za pomocg komunikatu, ktéry
zostanie wyswietlony uzytkownikowi w Systemie.

Ze wzgledoéw technicznych, rozwoju technologii oraz oprogramowania stosowanego
w obstudze sejfu lub ze wzgledéw bezpieczeristwa, Bank ma prawo ograniczy¢ mozliwosé¢
korzystania z zapisywania okreslonych formatéw plikéw w przestrzeni sejfu lub ograniczy¢
funkcjonalnosci sejfu. W takim przypadku, przed dokonaniem okreslonej czynnosci, klient
otrzyma w Systemie stosownq informacje.

12. KORZYSTANIE Z USLUG PLATNICZYCH SWIADCZONYCH PRZEZ
UPRAWNIONE PODMIOTY TRZECIE

§28
Uzytkownik moze, w zakresie posiadanych uprawnien, korzysta¢ z ustug ptatniczych
podmiotéw trzecich takich, ktére swiadczg ustuge dostepu do informacji o rachunku lub
ustuge inicjowania transakgji ptatniczej:
1) ustuga dostepu do informacji o rachunku - wykonywana przez dostawce
$wiadczqcego ustuge dostepu do informacji o rachunku, polega na przestaniu przez
Bank - na zgdanie tego dostawcy - informacji o rachunku prowadzonym w Banku;

2) ustuga inicjowania transakcji ptatniczej - wykonywana przez dostawce
$wiadczqcego ustuge inicjowania transakgji ptatniczej, polega na zainicjowaniu przez
tego dostawce, dziatajgcego na wniosek uzytkownika, zlecenia ptatniczego
zrachunku ptatniczego prowadzonego w Banku, do ktérego uzytkownik jest
uprawniony.

Korzystanie z ustugi dostepu do informacji o rachunku jest mozliwe pod warunkiem, ze

prowadzony przez Bank rachunek jest rachunkiem ptatniczym dostepnym on-line

i uzytkownik zostanie uwierzytelniony przez Bank, zgodnie z wymogami prawa

i postanowieniami Regulaminu.

Korzystanie z ustugi inicjowania transakcji ptatniczej jest mozliwe pod warunkiem, ze
zgodnie z wigzqcq klienta requlacjg jest to elektroniczna transakcja bezgotéwkowa
dotyczgca rachunku ptatniczego dostepnego on-line, jej inicjowanie nastepuje wytgcznie
wskutek dyspozycji uzytkownika, a nadto uzytkownik zostanie uwierzytelniony przez Bank,
zgodnie z wymogami prawa i postanowieniami Regulaminu.

Dostawcy $wiadczgcemu ustuge dostepu do informacji o rachunku Bank udostepnia
informacje o wyznaczonych rachunkach i zwigzanych z nimi transakcjach, w tym historii
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tych rachunkéw - z tym, ze okres za ktory Bank dostarcza historie rachunkéw moze byc
ograniczony ze wzgledéw technologicznych.

5. Bank nie odpowiada za nalezyte wykonywanie ustug, o ktérych mowa w ust. 1, przez
uprawnione podmioty trzecie.

6. Uzytkownik moze w Systemie wyrazi¢ zgode na udzielanie przez Bank odpowiedzi na
whioski dostawcy wydajgcego instrumenty ptatnicze oparte na karcie ptatniczej, ze kwota
odpowiadajgca okreslonej transakcji ptatniczej realizowanej w oparciu o te karte jest
dostepna na rachunku ptatniczym.

7. Rachunek ptatniczy jest dostepny on-line, gdy spetnione sq tqcznie nastepujgce warunki:
1)  uzytkownik jest strong Umowy,
2)  uzytkownik ma aktywny dostep do Systemu bankowosci internetowej,
3) danyrachunek ptatniczy jest dostepny przez System w chwili otrzymania przez Bank

stosownego wniosku lub zgdania wiasciwego dostawcy, w sprawie wykonania
czynnosci w celu realizacji ustugi wskazanej w ust. 1.

4. Rachunek ptatniczy nie jest dostepny on-line, gdy w chwili otrzymania przez Bank
stosownego wniosku lub zgdania wykonania czynnosci:

1)  uzytkownik nie ma aktywnego Systemu bankowosci internetowej, lub
2) gdydostep do Systemu jest zablokowany, lub

3)  gdyuzytkownik skorzystat z funkcji ukrycia danego rachunku w Systemie i nie cofngt
tej dyspozycji.

5. Bank moze odmdéwi¢ dostawcy $wiadczgcemu ustuge dostepu do informacji o rachunku
lub dostawcy $wiadczgcemu ustuge inicjowania transakcji ptatniczej - dostepu do danego
rachunku ptatniczego z obiektywnie uzasadnionych i nalezycie udokumentowanych
przyczyn zwigzanych z nieuprawnionym lub nielegalnym dostepem do rachunku
ptatniczego przez takiego dostawce, w tym nieuprawnionym zainicjowaniem transakgji
ptatniczej. W takim przypadku Bank poinformuje uzytkownika przez System o odmowie
dostepu do rachunku ptatniczego i jej przyczynach. Informacja ta, o ile jest to mozliwe, jest
przekazywana uzytkownikowi przed odmowq dostepu, a najpdzniej bezzwtocznie po takiej
odmowie, nie pozniej jednak niz w dniu roboczym nastepujgcym po dniu takiej odmowy,
chyba Zze jej przekazanie nie bytoby wskazane z obiektywnie uzasadnionych wzgledéw
bezpieczenstwa lub jest sprzeczne z odrebnymi przepisami.

13. USLUGI DOTYCZACE RACHUNKOW PLATNICZYCH W INNYCH BANKACH
LUB PODMIOTACH UPRAWNIONYCH DO ICH PROWADZENIA
§29

Bank moze $wiadczy¢ przez System bankowosci internetowej:

1) ustuge dostepu do informacji o rachunku (dalej: ustuga dodaj konto z innego banku/
ustuga dodaj konto),

2) ustuge inicjowania transakgji ptatniczej u innego dostawcy ustug ptatniczych, o ile
rachunek ptatniczy prowadzony przez tego dostawce jest dostepny on-line.

§30
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Ustuga dodaj konto polega na dostarczaniu klientowi w Systemie bankowosci internetowej
skonsolidowanych informacji o rachunku lub rachunkach ptatniczych, do ktérych klient
posiada stosowne uprawnienia, i ktére prowadzone sq przez inne banki/ podmioty
uprawnione (takie podmioty nazywane bedq dalej ,,dostawca rachunku”).

W tym rozdziale termin ,rachunek ptatniczy” bedzie miat takie znaczenie, jakie przypisuje
mu dostawca rachunku. Ogét czynnosci, ktére Bank wykonuje w ramach tej ustugi bedq
okreslane terminem ,dodawanie konta”.

Bank jest zintegrowany z dostawcg rachunku za posrednictwem interfejsu
umozliwiajgcego Bankowi $wiadczenie na wniosek uzytkownika ustugi dodaj konto. Lista
dostawcéw rachunkéw jest dostepna w trakcie sktadania dyspozycji dodawania konta.

Ustuga dodaj konto jest integralng czescig Systemu, dostepng on-line. Nie wymaga od
klienta zawarcia z Bankiem odrebnej umowuy. Klient bedzie miat wglgd w Systemie do
dodanych kont po wyrazenia zgody na ustuge dodaj konto dla danego dostawy rachunku
podczas sktadania dyspozycji dodawania konta. Ustuga dostepna jest dla podmiotéw
wskazanych w Komunikacie do kont, ktére sq dostepne on-line.

Dodanie konta wymaga prawidtowego uwierzytelnienia klienta u dostawcy rachunku.
Autoryzacja dyspozycji dodania konta odbywa sie u dostawcy rachunku na podstawie
danych uwierzytelniajgcych klienta, ktére obowigzujg go u tego dostawcy. Jedna
autoryzacja moze dotyczy¢ jednego lub wiekszej ilosci kont, ktére sq prowadzone przez
jednego dostawce rachunku.

W zakresie ustugi dodaj konto Bank prezentuje w Systemie wytgcznie takie informacje
o dodanych kontach i powigzanych z nimi transakcjach, ktére dostawca rachunku mu
przekazat. Prezentacja ta moze by¢ ograniczona technicznymi mozliwosci Systemu. Bank
nie gwarantuje prawidtowosci i kompletnosci informacji przekazanych mu przez dostawce
rachunku. Bank moze prezentowac ograniczony zakres tych informacji, jesli ich ilos¢ bedzie
tak znaczqca, ze wptynie na jakos¢ ustugi dodaj konto lub na dostep klienta do Systemu.

Informacje o dodanych kontach i powigzanych z nimi transakcjach bedqg aktualne pod
warunkiem, ze dostawca rachunku przesle te informacje Bankowi. Aby dostawca rachunku
przesytat te informacje, klient musi okresowo uwierzytelnia¢ sie u tego dostawcy -
w terminach i na zasadach u niego obowigzujgcych.

Informacje o dodanych kontach bedq aktualizowane:
1) bezposrednio po zalogowaniu sie do Systemu,

2) od razu po uruchomieniu aplikacji mobilnej (bez logowania) - o ile aplikacja mobilna
udostepnia funkcje podglgdu informacji o dodanym koncie i uzytkownik wtqczyt te
funkcje,

3) po uzyciu odpowiedniego przycisku w Systemie, ktéry stuzy do aktualizacjiinformacji
o dodanych kontach,

4) automatycznie do wysokosci limitéw zapytar stosowanych przez danego dostawce
rachunku.

Dziatania wskazane w pkt. 1) - 3) sq czynnym zgdaniem uzytkownika przekazania przez
dostawcow rachunku informacji o dodanych kontach.

Bank ma prawo pobierac optaty lub prowizje za ustuge dodaj konto. Jesli wprowadzi takg
optate lub prowizje - jej wysokos¢ oraz termin pobierania bedzie opisana w TOiP.
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10. Uzytkownik ma prawo w kazdej chwili odwota¢ zgode na ustuge dodaj konto dla danego
dostawcy rachunku. Odwotanie zgody nastepuje przez odtgczenie wszystkich wczesniej
dodanych kont u danego dostawcy rachunku. Zgody na ustuge dodaj konto wygasajq
réwniez z chwilg rozwigzania Umowy.

§31

Ustuga inicjowania transakgji ptatniczej oznacza ustuge polegajgcg na zainicjowaniu zlecenia
ptatniczego przez Bank na wniosek klienta uprawnionego do rachunku ptatniczego w innym
banku lub podmiocie prowadzgcym rachunek.

Bank odpowiada jedynie za zainicjowanie transakgji ptatniczej w innym banku lub podmiocie
prowadzgcym rachunek.

Bank nie odpowiada za to, czy klient jest uprawniony do rachunku ptatniczego w innym
banku lub innym podmiocie ani za to, czy ten rachunek jest rachunkiem ptatniczym, ani tez
za wykonanie przez ten bank lub podmiot prowadzgcy rachunek transakcji ptatniczej
zainicjowanej przez Bank.

Podmiot prowadzqcy rachunek moze odmowi¢ Bankowi dostepu do danego rachunku
ptatniczego klienta. W takim przypadku Bank poinformuje klienta o odmowie dokonania
transakgji, o ile otrzyma takqg informacje od banku/podmiotu prowadzqgcego rachunek
ptatniczy, z ktérego transakcja miata by¢ wykonana. Bank nie ponosi odpowiedzialnosci za
nienalezyte poinformowanie klienta przez bank/uprawniony podmiot prowadzqcy rachunek
o takiej odmowie.

Klient zobowigzany jest niezwtocznie powiadomi¢ bank lub podmiot prowadzqcy rachunek,
z ktérego transakcja miata by¢ wykonana o stwierdzonych nieautoryzowanych,
niewykonanych lub nienalezycie wykonanych transakcjach ptatniczych, ktére byty
iniciowane przez Bank. W takim przypadku obowigzek zwrotu kwoty wynikajgcej z
nieautoryzowanej, niewykonanej lub nienalezycie wykonanej transakcji ptatniczej lub
przywrdcenia stanu rachunku sprzed wystgpienia tych okolicznosci cigzy na banku lub
podmiocie uprawnionym do prowadzenia rachunku.

Autoryzacja zainicjowania transakgji ptatniczej nastepuje zgodnie z § 11 ust. 2 i oznacza
zgode na zainicjowanie zlecenia ptatniczego przez Bank w innym banku lub podmiocie
prowadzgcym rachunek. Cofnigcie zgody od chwili autoryzacji nie jest mozliwe. Klient nie
moze odwotac zlecenia ptatniczego za posrednictwem Banku po udzieleniu Bankowi zgody
na zainicjowanie transakgji ptatnicze;.

Za $wiadczong ustuge inicjowania transakcji ptatniczej Bank moze pobiera¢ optaty i prowizje
- zgodnie z TOIP.

Bank poinformuje o dacie rozpoczecia $wiadczenia ustugi przewidzianej niniejszym
paragrafem.

§32
Bank zobowigzuje sie do:

1) zachowania poufnosci wszystkich danych stuzgcych do uwierzytelniania i autoryzacji,
ktérymi postuguije sie uzytkownik,
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2) zapewnienia uzytkownikowi dostepu za pomocg Systemu bankowosci internetowej do
biezgcych informacji o rachunkach, do ktérych jest uprawniony, w sposéb umozliwiajgcy
state monitorowanie transakcji dokonywanych na tych rachunkach.

Bank odpowiada za udowodnione straty klienta, spowodowane przez niezrealizowanie

dyspozycji lub jej nieprawidtowe lub nieterminowe realizowanie, chyba ze sq nastepstwem

okolicznosci, za ktére Bank nie ponosi odpowiedzialnosci.

Bank ponosi odpowiedzialnos¢ za ewentualne skutki wykonania transakcji przez osoby
trzecie, po dokonaniu zgtoszenia, o jakim mowa w § 35 ust. 6 pkt. 1) i ztozeniu przez
uzytkownika dyspozycji blokady dostepu do Systemu, poczqwszy od:

1) wptyniecia dyspozycji do Banku - w przypadku, gdy dyspozycje ztozono przez System,

2) pisemnego potwierdzenia przez Bank faktu ztozenia takiej dyspozycji - w przypadku, gdy
dyspozycje ztozono w oddziale,

3) uzyskania przez uzytkownika ustnego potwierdzenia ze strony infolinii blokady dostepu
do Systemu - w przypadku, gdy dyspozycje ztozono przez infolinig,

- chyba ze uzytkownik doprowadzit umyslnie do nieautoryzowanej transakgji.

Bank ponosi odpowiedzialno$¢ za ochrone poufnosci danych uzytkownika stuzgcych do
uwierzytelniania i autoryzacji za pomocqg Systemu bankowosci internetowej tylko wéwczas,
gdy uzytkownik postuguje sie tymi danymi zgodnie z zasadami okreslonymi w Regulaminie
chyba, ze poufnos¢ zostata naruszona z winy Banku.

Bank nie ponosi odpowiedzialnosci za niewykonanie lub nienalezyte wykonanie Umowy,
w przypadku, gdy powodem niewykonania lub nienalezytego wykonania Umowy, w tym
transakgji, jest sita wyzsza.

Bank nie ponosi odpowiedzialnosci za niewykonanie Umowy, w przypadku, gdy odmowa
wykonania zobowigzan wynikajgcych z Umowy, nastepuje na podstawie przepisow
powszechnie obowiqgzujgcego prawa, upowazniajgcych lub zobowigzujgcych Bank do
odmowy wykonania takich zobowigzan lub dyspozycji.

Bank nie ponosi odpowiedzialnosci za:

1) niezrealizowane dyspozycje - w przypadku nieprawidtowych lub niepetnych informacji
dotyczgeych unikatowego identyfikatora, albo niepodania przez ptatnika lub odbiorce
informacji niezbednych dla wykonania danej dyspozycji lub transakcji, w zakresie
w jakim niezrealizowanie dyspozycji wynika z niepodania informacji niezbednych do jej
wykonania,

2) skutki wynikte z funkcjonowania urzqdzen telekomunikacyjnych uzytkownika w zwigzku
z otrzymywaniem wiadomosci SMS, o ile opéznienie w otrzymaniu wiadomosci nie
nastgpito z winy Banku,

3) szkody uzytkownika powstate wskutek nieprzestrzegania przez uzytkownika zasad
bezpieczenstwa Systemu bankowosci internetowej.

W stosunku do klientéw indywidualnych bedgcych strong umowy o rachunek ptatniczy
w rozumieniu ustawy, Bank ponosi odpowiedzialno$¢ za niewykonanie lub nienalezyte
wykonanie prawidtowo zleconej transakcji, chyba ze udowodni, ze rachunek odbiorcy zostat
uznany w terminie wymaganym przepisami prawa lub gdy:
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10.

11.

12.

13.

14.

1) roszczenia klienta wygasty wskutek braku zgtoszenia w wymaganym w Regulaminie
13-miesiecznym terminie o nieautoryzowanych, niewykonanych lub nienalezycie
wykonanych transakcjach, lub

2) niewykonanie lub nienalezycie wykonanie transakcji byto skutkiem sity wyzszej lub
wynikato z przepiséw prawa.

Jesli zgodnie z Regulaminem Bank ponosi odpowiedzialno$¢ wobec ptatnika lub odbiorcy
bedqcego klientem indywidualnym - zobowigzuje sie zwrdci¢ mu kwote niewykonanej lub
nienalezycie wykonanej transakcji, a gdy taki klient indywidualny jest posiadaczem
rachunku ptatniczego w rozumieniu ustawy - przywréci¢ rachunek do stanu, jaki istniatby,
gdyby nie miato miejsce nienalezyte wykonanie lub niewykonanie transakcji. Powyzsze
dotyczy takze optat lub odsetek, ktérymi klient zostat obcigzony w razie niewykonania lub
nienalezytego, w tym op6znionego, wykonania transakcji ptatnicze;.

Bank, wobec przedsigbiorcy, nie ponosi odpowiedzialnosci, gdy:

1) roszczenia wygasty lub sq skutkiem sity wyzszej, lub

2) niewykonanie lub nienalezyte wykonanie transakcji wynika z przepiséw prawa.

Z tytutu niewykonania lub nienalezytego wykonania transakcji wobec przedsiebiorcy Bank
ponosi odpowiedzialno$¢ na zasadach ogélnych do wysokosci szkody rzeczywistej. Do oceny
zasadnos$¢ roszczen stosuije sie ust. 2.

W przypadku niewykonanej lub nienalezycie wykonanej transakgji ptatniczej zainicjowanej
przez ptatnika lub przez odbiorce lub za jego posrednictwem, Bank na wniosek ptatnika lub
odbiorcy podejmuje niezwtocznie dziatania w celu bezptatnego przesledzenia transakcji
ptatniczej i - o ile przepisy prawa na to zezwalajqg - powiadamia ptatnika o ich wyniku.

W sprawach nieuregulowanych w Regulaminie, a dotyczgcych odpowiedzialnosci Banku
z tytutu wykonywania zlecen ptatniczych, w tym transakgji ptatniczych inicjiowanych za
posrednictwem dostawcy $wiadczgcego ustuge inicjowania transakgji ptatniczej oraz zgdar
zwrotu kwot nieautoryzowanych transakcji, w stosunku do posiadaczy rachunkéw
oszczednosciowo - rozliczeniowych oraz rachunkéw oszczednosciowych stosuje sie
postanowienia Regulaminu rachunkéw dla klientéw indywidualnych, a w stosunku do
posiadaczy rachunkéw rozliczeniowych KONTO Z LWEM - postanowienia Regulaminu
rachunkéw dla przedsiebiorcow.

Bank w $wiadczeniu ustugi Systemu bankowosci internetowej zgodnie z niniejszym
Regulaminem, zachowuje nalezytq staranno$¢ w rozumieniu Kodeksu cywilnego.

Bank nie ponosi odpowiedzialnosci za bezpieczenstwo i dziatanie zaufanego urzqdzenia
mobilnego, w tym wszystkich jego funkgji.

§33

Wszystkie dyspozycje ztozone przez uzytkownika w Systemie bankowosci internetowej sq
zabezpieczone w sposéb trwaty przez Bank i stanowig dowody w przypadku sytuacji spornych.

15. ODPOWIEDZIALNOSC KLIENTA

§34
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Za wyjgtkiem postanowiert ust. 3, klient odpowiada za nieautoryzowane transakcje do
wysokosci kwoty 50 euro przeliczonej wedtug $redniego kursu euro ogtaszanego przez NBP,
obowigzujgcego w dniu dokonania transakgji klienta bedgce skutkiem:

1) postuzenia sie utraconymi albo skradzionymi danymi stuzgcymi do uwierzytelnienia
i autoryzadji,

2) przywiaszczenia danych stuzgcych do uwierzytelniania i autoryzacji w wyniku
naruszenia przez uzytkownika obowigzku, o jakim mowa w § 35 ust. 6 pkt. 1).

Klient nie odpowiada za nieautoryzowane transakcje, w przypadku gdy:

1) nie miat mozliwosci stwierdzenia utraty, kradziezy lub przywtaszczenia danych
stuzqcych do uwierzytelniania i autoryzacji przed wykonaniem transakgji, z wyjgtkiem
przypadku gdy klient dziatat umysinie, lub

2) utrata danych stuzgcych do uwierzytelniania i autoryzacji przed wykonaniem transakgji
zostata spowodowana dziataniem lub zaniechaniem ze strony Banku lub podmiotéw
wskazanych w art. 6 pkt. 10 w ustawie o ustugach ptatniczych.

Klient odpowiada za nieautoryzowane transakcje w petnej wysokosci, jezeli doprowadzit do
nich umyslnie albo w wyniku umyslnego lub bedgcego skutkiem razgcego niedbalstwa
naruszenia, przynajmniej jednego z obowigzkéw wskazanych w § 35 ust. 6 - 8,§ 36 ust. 1 - 6
oraz § 37 ust. 1.

Jedli Bank podczas logowania nie wymagat od klienta silnego uwierzytelniania i klient nie
autoryzowat transakcji w sposéb przewidziany Regulaminem to uzytkownik/ klient nie ponosi
odpowiedzialnosci za transakcje, chyba ze dziatat umuyslnie w kwocie danej transakgji.
Powyzsze nie dotyczy sytuacji, gdy zgodnie z przepisami prawa Bank byt uprawiony do
rezygnacji z wymogu silnego uwierzytelniania. W przypadku, gdy odbiorca lub dostawca
odbiorcy nie akceptujg silnego uwierzytelniania klienta odpowiadajg oni za szkode
poniesiong przez dostawce ptatnika.

Uzytkownik zobowigzany jest na biezgco sprawdza¢ prawidtowos¢ wykonania dyspozycji.

Uzytkownik/ Klient zobowigzany jest niezwtocznie zawiadomi¢ Bank o przypadkach
nieautoryzowanych, nieprawidtowo zainicjowanych, niewykonanych, lub nienalezycie
wykonanych transakcjach ptatniczych. Jezeli uzytkownik nie dokona powiadomienia,
o ktérym mowa w zdaniu powyzszym, w terminie 13 miesiecy od dnia obcigzenia rachunku
albo od dnig, w ktérym transakcja miata by¢ wykonana, roszczenia z tytutu
nieautoryzowanych, niewykonanych lub nienalezycie wykonanych transakgji ptatniczych
wygasajq.

Zawiadomienie, o ktérym mowa w ust. 6 uzytkownik/ klient moze ztozy¢ przez System
bankowosci internetowej, telefonicznie przez infolinie lub w oddziale.

Bank archiwizuje wyciqgi i wymagane prawem informacje przekazywane ptatnikowi lub
odbiorcy, ktére sq udostepniane w Systemie przez okres wymagany prawem. W celu
weryfikacji ewentualnych transakgji nieautoryzowanych lub niezgodnosci w stanie salda
rachunku zwigzanego zwykonywaniem zleceri ptatniczych uzytkownik powinien
archiwizowa¢ wyciqgi z Systemu w sposéb umozliwiajgcy odtworzenie.

Uzytkownik zobowigzuje sie przechowywac¢ zaufane urzgdzenie mobilne z zachowaniem
nalezytej starannosci tak, aby nie dopusci¢ do logowania oséb trzecich do Systemu, w tym
aplikacji mobilnej. Uzytkownik ponosi petng odpowiedzialno$¢ za dyspozycje wykonane
przez osoby, ktérym udostepnit zaufane urzgdzenie mobilne.
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11.

W przypadku, gdy uzytkownik zamierza korzysta¢ z metody uwierzytelniania lub autoryzacji
opartej o identyfikator biometryczny zobowigzany jest uzywa¢ jednej, wytgcznie wtasnej
cechy biometrycznej, ktéra stanowi podstawe do utworzenia identyfikatora
biometrycznego. W przypadku, gdy urzgdzenie mobilne umozliwia zapis kilku egzemplarzy
danej cechy biometrycznej (np. kilku odciskéw palcéw) uzytkownik zobowigzany jest do
zapisania jednej cechy przyporzgdkowanej do utworzonego klucza uzytkownika, o ktérym
mowa w § 1 pkt. 5). Uzytkownik nie ma prawa zezwala¢ osobom trzecim na zapisywanie ich
cech biometrycznych na jego zaufanym urzgdzeniu mobilnym.

Bank nie ponosi odpowiedzialnosci w przypadku, gdy uzytkownik wykorzystujgc zaufane
urzqdzenie mobilne, w tym jego funkcje np. czytnik cech biometrycznych, dopusci do
wczytania takich cech osoby trzeciej, wskutek czego urzqdzenie zakwalifikuje dane osoby
trzeciej, jako dane uzytkownika.

16. ZASADY BEZPIECZNEGO KORZYSTANIA Z SYSTEMU

§35

Bank powiadamia klienta o wystgpieniu oszustwa lub podejrzeniu jego wystgpienia lub

innych zagrozen dla bezpieczeristwa korzystania z Systemu niezwlocznie po ich

stwierdzeniu. Powiadomienia te mogq byc¢:

1) przekazywane klientowi przed logowaniem do Systemu lub w formie wiadomosci
w Systemie,

2) przekazywane innym bezpiecznym kanatem komunikacji uzgodnionym pomiedzy
klientem i Bankiem.

Dodatkowo informacje w tej sprawie mogg byc publikowane na stronie internetowej Banku,

przede wszystkim w czesci dotyczgcej Systemu. W sytuacji powaznego zagrozenia

bezpieczenstwa rekomendacje, zalecenia lub komunikaty mogq by¢ wyswietlane na stronie

internetowej Banku w najbardziej poczytnych miejscach.

Uzytkownik powinien przestrzega¢ rekomendadji i zalecert, o ktérych mowa w ust. 1,
a w przypadku ich nieprzestrzegania dziata na wtasne ryzyko i odpowiedzialnosc.

Zaleca sie, aby uzytkownik upewnit sie, czy jego $rodowisko komputerowe i $rodowisko
urzgdzenia mobilnego jest bezpieczne. Uzytkownik zobowigzany jest do stosowania
aktualnych rekomendacji Banku w zakresie bezpieczerstwa transakgji internetowych
w celu ochrony przed szczegdlnymi zagrozeniami powodowanymi przez tqczenie sie z sieciq
internetowq. Rekomendacje te prezentowane sq przez Bank na stronie internetowej Banku,
w czesci dotyczqcej Systemu. Informacje o kolejnych aktualizacjach tych rekomendacji sq
wysytane przez System. Bank nie ponosi odpowiedzialnosci za nieodebranie przedmiotowej
wiadomosci przez uzytkownika. Bank nie ponosi odpowiedzialnosci za ewentualne
konsekwencje niestosowania si¢ do przedmiotowych zalecer.

Bank stosuje srodki bezpieczenstwa, ktére zmniejszajqg ryzyko korzystania z aplikacji mobilnej
w sposéb nieuprawniony. W zwigzku z tym, Bank ma prawo stosowa¢ elektroniczne
mechanizmy sprawdzajqce czy uzytkownik lub osoba trzecia dokonali zmian w zaufanym
urzgdzeniu mobilnym lub w oryginalnym, wymaganym przez producenta oprogramowaniu,
ktore zostato zainstalowane na danym urzgdzeniu. Uznaje sie, ze dokonanie zmian, o ktérych
mowa powyzej moze skutkowac ryzykiem przejecia kontroli nad urzgdzeniem przez osobe
nieuprawniong.
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Jesli Bank ustali, ze wystepuje ryzyko przejecia kontroli nad urzgdzeniem zaufanym przez
osobe nieuprawniong, moze obnizy¢ limit transakcyjny dla zlecert ptatniczych w aplikacji
mobilnej dokonywanych z tego urzqdzenia - najnizej do 95% kwoty limitu ustalonej
w Regulaminie. Bank niezwtocznie powiadomi o tym uzytkownika. Bank ma prawo
zablokowa¢ System zgodne z § 39 ust. 2 jesli ryzyko, o ktérym mowa wyzej stanie sie wysokie
lub Bank ustali, ze z urzqdzenia, nad ktérym najprawdopodobniej przejeta kontrole osoba
nieuprawniona, sq sktadane kolejne dyspozycje ptatnicze lub inne dyspozycje, ktére
prowadzityby do nieuprawnionego dostepu oséb trzecich do rachunkéw, produktéw lub
ustug bankowych za pomocg Systemu.

Uzytkownik zobowigzany jest do niezwtocznego powiadomienia Banku w przypadku:

1) utraty, kradziezy, przywitaszczenia albo nieuprawnionego uzycia danych stuzgcych do
uwierzytelniania i autoryzacji przez System, jak réwniez nieuprawnionego dostepu do
Systemu,

2) jakiegokolwiek incydentu technicznego lub innej awarii zwigzanej z korzystaniem
z Systemu, ktéra moze zagrozi¢ bezpieczeristwu tego Systemu.

Uzytkownik zobowigzany jest na biezgco sprawdza¢ czy daty ostatniego logowania, ktére
rejestrowane sq w Systemie sq prawdziwe i odpowiadajqg korzystaniu przez niego z Systemu.
W przypadku podejrzenia, ze osoby trzecie podjety prébe logowania, uzytkownik
zobowigzany jest natychmiast zawiadomi¢ Bank. Obowigzek natychmiastowego
zawiadomienia Banku istnieje takze w przypadku podejrzenia, ze nastgpito naruszenie
zabezpieczern  lub  stosowanych  przez  uzytkownika  indywidualnych  danych
uwierzytelniajgcych takich jak np. kodéw, kodéw autoryzacyjnych lub identyfikatorow
biometrycznych. Niezaleznie od obowigzku zawiadomienia, uzytkownik w takiej sytuacji
zobowigzany jest do zablokowania dostepu do tego Systemu.

W przypadku ujawnienia lub podejrzenia ujawnienia osobom trzecim danych stuzqcych do
uwierzytelnienia lub autoryzacji dyspozycji, uzytkownik powinien natychmiast te dane
zmieni¢ lub dokona¢ blokady dostepu do Systemu. Powyzsze nie dotyczy ujawnienia za
wiedzq i zgodg uzytkownika - dziatajgcym w celu i w zakresie $wiadczonych ustug oraz po
spetnieniu wymogow przewidzianych przepisami prawa - dostawcy $wiadczgcemu ustuge
inicjowania transakgji ptatniczej lub dostawcy $wiadczgcemu ustuge dostepu do informagji
o rachunku.

Uzytkownik zobowigzany jest do ztozenia dyspozycji zablokowania Systemu, w sytuacji
powziecia informacji o:

1) powstaniu zagrozenia dla bezpieczeristwa Systemu,

2) powstaniu zagrozenia bezpiecznego przechowywania przez uzytkownika:

a) urzqdzenia powigzanego z telefonem do autoryzagji lub

b) instrumentu ptatniczego, w tym indywidualnych danych uwierzytelniajgcych
takich jak np. kodéw, haset, kodu PIN lub

¢) innych informacji zwigzanych z uwierzytelnianiem lub autoryzacjg.

Dyspozycje blokady Systemu mozna ztozyc¢ w oddziale, przez System albo infolinie.

Przed autoryzacjq zlecenia ptatniczego uzytkownik zobowigzany jest upewni¢ sie czy
transakcja, ktérg autoryzuje jest prawidtowa i odpowiada jego zamierzeniu oraz
zobowigzany jest zachowac zasady bezpieczeristwa przewidziane Regulaminem.
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§36

Uzytkownik zobowigzany jest do zapamietania lub przechowywania hasta oraz innych
danych stuzgcych do uwierzytelniania i autoryzacji w bezpiecznym miejscu. Uzytkownik
powinien dokonywa¢ okresowo zmiany hasta.

Uzytkownik jest zobowigzany do utrzymania w poufnosci wszystkich danych stuzgcych do
jego uwierzytelniania lub autoryzacji przez System, oraz nie ujawniania tych danych
jakimkolwiek innym osobom, nawet jesli osoba ta jest inng osobq uprawniong do rachunku,
oraz podmiotom nieuprawnionym.

Pozyskanie przez osoby trzecie cech biometrycznych lub identyfikatoréw biometrycznych
zarejestrowanych na zaufanym urzgdzeniu mobilnym moze prowadzi¢ do nieuprawnionego
dostepu tych oséb do aplikacji mobilnej i nieuprawnionej autoryzacji dyspozycji.
Zalogowanie sie do Systemu bankowosci internetowej i korzystanie z tego Systemu na
zqdanie uzytkownika wymaga plikéw cookies pochodzgcych z tego Systemu. Pliki cookies
stosowane w Systemie bankowosci internetowej wykorzystywane sq w celu ustanowienia
i utrzymania sesji uzytkownika w tym Systemie oraz wsparcia ochrony integralnosci
transakeji. W przypadku, gdy uzytkownik korzysta ze strony internetowej Banku ale nie
z Systemu bankowosci internetowej, moze, zgodnie z Politykg Banku dotyczqgcq plikow
cookies, ustawi¢ wtasnq przeglgdarke internetowq tak, aby nie akceptowac plikéw cookies
innych niz uzywane w Systemie. Polityka Banku dotyczqgca plikéw cookies jest dostepna na
stronie internetowej Banku.

Uzytkownik, aby upewni¢ sie, ze rzeczywiscie nawigzat potgczenie z serwerem Banku
powinien sprawdzi¢ certyfikat serwera. Bank podaje w Komunikacie nazwe podmiotu, ktéry
jest wystawcq serwera bankowego o nazwie online.ingbank.pl lub login.ingbank.pl. Sposéb
weryfikacji wiarygodnosci certyfikatu Banku oraz inne wazne informacje dotyczqce
bezpieczenstwa Systemu oraz sposobdw zabezpieczania komputera uzytkownika podane sq
na stronie internetowej Banku, w czesci dotyczqcej Systemu bankowosci internetowe;.
Uzytkownik zobowiqzany jest zabezpieczy¢ uzywane urzqdzenie elektroniczne, w tym
mobilne oraz uzywane oprogramowanie programem antywirusowym.

Klient lub uzytkownik jest obowigzany niezwtocznie powiadamia¢ Bank o wszelkich zmianach
dotyczgcych danych personalnych, oraz danych kontaktowych uzytkownika. Zmiana
danych moze zosta¢ ztozona za pomocqg Systemu bankowosci internetowej, o ile
w Systemie istnieje techniczna funkcjonalno$¢ umozliwiajgca taki sposob zmiany danych. Za
wyjgtkiem gdy klient dorecza dokument w formie aktu notarialnego, wtasnorecznosc¢
podpisu klienta musi by¢ potwierdzona:

1) przez notariusza - w przypadku dokumentéw podpisanych na terenie Rzeczypospolitej
Polskiej;

2) przez polskq placéwke dyplomatyczng, konsularng lub notariusza kraju, z ktérym
Rzeczpospolita Polska podpisata umowe o pomocy prawnej w sprawach cywilnych, lub
potwierdzone urzedowo lub notarialnie wraz z dotgczong apostille w rozumieniu
konwencji - w przypadku dokumentédw podpisanych za granicg.

Za wuyjqtkiem ust. 8 dyspozycje sktadane drogq korespondencyjng muszq byc¢ sktadne
w formie wskazanej w ust. 6.
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Oswiadczenia klienta, o ktérych mowa w § 42 ust. 1, § 44 ust. 3 i § 45 ust. 16, mogqg by¢
nadestane drogq korespondencyjng bez spetnienia warunkéw okreslonych w ust. 6. Bank
zastrzega sobie jednak prawo dokonania dodatkowej weryfikacji nadestanych oswiadczen.

§37

W przypadku utraty kradziezy, przywtaszczenia lub stwierdzenia nieuprawnionego uzycia
urzgdzenia telefonu komorkowego, ktéry jest powigzany z numerem telefonu oznaczonym,
jako telefon do autoryzacji lub zmiany numeru telefonu do autoryzacji, uzytkownik jest
zobowigzany do dokonania zmiany danych w trybie przewidzianym w ust. 3. W przypadku,
gdy dany numer telefonu komorkowego wykorzystywany jest do innych ustug oferowanych
przez Bank nalezy niezwtocznie dokona¢ odpowiednich zmian w oddziale lub telefonicznie,
o ile System dopuszcza takq funkcjonalnos¢.

System bankowosci internetowej mozna odblokowa¢ sktadajgc dyspozycje w oddziale,
wypetniajgc odpowiedni wniosek na stronie internetowej Banku lub w aplikacji mobilnej, o ile
Bank dopuszcza takg funkcjonalnos¢. Korzystanie z Systemu bedzie mozliwe po powtérnym
nadaniu hasta lub kodu PIN do aplikacji mobilnej. Przedstawiciel ustawowy wyraza zgode,
aby osoba matoletnia ztozyta samodzielnie takqg dyspozycje, o ile Bank oferuje takg
funkcjonalnosc.

W przypadku, gdy uzytkownik chce zmieni¢ dotychczasowe dane niezbedne do
otrzymywania kodéw autoryzacyjnych na nowe dane:

1) jezeli jest w posiadaniu dotychczasowego telefonu do autoryzacji, moze zmieni¢ dane
autoryzacyjne za pomocg Systemu,

2) jezeli nie posiada dotychczasowego numeru telefonu do autoryzacji konieczne jest
ztozenie stosownej dyspozycji w oddziale lub odpowiedniego wniosku na stronie
internetowej Banku.

§38

W celu zapewnienia bezpieczeristwa, urzqdzenie mobilne przeznaczone do korzystania ze
wszystkich funkcji aplikacji mobilnej musi zosta¢ dodane do listy zaufanych urzqdzen
mobilnych. W przypadku gdy jedno urzgdzenie mobilne zostat wskazane, jako zaufane przez
kilku uzytkownikéw, kazdy z tych uzytkownikéw jest zobowigzany spetnia¢ wymogi
dotyczqce bezpieczenstwa przewidziane Regulaminem, w tym do bezpiecznego zakoriczenia
uzywania aplikacji.

Lista zaufanych urzgdzer mobilnych jest dostepna w Systemie oraz w aplikacji mobilne;j.

Urzqgdzenie mobilne mozna usung¢ z listy w Systemie bankowosci internetowej lub
w aplikacji mobilnej. Bank ma prawo usung¢ urzqdzenie mobilne z listy, gdy powzigt
uzasadniong waqtpliwos¢, ze uzytkownik nie korzysta z tego urzqdzenia lub dostep do
urzqdzenia uzyskata osoba nieuprawniona. Przyjmuje sie, ze uzytkownik nie korzysta
z urzgdzenia mobilnego, o ile nie logowat sie z tego urzgdzenia do aplikacji mobilnej przez 90
dni. Uzytkownik moze ponownie wpisa¢ dane urzqgdzenie na liste. Ze wzgledéw
bezpieczenstwa usuwanie z listy - w zaleznosci od wersji aplikacji mobilnej - moze tez
nastepowa¢ automatycznie wskutek aktywacji aplikacji na innym urzgdzeniu.

W przypadku utraty, kradziezy, przywtaszczenia lub stwierdzenia nieuprawnionego uzycia
zaufanego urzgdzenia mobilnego uzytkownik zobowigzany jest najszybciej jako to mozliwe
usungc¢ urzqdzenie, ktérego dotyczy podejrzenie, z listy zgodnie z ust. 3.
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5. W przypadku podejrzenia nieuprawnionego uzycia Systemu lub kradziezy, przywtaszczenia
urzgdzenia, z ktérym jest powigzany telefon do autoryzacji lub podejrzenia umyslnego
doprowadzenia do nieautoryzowanej transakcji uzytkownik jest zobowigzany do
niezwtocznego zawiadomienia Banku za pomocg Systemu bankowosci internetowej lub
przez infolinie.

§39

1. Bank zastrzega sobie prawo do przeprowadzania modernizacji, aktualizacji oraz regularnych
konserwacji technicznych Systemu bankowosci internetowej skutkujgcych okresowymi
przerwami w dostepie do Systemu lub do wybranych jego funkcjonalnosci.
O powyzszych okolicznosciach Bank poinformuje, podajgc szacunkowy czas braku lub
ograniczenia dostepu:

1) za pomocq opcji wiadomosci w Systemie bankowosci internetowej, i/lub
2) na stronie internetowej Banku, i/lub
3) przezinfolinie.

2. Bank zastrzega sobie prawo do dokonania blokady dostepu do Systemu bankowosci
internetowej ze wzgledéw bezpieczenstwa. Przez wzgledy bezpieczenstwa nalezy rozumiec
sytuacje nieuprawnionego dostepu oséb trzecich do rachunkéw, produktéw lub ustug
bankowych za pomocg Systemu, lub tez zagrozenie takq sytuacjq, a takze w przypadkach
przewidzianych przepisami prawa.

3. W przypadku podejrzenia préby nieuprawnionego dostepu do Systemu, Bank moze na
okreslony czas wstrzymac¢ mozliwos¢ zalogowania sie do Systemu. O dtugosci tego czasu
Bank poinformuje uzytkownika w momencie logowania.

4. Bank zastrzega sobie prawo odmowy wykonania dyspozycji lub wprowadzenia dodatkowych
ograniczen i zabezpieczen w stosunku do dyspozycji sktadanych przez System bankowosci
internetowej, w przypadku wystgpienia waznych okolicznosci uniemozliwiajgcych
wykonanie tych dyspozycji, tj. przeszkéd natury technologicznej, wzgleddw bezpieczeristwa
lub sprzecznosci tresci dyspozycji z wigzgcymi uzytkownika regulacjami obowigzujgcymi
w Banku, a takze w przypadku niestosowania sie przez uzytkownika do ogolnie
obowigzujgcych przepiséw prawa.

5. Bank =zastrzega sobie mozliwos¢ wdrozenia ograniczen w korzystaniu z petnej
funkcjonalnosci Systemu bankowosci internetowej wobec okreslonej grupy uzytkownikéw
znajdujgcych sie w takiej samej sytuacji prawnej lub faktycznej. Ograniczenia te mogq
wynika¢ z wymogow bezpieczeristwa. O wprowadzonych ograniczeniach Bank poinformuje
uzytkownikéw w Komunikacie lub przesytajgc wiadomos¢ w Systemie z wyprzedzeniem, co
najmniej 14 dni kalendarzowych w stosunku do daty wdrozenia przedmiotowych
ograniczen.

6. Z uwagi na zasady bezpieczenstwa, Bank ma prawo zgda¢ od uzytkownika aktualnych
danych osobowych lub potwierdzenia tych danych.

7. Uzytkownik nie ma prawa wpisywa¢ ani przesyta¢ do Systemu tresci bezprawnych, ani tez
uzywac¢ programow, ktére zagrazajg innym uzytkownikom Systemu lub zagrazajq
integralnosci Systemu, w tym danych w nim zawartych lub aplikacji informatycznych z nim
wspotpracujgcych. Jedli dana ustuga Systemu, w tym aplikacji mobilnej umozliwia
wyswietlanie danych innych oséb, uzytkownik nie ma prawa do zbierania tych danych,
a moze je uzyc¢ jedynie w celu zlecenia transakgji.
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Podczas korzystania z Systemu Bank moze przekazywa¢ uzytkownikowi instrukcje dotyczqce
techniczno-organizacyjnych narzedzi Systemu lub ogtoszenia o udostepnionych w jego
ramach ustugach lub funkcjonalnosciach. Instrukcje i ogtoszenia majg wytgcznie charakter
informacyjny i nie sq reklamag. Mogg by¢ przekazywane za pomocg dostepnych w Systemie
srodkéw komunikacji lub mogqg by¢ przedstawiane w postaci m.in. graficznej, tekstowej,
prezentacji lub animagji.

17. WYMOGI TECHNICZNE KORZYSTANIA Z SYSTEMU

§40

Uzytkownik moze korzysta¢ z Systemu po spetnieniu nastepujqgcych, niezbednych do
wspotpracy z Systemem, minimalnych wymagar technicznych: posiadania urzgdzenia
elektronicznego, w szczegoélnosci takiego jak komputer, telefon, inne urzgdzenie mobilne,
z dostepem do internetu wraz z zainstalowanym na tym urzgdzeniu system operacyjnym
i przeglgdarkg internetowq. W przypadku zamiaru korzystania z funkcji obstugiwanych przez
odrebne aplikacje np. aplikacji mobilnej, konieczne jest zainstalowanie danej aplikacji na
urzgdzeniu mobilnym.

W trakcie obowigzywania Umowy, Uzytkownik musi wskaza¢ telefon do autoryzagji
i dysponowa¢ ostatnio wskazanym telefonem. Brak wskazania telefonu do autoryzacji
uniemozliwia korzystanie z Systemu lub z poszczegdlnych jego funkgiji.

Wymogi techniczne zwigzane z komunikowaniem sie uzytkownika z Systemem lub z
okreslonymi aplikacjami, programami, typami plikéw lub dotyczqce przeglgdarek
internetowych oraz systemoéw operacyjnych dla:

1) Systemu bankowosci internetowej to: Apple OS X, Windows

2) aplikacji mobilnej to: iOS oraz Android.

Minimalne wymagania techniczne dotyczqce wersji przeglgdarek oraz minimalnych wersji
systemu operacyjnego zostaty wskazane w Komunikacie oraz na stronie internetowej banku.

W zwigzku z rozwojem technicznym i technologicznym, poszczegdlne wersje Systemu -
w tym aplikacje mobilne, mogq by¢ aktualizowane, udoskonalane, zmieniane lub
zastepowane nowymi wersjami lub aplikacjami. O ile bedzie to mozliwe, z technicznego
punktu widzenia, aktualizacje lub udoskonalenia mogg by¢ dokonywane podczas pracy
Systemu, w tym poszczegdlnej aplikacji. W przypadku, gdy ktorakolwiek z powyzszych
operacji wymaga ponownego uruchomienia lub zainstalowania, przez uzytkownika, nowej
wersji Systemu lub danej aplikacji, Bank poinformuje go o tym przy pomocy odpowiednich
ekranéw, zawiadomien lub wiadomosci.

Bank moze wycofac starszq wersje danej aplikacji lub Systemu, zastepujqc jg nowszg wersjg.
W takim przypadku uzytkownik jest informowany, z odpowiednim wyprzedzeniem,
o przewidywanej dacie zastgpienia starszej wersji nowszq i ewentualnych koniecznych
czynnosciach, o ile ze wzgledéw technicznych wymagane bytoby podjecie przez
uzytkownika jakiekolwiek czynnosci, w szczegdélnosci pobranie i instalacja nowej wersji lub
wykonanie tych czynnosci na danym rodzaju urzgdzenia.

Uzytkownik moze, w sprawach dotyczgcych wymagan technicznych, porozumiewac sie
z Bankiem za pomocq Systemu bankowosci internetowej z tym, ze z uwagi na rozwoj
technologiczny zakres technicznych mozliwosci komunikacji opisany jest w Komunikacie.
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18. ODSTAPIENIE OD UMOWY

§41

Klient indywidualny, ktéry zawart Umowe na odlegto$¢, na podstawie ustawy z dnia 30 maja
2014 r. o prawach konsumenta, ma prawo odstgpi¢ od Umowy bez podania przyczyn,
sktadajgc oswiadczenie na pismie, do 14 dni od zawarcia Umowy. Wzér o$wiadczenia
o odstgpieniu stanowi zatgcznik do Regulaminu. Z zastrzezeniem ust. 3 Umowa, od ktérej
klient indywidualny odstgpit uwazana jest za niezawartg. Odstgpienie od Umowy nie ma
wptywu na autoryzowane zlecenia ptatnicze.

Bank ma prawo zqda¢ zaptaty za ustugi rzeczywiscie wykonane w wysokosci okreslonej
w TOIP, o ile uzytkownik wyrazit zgode na rozpoczecie $wiadczenia ustug przed uptywem
14-dniowego terminu do odstgpienia. Jesli optaty/prowizje naliczane sq okresowo (np.
miesiecznie lub rocznie), Bank wéwczas pobiera je w wysokosci proporcjonalnej do okresu
obowigzywania Umowy.

Jesli w okresie pomiedzy zawarciem Umowy a skorzystaniem przez klienta indywidualnego
z prawa do odstgpienia do Elektronicznego systemu doreczania korespondencji przestane
zostaty dokumenty wskazane w § 9 ust. 1. Odstgpienie od Umowy przez klienta
indywidualnego  powoduje  przeksztatcenie  Elektronicznego systemu  doreczania
korespondencji w Archiwum, do ktérego klient indywidualny ma dostep pomimo odstgpienia
od Umowuy.

19. ROZWIAZANIE, WYPOWIEDZENIE | WYGASNIECIE UMOWY

§42

Klient ma prawo rozwigza¢ Umowe ze skutkiem natychmiastowym, bez okresu
wypowiedzenia. Dyspozycja rozwigzania Umowy moze by¢ ztozona w formie pisemnej pod
rygorem niewaznosci lub za pomocg Systemu bankowosci internetowej, o ile System
umozliwia taki sposéb ztozenia oswiadczenia o rozwigzaniu Umowy.

Bank ma prawo rozwigza¢ Umowe zawartq z:

1) klientem indywidualnym - za dwumiesiecznym okresem wypowiedzenia,

2) przedsiebiorcq - za 30-dniowym okresem wypowiedzenia albo ze skutkiem
natychmiastowym, bez okresu wypowiedzenia.

Bank ma prawo do rozwigzania Umowy zawartej z klientem indywidulanym lub

z przedsiebiorcg z zachowaniem odpowiedniego i przewidzianego powyzej okresu

wypowiedzenia, w przypadku (wazne przyczyny rozwigzania Umowy za wypowiedzeniem):

1) stwierdzenia przez Bank, ze uzytkownik nie przestrzega zasad bezpiecznego korzystania
z Systemu, opisanych w rozdziale 16. Regulaminu,

2) powziecia przez Bank informacji stanowigcych uzasadnione podejrzenie popetnienia
przez uzytkownika przestepstwa z wykorzystaniem Systemu bankowosci internetowej
lub przestepstwa na szkode Banku,

3) nieudzielania przez uzytkownika, opisanych w Regulaminie, informacji niezbednych dla
aktywacji danej ustugi lub niezbednych do dalszego $wiadczenia ustugi Systemu
bankowosci internetowej,
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8)

podania przez uzytkownika danych lub informacji nieprawdziwych, lub niezgodnych ze
stanem faktycznym, w tym postuzenia sie przez uzytkownika dokumentami
nieaktualnymi (réwniez dokumentami, ktérych data waznosci uptyneta), dokumentami
nieprawdziwymi, przerobionymi lub podrobionymi,

ztozenia przez Bank o$wiadczenia o rozwigzaniu lub wypowiedzeniu umowy o ostatni
rachunek, lub inny produkt lub ustuge udostepniang za pomocq Systemu bankowosci
internetowej, lub po rozwigzaniu/ wygasnieciu takich uméw lub utraty uprawnien
uzytkownika do dysponowania ostatnim z rachunkéw lub innymi produktami lub
ustugami,

wypowiedzenia lub rozwigzania przez Bank albo klienta indywidulanego lub
przedsiebiorce wszystkich umoéw o czynnosci bankowe lub ustugi finansowe $wiadczone
przez Bank przy uzyciu Systemu bankowosci internetowej,

nieuiszczenia naleznych Bankowi optat i prowizji zgodnie z TOIP za korzystanie z Systemu
bankowosci internetowej lub ustug w ramach tego Systemu, przez okres, co najmniej
2 kolejnych miesiecy,

powziecia przez Bank uzasadnionego podejrzenia, ze uzytkownik mogt utraci¢ login
i hasto umozliwiajgce dostep do Systemu. Przyjmuje sie, ze uzytkownik, ktéry nie
korzystat z Systemu ani sie do niego nie logowat przez okres, co najmniej 12 miesiecy,
mogt utraci¢ login i hasto.

Bank ma prawo rozwigza¢ Umowe zawartq z przedsiebiorcg, ze skutkiem natychmiastowym
bez okresu wypowiedzenia, w przypadku:

1)

gdy Bank stwierdzi, ze klient/ uzytkownik nie przestrzega zasad bezpiecznego
korzystania z Systemu i istnieje ryzyko powstania powaznego incydentu dla
bezpieczenstwa ptatnosci, czyli zagrozenia integralnosci i ciggtosci dziatania systemow
Banku lub bezpieczenstwa danych ptatniczych lub srodkéw pienieznych,

powziecia przez Bank informacji stanowigcych uzasadnione podejrzenie popetnienia
przez uzytkownika/ klienta przestepstwa z wykorzystaniem Systemu lub przestgpstwa
na szkode Banku,

nieuiszczenia naleznych Bankowi optat i prowizji zgodnie z TOIP za korzystanie z Systemu
lub ustug w ramach tego Systemu, przez okres co najmniej 2 kolejnych miesiecy, o ile
stan srodkéw na rachunku nie pozwala na uiszczenie optat lub prowizj,

ztozenia przez Bank oswiadczenia o rozwigzaniu lub wypowiedzeniu umowy o ostatni
rachunek, lub inny produkt lub ustuge udostepniang za pomocg Systemu, lub po
rozwigzaniu/ wygasnieciu takich uméw lub utraty uprawniert uzytkownika do
dysponowania ostatnim z rachunkéw lub innymi produktami lub ustugami,

stwierdzenia przez Bank faktu utraty przez uzytkownika loginu i hasta dostepu do
Systemu. Fakt utraty tych informacji moze by¢ potwierdzony wiarygodnym
dokumentem, w tym informacjq z policji, prokuratury innego wtasciwego organu lub
podmiotu lub zgtoszeniem uzytkownika/ klienta.

Umowa ulega rozwigzaniu z dniem $mierci klienta bedgcego osobq fizyczng. Fakt smierci
moze by¢ potwierdzony wiarygodnym dokumentem m.in.:

1)
2)

petnym lub skréconym odpisem aktu zgonu,

Swiadectwem zgonu,
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3) pismem organu rentowego,

4) informacjg z rejestru Powszechnego Elektronicznego Systemu Ewidencji Ludnosci
(PESEL),

5) pismem z policji, z sqdu, od komornika,
6) innym wiarygodnym dokumentem potwierdzajgcym fakt $mierci klienta.

W przypadku gdy dany dokument nasuwa watpliwosci, w szczegdlnosci co do jego
autentycznosci lub potwierdzenia faktu lub daty $mierci uzytkownika, lub tez zachodzq inne
istotne okolicznosci skutkujgce watpliwosciami co do faktu lub daty $mierci uzytkownika, za
dokument potwierdzajqcy fakt smierci Bank bedzie uznawat petny lub skrécony odpis aktu
zgonu, chyba ze co innego wynika z orzeczenia sqd, lub przepiséw prawa.

20. REKLAMACJE. ROZWIAZYWANIE SPOROW

§43

W sprawach reklamacji dotyczqcych zlecen ptatniczych przewidzianych w tym Regulaminie,
ale zwigzanych z rachunkami uregulowanymi odpowiednio w Regulaminie rachunkéw dla
klientéw indywidualnych albo Regulaminie rachunkéw dla przedsiebiorcéw, stosuje sie
postanowienia tego z regulaminéw, ktéry jest wiasciwy dla danego rachunku.
Petnomocnictwo do warunkowego uznania rachunku albo obcigzenia go kwotg wynikajgcq
z reklamacji, ktore jest udzielone przez uzytkownika zgodnie z umowgq rachunku, obejmuje
takze transakcje wynikajgce ze zlecer ptatniczych przewidzianych niniejszym Regulaminem.
Informacja pomocnicza o rachunkach, ktére podlegajg odpowiednio Regulaminowi
rachunkéw dla klientéw indywidualnych albo Regulaminowi rachunkéw dla przedsiebiorcow
znajduje sie w Komunikacie.

Ztozenie reklamacji dotyczgcej nieautoryzowanych, nieprawidtowo zainicjowanych lub
nienalezycie wykonanych lub niewykonanych dyspozycji, ktére zostaty ztozone przez
System musi nastgpi¢ niezwtocznie, jednak nie pézniej niz w ciggu 13 miesiecy od daty
kwestionowanej dyspozycji.

Z zastrzezeniem postanowien § 34 ust. 3 i 6, w przypadku wystgpienia nieautoryzowanej,
przez osobe uprawniong do dysponowania rachunkiem, transakcji ptatniczej na rachunku,
Bank zwroci niezwtocznie - nie pdzniej jednak niz do korica dnia roboczego nastepujgcego po
dniu stwierdzenia wystgpienia nieautoryzowanej transakgji, ktérqg zostat obcigzony rachunek
ptatnika lub po dniu otrzymania stosownego zgtoszenia, z wyjgtkiem przypadku gdy
dostawca ptatnika ma uzasadnione i nalezycie udokumentowane podstawy, aby
podejrzewac oszustwo i poinformuje o tym w formie pisemnej organy powotane do $cigania
przestepstw - kwote nieautoryzowanej transakcji ptatniczej i przywréci obcigzony rachunek
do stanu, jaki istniatby, gdyby nie miata miejsca nieautoryzowana transakcja ptatnicza.

Uzytkownik lub klient ma prawo sktada¢ reklamacje. Reklamacje mozna ztozy¢:
1) w postaci elektronicznej - przez System bankowosci internetowej,

2) ustnie:
a) telefonicznie pod numerami wskazanymi na stronie internetowej Banku,
b) osobiscie w oddziale Banku,
3) w formie pisemnej:
a) przesytkg pocztowq na adres Banku wskazany na stronie internetowej Banku,
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10.

11.

12.

b) osobiscie w oddziale Banku.

W uzasadnionych przypadkach reklamacje ztozone przez System bankowosci internetowej
lub telefonicznie przez infolinie, a dotyczgce nieautoryzowanych, nieprawidtowo
zainicjowanych, niewykonanych lub nienalezycie wykonanych transakgji ptatniczych lub
dyspozycji, klient lub uzytkownik zobowigzany jest potwierdzi¢ dodatkowo w formie
pisemnej w oddziale, w terminie do 14 dni kalendarzowych liczonych od daty ztozenia
reklamacji.

Odpowiedz na reklamacje Bank przekazuje:
1) przez System bankowosci internetowej,

albo w jeden z ponizej wybranych przez klienta sposobdw:

2) w formie papierowej - w oddziale albo listem na adres korespondencyjny,

3) nainnym trwatym nos$niku informacji - o ile strony tak postanowig.

Bank udzieli odpowiedzi najszybciej jak to mozliwe, jednak nie pdzniej niz do 15 dni roboczych
od daty jej otrzymania. W trakcie rozpatrywania reklamacji Bank moze poprosi¢
o dodatkowe informacje lub dokumenty. W szczegélnie skomplikowanych przypadkach,
uniemozliwiajgcych rozpatrzenie reklamacji i udzielenie odpowiedzi w tym terminie, moze
on zosta¢ wydtuzony, jednak nie moze przekroczy¢ 35 dni roboczych od daty otrzymania
reklamacji. Bank poinformuje uzytkownika/ klienta o przyczynach opdznienia, wskaze
okolicznodci, ktére muszq zosta¢ ustalone dla rozpatrzenia reklamacji, przewidywanym
terminie zakoriczenia postepowania reklamacyjnego.

W trakcie postgpowania reklamacyjnego Bank moze zwroci¢ sie do klienta/ uzytkownika
o przedstawienie dodatkowych wyjasnien lub dokumentéw. W przypadku koniecznosci
wyjasnienia dodatkowych okolicznosci w zwigzku z prowadzonym postepowaniem
reklamacyjnym,  Bank  zastrzega sobie prawo do kontaktu telefonicznego
z klientem na numer telefonu wskazany przez klienta do kontaktu z Bankiem.

Bank rozpatruje reklamacje na tych samych zasadach bez wzgledu na to czy reklamacja
zostata ztozona przez klienta bezposrednio w Banku, czy przez dziatajgcego w zakresie
$wiadczonej ustugi odpowiednio - dostawce $wiadczgcego ustuge inicjowania transakgji
ptatniczej albo dostawce $wiadczqcego ustuge dostepu do informacji o rachunku.

W przypadku nieuznania reklamacji przez Bank uzytkownik/ klient ma prawo ztozenia
odwotania. O ile uzytkownikowi/ klientowi sq znane nowe, majgce znaczenie dla sprawy fakty,
okolicznosci lub dowody, powinien Bankowi je ujawni¢ w zgdaniu. Bank rozpoznaje powtérnie
reklamacje w terminach wskazanych dla rozpoznawania reklamacji. Jesli w wyniku reklamacji
powstanie spor pomiedzy klientem a Bankiem, to moze on zosta¢ rozwigzany polubownie
w drodze zawarcia ugody.

Ewentualne spory, ktére wynikajg z Umowy zawartej przez Bank i klienta indywidualnego
mogq by¢ rozstrzygane w trybie pozasgdowym. Wnioski mozna sktada¢ do:

1) Rzecznika Finansowego, strona: www.rf.gov.pl. Rzecznik dziata zgodnie z ustawg
o rozpatrywaniu reklamacji przez podmioty rynku finansowego i o Rzeczniku Finansowym;

2) Arbitra bankowego dziatajgcego przy Zwigzku Bankéw Polskich, strona: www.zbp.pl/dla-
konsumentow/arbiter-bankowy/dzialalnosc. Arbiter rozstrzyga spér iwydaje swoje
orzeczenie zgodnie z regulaminem bankowego arbitrazu konsumenckiego.

Klient indywidualny, ktéry ma miejsce zamieszkania na terenie paristwa cztonkowskiego Unii

Europejskiej, w zwigzku z Umowq zawartq przez internet, ma prawo skorzystac¢
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13.

14.

15.

16.

z rozstrzygniecia sporu w trybie pozasgdowym przez europejskg platforme internetowego
rozstrzygania sporéw. Platforma nazywa sie ODR (skrét z jezyka angielskiego: online dispute
resolution) i jest dostepna na stronie http://ec.europa.eu/consumers/odr/. W tym trybie
pozasqdowym skargi rozpatrywa¢ moze tylko jeden z uprawnionych podmiotéw (zwany
podmiotem ADR) i tylko wéwczas, gdy Bank i klient indywidualny wczesniej zgodzq sie na
rozpatrzenie sprawy przez okreslony podmiot ADR, zgodnie z jego regulaminem. Wykaz
podmiotéw ADR znajduje sie na stronie internetowej Platformy ODR.

Nawet jesli klient indywidulany skorzysta z Platformy ODR, nadal moze ztozy¢ wniosek do
Arbitra bankowego lub Rzecznika Finansowego. Bank réwniez moze ztozy¢ wniosek
o wszczecie pozasqdowego rozstrzygania sporu przeciwko klientowi indywidualnemu za
posrednictwem Platformy ODR - jesli obie strony wczesniej zgodzq sie na takie rozwigzanie,
a regulamin podmiotu ADR i prawo nie wytqczajq takiej mozliwosci.

Klient indywidualny moze réwniez zwrdci¢ sie o pomoc do rzecznika konsumenta (miejskiego
lub powiatowego).

Spory wynikajgce z Umowy mogq by¢ réwniez rozstrzygane na drodze sqdowej. Sgdem
wiasciwym dla ewentualnych sporéw jest sqd ustalony zgodnie z przepisami kodeksu
postepowania cywilnego.

Klient moze wnie$¢ do organu sprawujgcego nadzér nad Bankiem (Komisja Nadzoru
Finansowego) skarge na dziatanie Banku, jezeli zdaniem klienta, dziatanie to narusza przepisy
prawa oraz w przypadku odmowy $wiadczenia na rzecz klienta ustug ptatniczych.

21. ZMIANA REGULAMINU

§ 44

Bank zastrzega sobie prawo zmiany Regulaminu z waznych przyczyn. Za wazne przyczyny

uznaje sig nastepujqgce przyczyny, ktorych skutkiem jest koniecznos¢ zmiany Regulaminu

w niezbednym - wynikajgcym z danej przyczyny - zakresie:

1) wprowadzenie nowych lub zmiana przepiséw prawa okreslajgcych zasady $wiadczenia
przez Bank ustug lub okreslajgcych zasady korzystania z tych ustug przez uzytkownika/
klienta,

2) wydanie przez organ nadzorczy lub inny uprawniony podmiot, decyzji, rekomendacji,
zalecenia, stanowiska, orzeczenia lub innego dokumentu okreslajgcego zasady
$wiadczenia przez Bank ustug, lub okreslajgcego zasady korzystania z tych ustug przez
uzytkownika/ klienta w ramach zawartej z nim umowy,

3) rozszerzenie, zmiane lub ograniczenie funkcjonalnosci ustug, zmiane zasad korzystania
zustug przez uzytkownika/ klienta, wprowadzenie nowych ustug, rezygnacje
z wykonywania niektérych czynnosci bedgcych przedmiotem ustug $wiadczonych przez
Bank w ramach zawartej z klientem umowuy,

4) zmiany w systemie informatycznym Banku wynikajgce z:

a) udoskonalenia systemoéw informatycznych Banku spowodowanych rozwojem
technologicznym,

b) obligatoryjnych zmian wprowadzonych w miedzybankowych systemach
rozliczeniowych w odniesieniu do uczestnikéw tych systemow,
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¢) zmian dostawcéw oprogramowania skutkujgcych zmiang funkcjonalnosci
systemu informatycznego Banku,

- wplywajqgce na objete niniejszym Regulaminem ustugi $wiadczone przez Bank lub
zasady korzystania z tych ustug przez uzytkownika/ klienta w ramach zawartej z nim
umowy.

O zmianach Regulaminu Bank zawiadamia klienta, w sposéb z nim uzgodniony i okreslony

w § 46 ust. 2, w nastepujgcych terminach:

1) jesli strong Umowy jest klient indywidualny - nie pdzniej niz dwa miesigce przed
proponowang datg wejscia w zycie zmian Regulaminu,

2) jesli strong Umowy jest przedsiebiorca - nie pézniej niz na 7 dni przed proponowang
datg wejscia w zycie zmian Regulaminu.

Klient ma prawo, przed dniem proponowanego wejscia w zycie zmian:

1) wypowiedzie¢ Umowe bez ponoszenia optat ze skutkiem od dnia poinformowania go
0 zmianie, nie pézniej jednak niz od dnia w ktérym te zmiany zostatyby zastosowane,
2) zgtosi¢ sprzeciw wobec proponowanych zmian.

Jezeli przed proponowang datq wejscia w zycie zmian klient nie ztozy pisemnego sprzeciwu
wobec tych zmian, uwaza sie ze wyrazit na nie zgode. W przypadku, gdy klient ztozy sprzeciw,
ale nie dokona wypowiedzenia Umowy, Umowa wygasa z dniem poprzedzajgcym dzier
wejécia w zycie proponowanych zmian, bez ponoszenia optat.

Zmiana funkcjonalnosci wystepujgcych w ramach Systemu lub w ramach poszczegélnych
ustug, ktora jest spowodowana rozwojem technicznym/ technologicznym nie powoduje
koniecznosci zmiany Regulaminu, o ile nie zmieni to zasad $wiadczonych klientowi ustug
w ramach zawartej z nim Umowy.

Przed proponowang datq wejscia w zycie zmian Regulaminu Bank moze umozliwi¢ klientowi
korzystanie ze zmian w istniejgcych ustugach lub korzystanie z nowych ustug, o ile klient
zaakceptuje zmiane Regulaminu dotyczqcq danej ustugi.

Z zastrzezeniem ust. 7 zmiana zatgcznikéw nastepuje w trybie przewidzianym dla zmiany
Regulaminu. Moze ona nastgpi¢ z przyczyn bedgcych podstawg zmiany Regulaminu lub
z powodu:

1) zmiany wymogoéw technicznych zwigzanych z korzystaniem 2z Systemu lub
poszczegoélnych ustug lub aplikacji informatycznych,

2) modernizagji lub zmiany systemoéw operacyjnych uzywanych przez Bank lub innych
dostawcoéw, ktorych systemy sq uzywane w $wiadczeniu ustug objetych Regulaminem,

3) decyzji Banku podjetej wskutek analiz zasad bezpieczenstwa ptatnosci internetowych
0 zmianie wysokosci limitow transakcyjnych.

Zmiana okreslonych w zatgczniku limitéw maksymalnych na okres przejsciowy nastepuje
w granicach upowaznienia przewidzianego Regulaminem z przyczyn i na zasadach w nim
okreslonych.

22. OPLATY | PROWIZIE I ICH ZMIANA

§ 45
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1. Za czynnosci zwigzane ze Swiadczeniem ustug Systemu bankowosci internetowej
przewidzianych Umowg i Regulaminem, Bank pobiera optaty i prowizje zgodnie z TOiP. TOiP
jest dostepna w oddziatach oraz na stronie internetowej Banku.

2. Zaptata optat lub prowizji nastepuje poprzez wykonanie dyspozycji uzytkownika i pobranie
naleznych Bankowi kwot optat lub prowizji, zgodnie z TOIP, z wskazanego w umowie
rachunku bankowego lub potrgcenie tych optat lub prowizji. Wynagrodzenie Banku
obejmujgce optaty lub prowizje przewidziane TOiP ma charakter wigzgcy w okresie od chwili
zaproponowania zawarcia Umowy do chwili rezygnacji z jej zawarcia lub jej zawarcia i od
chwili zawarcia Umowy do chwili zmiany TOiP. W przypadku, gdy dana optata sktada sie
z okredlonych sktadnikéw, TOIP wskazuje te sktadniki. Wysokos¢ optat i prowizji jest podana
w kwotach uwzgledniajgcych podatki, chyba ze TOIP wyraznie wskazuje kwote netto optaty
lub prowizji i okreslony podatek oraz kwote danej optaty/prowizji wraz z podatkiem.

3. Przed zawarciem Umowy Bank dorecza klientowi wycigg z TOiP. Wycigg ten obejmuje
postanowienia dotyczqce optat lub prowizji, ktére sq zwigzane ze Swiadczeniem ustug
objetych Umowg, w tym Regulaminem. Zgodnie z upowaznieniem przewidzianym
w stosownej umowie/ Umowie, Bank pobiera optaty i prowizje z rachunku optat, chyba ze
strony ustality inaczej.

4. Bank nie pobiera optat za korzystanie ze $rodkéw porozumiewania sie na odlegtosc
z Systemu. Uzytkownik moze by¢ zobowigzany do zaptaty takich kosztéw innym podmiotom
wg taryfy operatora telekomunikacyjnego lub internetowego.

5. W czasie trwania Umowy, Bank ma prawo dokonywac¢ zmiany TOIP, w tym wysokosci optat
i prowizji za czynnosci objete niniejszym Regulaminem, w przypadku wystgpienia waznych
przyczyn uzasadniajgcych takqg zmiane (wazne przyczyny), z zastrzezeniem ust. 10.

6. Bank jest uprawniony do podwyzszenia wysokosci optat i prowizji, o nie wiecej niz 200%
dotychczas obowiqzujgcej stawki, w przypadku zaistnienia przynajmniej jednej z nizej
okreslonych waznych przyczyn:

1) wzrostu o co najmniej 0,30 punktu procentowego wskaznika cen towaréw i ustug
konsumpcyjnych, ogtaszanego przez Gtéwny Urzqd Statystyczny (GUS) za dany miesiqc,
w stosunku do analogicznego miesigca roku poprzedniego,

2) wzrostu o co najmniej 1% przecietnego miesiecznego wynagrodzenia w sektorze
przedsiebiorstw bez wyptat nagrod z zysku, ogtaszanego przez GUS za dany miesigc,
w stosunku do analogicznego miesigca roku poprzedniego,

3) wprowadzenia nowych lub zmiany przepiséw prawa wptywajgcych na zasady i sposob
$wiadczenia przez Bank ustug w ramach umowy zawartej z klientem lub wptywajgcych
na zasady korzystania z tych ustug przez klienta/ uzytkownika, powodujgcych wzrost
ponoszonych przez Bank kosztéw $wiadczenia tych ustug,

4) wydanie decyzji, rekomendacji, zalecenia, stanowiska, orzeczenia lub innego dokumentu
przez organ nadzorczy lub inny uprawniony podmiot, okreslajgcego zasady $wiadczenia
przez Bank ustug lub okreslajgcego zasady korzystania ztych ustug przez klienta/
uzytkownika w ramach zawartej z nim umowy, powodujgcych wzrost ponoszonych
przez Bank kosztow $wiadczenia tych ustug,

5) podwyzszenia cen ustug $wiadczonych na rzecz Banku przez podmioty trzecie, na

podstawie umdw, ktérych Bank jest strong, a ktére to ustugi sq $wiadczone w celu
wykonania przez Bank umoéw zawartych z klientem, powodujgcych wzrost ponoszonych
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10.

11.

12.

przez Bank kosztéw wykonywania tych umodw, z zastrzezeniem, ze nowa stawka optaty
bedzie skalkulowana na podstawie tych samych kryteriéw, w oparciu o ktére zostata
wyliczona optata pierwotna,

6) dodania nowego zakresu ustugi (funkgji technicznych, informatycznych) i operacji
dokonywanych przy ich uzyciu, ktérymi klient/ uzytkownik dysponowat w dacie zawarcia
umowy o te ustuge, jezeli zmiana ta pocigga za sobg podwyzszenie kosztéw czynnosci
wykonywanych dotqd w ramach umowy.

Bank jest uprawniony do podwyzszenia wysokosci optat i prowizji, ktérych dotychczasowa
wysokos¢ wynosi 0 zt, w przypadku wystgpienia waznych przyczyn uzasadniajgcych takg
zmiane (wazne przyczyny), o ktérych mowa w ust. 6 pkt. 1) - 6). W takim przypadku nie
stosuje sie ograniczenia wysokosci zmiany, o ktérej mowa w ust. 6 w zdaniu pierwszym.
Bank jest uprawniony do obnizenia wysokosci optat i prowizji w kazdym czasie, w tym takze
w przypadku zaistnienia przynajmniej jednej z nizej okreslonych waznych przyczyn:

1) spadku o co najmniej 1,50 punktu procentowego wskaznika cen towaréw i ustug
konsumpcyjnych, ogtaszanego przez GUS za dany miesigc, w stosunku do analogicznego
miesigca  roku  poprzedniego, co najmniej w takim samym  zakresie,
w jakim wskaznik ten ulegt zmianie,

2) spadku o co najmniej 1,50 % przecietnego miesiecznego wynagrodzenia w sektorze
przedsiebiorstw bez wyptat nagrod z zysku, ogtaszanego przez GUS za dany miesigc,
w stosunku do analogicznego miesigca roku poprzedniego, co najmniej w takim samym
zakresie, w jakim wynagrodzenie to ulegto zmianie.

W przypadku zaistnienia, ktérejkolwiek z waznych przyczyn do podwyzszenia albo obnizenia
wysokosci optat i prowizji, Bank jest uprawniony do podjecia decyzji - odpowiednio -
o podwyzszeniu albo obnizeniu wysokosci optat i prowizji, w ciggu 365 dni od dnia zaistnienia
okreslonej przestanki, bedqcej podstawq zmiany. Bank zastrzega sobie prawo dokonania
zmiany, o ktérej mowa w zdaniu poprzedzajgcym, w terminie do 180 dni od dnia podjecia
decyzji w tym zakresie.

Bank jest uprawniony do wprowadzenia optat lub prowizji w przypadku nowej ustugi oraz
nowej funkcjonalnosci w ramach dotychczasowej ustugi, do tej pory nie oferowanej przez
Bank, albo oferowanej bezptatnie i nie przewidzianej w obowiqgzujqgcej TOIP. Jezeli klient/
uzytkownik musi korzysta¢ z nowej ustugi lub funkcjonalnosci, o ktérej mowa w zdaniu
pierwszym, w celu wykonywania umowy, Bank jest uprawniony do wprowadzenia optat
i prowizji w przypadku zaistnienia przynajmniej jednej z waznych przyczyn, o ktérych mowa
w ust. 6 pkt. 3) - 6) oraz w § 44 ust. 1 pkt. 4).

Przed proponowang datg wejscia w zycie zmian TOIP, Bank moze umozliwi¢ klientowi
korzystanie ze zmian w istniejgcych ustugach lub korzystanie z nowych ustug, o ile klient
zaakceptuje zmianeg TOIP dotyczgcq danej ustugi.

W przypadku, gdy optaty lub prowizje zwigzane sq z ustugq, ktéra nie jest objeta umowgq
zawartq przez klienta, Bank nie jest zobowigzany do powiadamiania zgodnie z ust. 15,
ainformacje w tym zakresie przekazuje podczas zawierania takiej umowy. Informacje
o wprowadzeniu takich optat lub prowizji Bank zamieszcza takze na stronie internetowej
Banku oraz na tablicy ogtoszen w placéwkach Banku.
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13.

14.

15.

16.

Bank jest uprawniony do wycofania dotychczas obowiqgzujgcych tytutdw (nazw) optat
i prowizji w kazdym czasie. Bank informuje o wycofaniu dotychczas obowigzujgcych tytutdw
optat i prowizji na stronie internetowej Banku oraz na tablicy ogtoszer w oddziatach Banku.

Bank zastrzega sobie prawo do zmiany TOIP, w zakresie innym niz zwigzany z wysokosciq
optat i prowizji, w przypadku zaistnienia przynajmniej jednej z waznych przyczyn
okredlonych w § 44 ust. 1.
O zmianach TOIP w zakresie ustug objetych Regulaminem Bank zawiadamia klienta,
w sposéb z nim uzgodniony i okreslony w § 46 ust. 2, w nastepujgcych terminach:
1) jesli strong Umowy jest klient indywidualny - nie pézniej niz dwa miesiqce przed
proponowang datg wejscia w zycie zmian TOIP,
2) jesli strong Umowy jest przedsiebiorca - nie pdzniej niz na 7 dni przed proponowang
datg wejscia w zycie zmian TOIP.
Klient ma prawo, przed dniem proponowanego wejscia w zycie zmian:

1)  wypowiedzie¢ Umowe bez ponoszenia optat ze skutkiem od dnia poinformowania go
0 zmianie, nie pézniej jednak niz od dnia w ktérym te zmiany zostatyby zastosowane,
2)  zgtosi¢ sprzeciw wobec proponowanych zmian.

Jezeli przed proponowang datq wejscia w zycie zmian klient nie ztozy pisemnego sprzeciwu
wobec tych zmian, uwaza sie ze wyrazit na nie zgode. W przypadku, gdy klient ztozy sprzeciw,
ale nie dokona wypowiedzenia Umowy, Umowa wygasa z dniem poprzedzajgcym dzien
wejscia w zycie proponowanych zmian, bez ponoszenia optat. W przypadku, gdy
wypowiedzenie nastepuje w zwigzku ze zmiang wysokosci optat, klient nie jest zobowigzany
do zaptaty zmienionych optat. Klient zobowigzany jest do natychmiastowe] zaptaty
wszelkich naleznych Bankowi optat i prowizji - najpdzniej w dacie rozwigzania/ wygasniecia
Umowy, pod rygorem wszczecia przez Bank postepowania egzekucyjnego, a takze
dopetnienia innych obowigzkéw, o ile wynikajg one z zawartych z Bankiem umow lub
w przypadku, gdy inne obowigzki wynikajg z Regulaminu rachunkéw dla klientéow
indywidualnych lub Regulaminu rachunkéw dla przedsiebiorcow.

23.POSTANOWIENIA KONCOWE

§ 46

Regulamin wraz zatgcznikami jest dostepny w oddziatach oraz na stronie internetowej
Banku.

Bank zawiadamia klienta o kazdej zmianie Regulaminu oraz TOiP w formie powiadomienia
na trwatym nosniku informacji wysytanego:

1) przez System bankowosci internetowej, albo

2) winny sposéb uzgodniony przez strony.
Tytuty rozdziatéw majg wytgcznie znaczenie informacyjne, utatwiajgce orientacje w tekscie
Regulaminu.
Wykaz zatgcznikow:

1) Zatgeznik 1 - Wzér oswiadczenia o odstgpieniu od Umowy,

2) Zatgcznik 2 - Limity transakcyjne,

Regulamin jest wazny od 16 sierpnia 2020 roku.
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ZAtACZNIK 1

Wzér oéwiadczenia o odstgpieniu od Umowy z ING Bankiem Slgskim S.A. zawieranej na
odlegtos¢

Dane klienta:

PESEL/seria i numer dowodu osobistego

Nazwa i siedziba Banku, z ktérym klient zawart Umowe oraz adres, pod ktérym nalezy ztozyé
lub wystaé oswiadczenie:

ING Bank Slgski S.A., 40-086 Katowice, ul. Sokolska 34

OSWIADCZENIE O ODSTAPIENIU OD UMOWY
Z ING BANKIEM SLASKIM S.A.

W zwigzku z zawarciem W dniu ...c.ceveeeeeencenneeneen. Umowy na odlegtos¢ z ING Bankiem Slgskim S.A.
oswiadczam, ze na podstawie ustawy z dnia 30 maja 2014 r. o prawach konsumenta odstepuje
od Umowy ramowej o korzystanie z Systemu bankowosci internetowej/ Umowy na podstawie
ktorej Bank udostepnit System bankowosci internetowe;j.

Oswiadczenie przyjeto

(data, imie i nazwisko oraz podpis pracownika Banku przyjmujgcego oswiadczenie, jesli klient
sktada je osobiscie)

Dodatkowa informacja

Oswiadczenie prosimy ztozyc¢ osobiscie lub przesta¢ listem na adres Banku, ktéry podalismy
wyzej. W przypadku oswiadczer przestanych listem, za date jego ztozenia uznamy date
stempla pocztowego.
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ZALACZNIK 2
Limity transakcyjne

W przypadku zlecen ptatniczych, w ktérych kwota wyrazana jest w walucie obcej - dla celu
ustalenia wysokosci limitu wyrazonego w ztotych (PLN) przelicza sie, wyrazong w walucie obcej

kwote na ztote (PLN) wedtug $redniego kursu NBP aktualnego w momencie otrzymania przez
Bank zlecenia ptatniczego.

Maksymalny Maksymalna kwota
limit dzienny jednej transakgji

1. przelewy/ polecenia przelewu zlecone w Systemie
na rachunki w Banku lub w innym banku w kraju 400 000 PLN -
lub poza krajem?

2. przelewy/ polecenia przelewu zlecone w aplikacji
mobilnej na rachunki w Banku lub w innym banku 100 000 PLN -
w kraju lub poza krajem?

3. przelewy/ polecenia przelewu zlecone w aplikacji

100 000 PLN -
mobilnej na rachunki ZUS/US
4. przelew na telefon 1000 PLN 500 PLN
5. przelew na prosbe BLIK 1000 PLN 500 PLN

Termin przelewy w rozumieniu Regulaminu rachunkéw dla klientéw indywidualnych.
Termin polecenia przelewu w rozumieniu Regulaminu rachunkoéw dla przedsiebiorcéw.
Terminy okreslone w powyzszym punkcie 4 i 5 w rozumieniu niniejszego Regulaminu.

przelewy/ polecenia przelewow odnoszg sie do przelewoéw ztozonych w ciggu jednego dnia, ktére
moggq byc ztozone i wykonane w Systemie bankowosci internetowej za wyjgtkiem:
1)  przelewdw pomiedzy rachunkami wtasnymi ptatnika, ktére sq prowadzone przez Bank
2)  przelewéw na rachunki ZUS/ US

2 nie dotyczy przelewdw pomiedzy rachunkami wtasnymi ptatnika, ktéra sq prowadzone przez Bank

Maksymalny Domyslny

PLATFORMA MOBILNA BLIK limit dzienny limit dzienny
1. wszystkie transakcje w ramach BLIK

(internet, gotdwkowe, POS kodem BLIK) I 21000[EEN
z tym, ze:

a) Fronsokqe BLIK, transakcje BLIK od odbiorcy - 10 000 PLN > 000 PLN

internet
b) transakcje BLIK - gotdwkowe 10 000 PLN 2 000 PLN

2. Transakgcje BLIK Zblizeniowy:
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a) krajowe

50000 PLN

2 000 PLN

b) zagraniczne

50000 PLN

2 000 PLN

Termin waznosci
od momentu
wygenerowania

Maksymalna ilos¢
aktywnych

i utworzonych w danym
czasie

kod BLIK

2 min
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